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RESUMO

Sistemas de inteligéncia artificial (IA) estdo cada vez mais presentes em atividades e
processos decisorios que fazem parte do cotidiano de diversas pessoas. Com a promessa
de gerar ganhos em produtividade e eficiéncia, tais sistemas também podem impactar o
exercicio de direitos humanos, especialmente diante de vieses e imprecisdes. Diante desse
cenario, emergem debates sobre instrumentos para identificagao e mitigacao de riscos no
desenvolvimento ou implementa¢dao de sistemas de IA, como a Avaliagdo de Impacto
Algoritmico (AIA). Nesse contexto, a presente dissertagdo tem como objetivo investigar
quais sdo os contornos juridicos da AIA e analisar seu papel enquanto ferramenta para
protecao de direitos humanos. Trata-se de uma pesquisa de carater exploratorio, realizada
mediante analise bibliografica e documental. A partir do levantamento bibliografico,
entende-se que a AIA deve ser estruturada a partir de um tripé pautado em accountability,
precaucdo e transparéncia. Para além desses parametros, o presente trabalho busca
demonstrar que, para que seja efetivamente um instrumento de mitigagdo de riscos, ¢
necessario adotar uma abordagem contextual no desenvolvimento da AIA, a qual
reconhega que os impactos gerados por sistemas de [A podem variar consideravelmente
a depender das particularidades sociais, econdmicas e éticas do contexto de

desenvolvimento e implementacdo, inclusive em relacao as pessoas e grupos afetados.

Palavras-chave: inteligéncia artificial; Avaliagdo de Impacto Algoritmico;

accountability.



ABSTRACT

Artificial intelligence (Al) systems are increasingly present in activities and decision-
making processes that are part of people's daily lives. With the promise of generating
gains in productivity and efficiency, such systems can also impact the exercise of human
rights, especially in the face of biases and inaccuracies. Against this backdrop, debates
are emerging about tools for identifying and mitigating risks in the development or
implementation of Al systems, such as Algorithmic Impact Assessment (AIA). In this
context, this dissertation aims to investigate the legal outlines of AIA and analyze its role
as a tool for protecting human rights. This is an exploratory study, carried out through
bibliographic and documentary analysis. Based on the bibliographic survey, it is
understood that the AIA should be structured on the basis of a tripod based on
accountability, precaution and transparency. In addition to these parameters, this paper
seeks to demonstrate that, in order for it to be an effective risk mitigation instrument, it is
necessary to adopt a contextual approach in the development of AIA, which recognizes
that the impacts generated by Al systems can vary considerably depending on the social,
economic and ethical particularities of the development and implementation context,

including in relation to the people and groups affected.

Keywords: artificial intelligence; algorithmic impact assessment; accountability.
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1 INTRODUCAO

Sistemas de inteligéncia artificial (IA) estdo cada vez mais presentes em
atividades do nosso cotidiano. Em ambito doméstico ou profissional, frequentemente as
pessoas sdo atendidas por chatbots, consomem conteudo recomendado e, por vezes,
produzido por sistemas de IA, sdo avaliadas e classificadas em processos seletivos,
solicitacdes de empréstimos e amplamente monitoradas pela tecnologia no dia a dia.

Fato ¢ que exemplos de aplicagdo de sistemas de IA ndo se limitam a estes e
diversas formas de utilizagao ja fazem parte do dia a dia da sociedade € moldam interagdes
e decisoes diarias. O avango e a aplicagdo de sistemas de [A geraram impactos que
transcendem a compreensdo puramente quantitativa, resultando em uma transformagao
na forma como as pessoas interagem com a tecnologia. Dessa maneira, os computadores
deixaram de ser percebidos apenas como ferramentas para calculos, sistematizagdes ou
classificagdes, passando a ser comparados, em certa medida, a acdes essencialmente
humanas (Doneda et al., 2018).

Diante desse cenario, surge a necessidade de compreender ndo apenas os
beneficios dessa tecnologia, mas também os desafios éticos e juridicos que emergem de

sua aplicacdo cada vez mais difundida.

1.1 APRESENTACAO DO TEMA, PROBLEMA DE PESQUISA E OBJETIVOS

A inteligéncia artificial ¢ uma tecnologia em desenvolvimento; seus novos usos e
aplicagdes sdo diariamente testados. Diante dessa popularizagdo, os impactos éticos,
juridicos e sociais decorrentes da aplicagao de sistemas de IA se tornam perceptiveis. Para
além de seu campo de aplicagdo, ¢ importante compreender que a inteligéncia artificial,
enquanto tecnologia emergente, ¢ mais do que mais um campo de estudo técnico, estando
diretamente interligada a um conjunto mais amplo de estruturas politicas e sociais,
abrangendo institui¢des, dimensdes politicas e aspectos culturais (Crawford, 2021).

Doneda, Mendes, Souza e An (2018) apontam que grande parte das questdes que
atualmente cercam o desenvolvimento e a implementag¢do de sistemas de IA teve suas
bases tedricas formuladas nas discussdes iniciais sobre os impactos da automacgao e da
inteligéncia artificial. No entanto, embora as bases tedricas dos componentes
computacionais sejam debatidas desde o inicio da construcdo deste campo de estudo, sua

efetiva utilidade e aplicabilidade sdo mais recentes, especialmente em razdo de duas
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limitagdes: primeiro, as restricoes na capacidade de processamento dos computadores;
segundo, as limitagcdes das abordagens iniciais na implementacdo de sistemas de
inteligéncia artificial (Doneda et al., 2018).

Com o progresso continuo da capacidade computacional, as novas abordagens e
técnicas empregadas em sistemas de IA mais recentes se mostraram decisivas,
especialmente ao abandonar o uso de um conjunto de regras previamente definidas em
favor de algoritmos que "aprendem" por meio da observacgao e analise de grandes volumes
de dados. Desse modo, a maior disponibilidade de recursos computacionais e de
informacao, resultantes tanto do avango tecnoldgico quanto do paradigma do big data,
permitiu o surgimento de sistemas de inteligéncia artificial que nao dependem
exclusivamente de modelos baseados em regras predefinidas, mas que utilizam grandes
quantidades de dados para fundamentar suas decisdes € moldar seus padrdes decisionais
(Doneda et al., 2018).

No ambito dos impactos sociais, a bibliografia existente na area de IA destaca que
os modelos matematicos responsaveis por alimentar a economia de dados foram baseados
em escolhas feitas por seres humanos faliveis e, embora algumas dessas escolhas tenham
sido feitas com as melhores intencdes, foram codificados os preconceitos, a
incompreensao e a parcialidade humana em sistemas que trazem impactos diretos para a
sociedade (O’Neil, 2021).

Na mesma dire¢do, Broussard (2023) aponta que nao se deve tratar os problemas
trazidos pela tecnologia como “falhas” (“bugs” ou “glitches”, na lingua inglesa). Para a
autora, chamar algo de falha significa entender que se trata de um problema temporario,
algo inesperado, mas inconsequente. No entanto, Broussard (2023) entende que os
preconceitos embutidos na tecnologia sdo mais do que meras falhas, na verdade, sdo
problemas estruturais e ndo podem ser resolvidos com uma rapida atualizagdo do cddigo.

Quando se rotula um problema tecnolégico como uma “falha”, implicitamente se
minimiza a gravidade e a extensdo do problema, sugerindo que ele ¢ uma anomalia em
um sistema que, de outra forma, funcionaria perfeitamente. Uma visdo simplista do
problema ignora a complexidade inerente a interagdo entre tecnologia e sociedade e a
possibilidade de que desigualdades e preconceitos ja existentes sejam incorporados de
forma profunda e persistente em estruturas tecnoldgicas.

Diante desse contexto, torna-se evidente que os sistemas de inteligéncia artificial
influenciam e moldam relagdes sociais e percep¢des do mundo (Crawford, 2021). Por

1sso, ja ndo se discute se a IA terd um grande impacto na sociedade; o debate atual se
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concentra em avaliar em que medida esse impacto serd positivo ou negativo, para quem,
de que maneira, em quais contextos e em que prazo (Floridi et al., 2018).

Quando se trata do desenvolvimento e da aplicagdo de sistemas de IA, ¢
importante compreender que existem diversas partes interessadas — como trabalhadores,
pacientes, criangas e adolescentes, consumidores, sociedade civil como um todo,
governos, investidores e empresas —, ¢ esses agentes podem ser afetados de formas
distintas. Essas diferengas nos ganhos e na vulnerabilidade aos impactos da A surgem
ndo somente dentro dos paises, mas também entre paises e partes do mundo
(Coeckelbergh, 2020). Isso significa que paises com economias desenvolvidas,
infraestrutura digital robusta e forte governanga podem colher os frutos da IA de maneira
mais segura e controlada, ao passo que outros paises podem enfrentar desafios adicionais,
que incluem auséncia de regulamentagao adequada, desigualdade no acesso a tecnologias
e um impacto desproporcional sobre populagdes ja vulneraveis.

As disparidades tecnoldgicas entre o Norte e o Sul globais, por exemplo, podem
exacerbar as desigualdades existentes, criando um cenario em que os beneficios da IA sdo
distribuidos de forma desigual, e as vulnerabilidades sao ampliadas em contextos com
menos recursos e protegao legal. A compreensdo dessas nuances ¢ fundamental para o
desenvolvimento de politicas que garantam que a IA seja utilizada de maneira ética e
responsavel, minimizando os riscos ¢ maximizando os beneficios para todas as partes
interessadas, inclusive em relacdo a promog¢do de praticas de inovagao responsavel e
protecao de direitos humanos.

Da mesma forma, a maneira como a tecnologia ¢ incorporada em diferentes
contextos sociais e culturais reflete e refor¢ca normas, valores e poderes existentes. A
inteligéncia artificial ndo se refere apenas a tecnologia, mas também ao que os humanos
fazem com ela, como a usam, a percebem, a experimentam, € como a incorporam em
ambientes sociotécnicos mais amplos, de modo que ¢ necessario incluir uma perspectiva
histérica e sociocultural no debate (Coeckelbergh, 2020).

Assim como a lei, a tecnologia também atua como intermedidria nas relagdes
sociais entre seres humanos, sendo possivel sustentar que o debate sobre regulacdo se
relaciona, na verdade, com a discussdo sobre (i) como as pessoas interagem com novas
invengdes; e (ii) como as pessoas interagem com outras pessoas usando essas novas
inven¢des (Balkin, 2015). Cada avancgo tecnologico, desde a imprensa e a rede de energia

elétrica até a rede mundial de computadores e os sistemas de inteligéncia artificial, tem
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transformado as dindmicas sociais e criado formas de interagdo entre humanos e entre
humanos e maquinas.

Nesse contexto, em decorréncia do desenvolvimento e da crescente utilizagdo de
sistemas de [A, diversos paises ja iniciaram debates regulatérios, bem como incorporagao
de diretrizes éticas e padrdes de responsabilidade. Além das iniciativas governamentais,
organizagdes internacionais, como a Organizagdo das Nagdes Unidas para a Educacao, a
Ciéncia e a Cultura (UNESCO) e a Organizacido para Cooperacao e Desenvolvimento
Economico (OCDE), também tém desempenhado um papel relevante na formulagdo de
diretrizes éticas para a [A.

Nos Estados Unidos, por exemplo, observa-se regulamentagdes setoriais
especificas e abordagens de co-regulamentacao, isto €, arranjos regulatérios nos quais as
agéncias federais ja existentes estabelecem diretrizes a serem implementadas. Nessa
direcdao, em novembro de 2023, a Presidéncia dos Estados Unidos divulgou uma Ordem
Executiva (Executive Order on Safe, Secure, and Trustworthy Artificial Intelligence, no
original) que prevé principios e agdes prioritarias traduzidos em diretrizes gerais e
mandamentos principiolégicos, permitindo flexibilidade e adaptabilidade diante da
constante evolucao do campo da IA. Além disso, a norma prevé a elaboracao de guias de
boas praticas e diretrizes setoriais por parte das agéncias federais, como o National
Institute of Standards and Technology (NIST), que, de modo geral, serdo responsaveis
pela elaboragdo de padroes, ferramentas e testes para desenvolvimento de sistemas de IA
seguros e confidveis.

A Unido Europeia, por sua vez, possui uma regulamenta¢do abrangente sobre
inteligéncia artificial, aprovada pelo Parlamento Europeu e pelo Conselho Europeu em
2024. A proposta, originalmente intitulada Proposal for a Regulation of the European
Parliament and of the Council Laying Down Harmonised Rules on Artificial Intelligence
And Amending Certain Union Legislative Act ¢ atualmente conhecida como Artificial
Intelligence Act ou Al Act (Regulamento EU 2024/1689 do Parlamento Europeu e do
Conselho, de 13 de junho de 2024, que cria regras harmonizadas em matéria de
inteligéncia artificial).

O objetivo da norma aprovada ¢ melhorar o funcionamento do mercado interno
europeu mediante o estabelecimento de um quadro juridico uniforme para o
desenvolvimento, a colocagdo no mercado ou em servico e a utilizacao de sistemas de IA
na Unido Europeia, de modo a assegurar a protec¢do da saude, da seguranga e dos direitos

fundamentais. O regulamento europeu ¢ baseado em uma abordagem de defini¢do de
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praticas proibidas e de classificacdo de riscos dos sistemas de IA. Com base nessa
classificagdo de riscos, as obrigagdes regulatorias sdo definidas de acordo com o nivel de
risco associado ao sistema. Em sintese, trata-se de uma estrutura regulatoria na qual o
nivel de intervencdo legislativa ¢ modulavel conforme o risco que um determinado
sistema de IA representa.

No Brasil, por sua vez, foi estabelecida a Comissao de Juristas encarregada de
subsidiar a elabora¢ao de um substitutivo sobre Inteligéncia Artificial no pais (CJSUBIA).
Apos analise de proposicoes legislativas relacionadas ao tema, incluindo o Projeto de Lei
(PL) n.° 5.051, de 2019, de autoria do Senador Styvenson Valentim, o PL n.° 21, de 2020,
do Deputado Federal Eduardo Bismarck (aprovado pela Camara dos Deputados e
encaminhado ao Senado Federal), e o PL n.° 872, de 2021, do Senador Veneziano Vital
do Régo, a comissao realizou audiéncias publicas e recebeu contribuigdes sobre o assunto.
Em dezembro de 2022, o relatério final e um anteprojeto de lei para a regulamentagao da
inteligéncia artificial foram publicados. Posteriormente, o Senador Rodrigo Pacheco
apresentou o Projeto de Lei n.° 2.338, de 2023, que versa sobre o uso da inteligéncia
artificial no Brasil, baseado na proposta de anteprojeto elaborada pela CJISUBIA.

Atualmente, os Projetos de Lei mencionados estao sendo discutidos no ambito da
Comissao Temporaria Interna sobre Inteligéncia Artificial no Brasil (CTIA), instalada no
Senado Federal em agosto de 2023. Em abril de 2024, houve apresentagao de relatorio
preliminar de novo texto para o Projeto de Lei n.° 2.338, de 2023 e, em junho de 2024,
apresentacao do relatdrio final, com proposta de substitutivo. Posteriormente, apos
apresentacao de emendas, houve complementacao do voto por parte do relator do Projeto
de Lei.

No momento em que a presente pesquisa ¢ concluida, o relatério final e o voto do
relator do Projeto de Lei foram apresentados no ambito da CTIA, mas ndo houve uma
votagdo acerca do texto e as atividades da Comissdo foram prorrogadas. Sendo assim,
este trabalho considera o debate regulatério brasileiro até a apresentacdo da
Complementagao de Voto, entregue pelo relator do Projeto de Lei n°. 2.338/2023 a CTIA
em julho de 2024.

Em relagd@o ao seu conteudo, o Projeto de Lei n.° 2.338 busca estabelecer normas
para a utilizagdo de sistemas de inteligéncia artificial no Brasil e incorpora, em certa
medida, a abordagem regulatdria adotada pela Unido Europeia. Conforme sera abordado
neste trabalho, o texto da proposta brasileira também adota uma sistematizagdo de

classificacdo de riscos dos sistemas de IA, incluindo sistemas de risco excessivo,
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considerados inaceitaveis e, portanto, banidos, e sistemas de alto risco, que atraem uma
maior carga de obrigagdes regulatdrias.

Para além das experiéncias nos Estados Unidos, na Unido Europeia e no Brasil,
nota-se que diversos paises também iniciaram movimentos regulatérios, inclusive no
ambito da estruturagdo de estratégias nacionais para desenvolvimento do campo da
inteligéncia artificial, como ¢ o caso de Singapura (Singapura, 2023) e Reino Unido
(Reino Unido, 2023) que possuem politicas nacionais que buscam o fortalecimento de um
ecossistema pro-inovagao.

Em 2023, Singapura langou uma politica nacional abrangente voltada para a IA,
com o objetivo de fortalecer seu ecossistema de inovagdo, o que inclui a promogao de
parcerias publico-privadas, investimentos em pesquisa e desenvolvimento, e a criacdo de
diretrizes éticas para o uso de IA (Singapura, 2023). Também em 2023, o Reino Unido
desenvolveu uma estratégia nacional para a IA, visando consolidar sua posi¢do como lider
global no campo. Entre as medidas adotadas, destacam-se investimentos substanciais em
pesquisa, o incentivo a colaboragdo entre universidades, empresas e governo, € a
educagao e capacitacao da forga de trabalho (Reino Unido, 2023).

Evidentemente, além de Singapura e Reino Unido, outras nagdes também estdo
desenvolvendo suas proprias estratégias de [A. O Brasil, por sua vez, anunciou em julho
de 2024 uma proposta de Plano Brasileiro de Inteligéncia Artificial (PBIA) 2024-2028,
que objetiva tornar o Brasil um modelo global de eficiéncia e inovagao no uso de IA no
setor publico e apresenta uma série de agdes para desenvolvimento da infraestrutura
nacional de dados (Brasil, 2024).

Os movimentos regulatorios e estratégias nacionais refletem um reconhecimento
global da importancia da inteligéncia artificial como motor de inovagdo e crescimento
econdmico. Desse modo, a discussdo sobre a estruturacdo de ambientes regulatorios
abrange ndo apenas o cenario de competi¢ao global, mas também a garantia de que os
beneficios do desenvolvimento tecnologico sejam amplamente distribuidos e os riscos
potenciais sejam mitigados.

Tendo em vista a emergéncia de debates regulatorios, Mantelero (2022) apresenta
uma classificacdo de trés possiveis abordagens regulatérias para fundamentar a
regulamentacdo da IA na promogdo de direitos humanos: (i) abordagem baseada em
principios, que inclui principios orientadores derivados de instrumentos internacionais de
direitos humanos — vinculantes e ndo vinculantes — e fornecem uma estrutura

abrangente para a compreensao regulatoria da [A; (i1) abordagem baseada nos impactos
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da IA sobre os direitos individuais e de sua protecao por meio de uma avaliagdo de risco,
com base em direitos; e (iii) abordagem baseada no risco, com énfase no gerenciamento
de sistemas de alto risco, concentrando-se na seguranca do produto e na avaliagdo da
conformidade.

Apesar de apresentarem diferencas, os trés modelos compartilham uma
preocupacao central com a protecao dos direitos humanos, reconhecida como uma
questdo fundamental. No entanto, ¢ importante notar que a énfase no gerenciamento de
riscos nem sempre ¢ acompanhada por modelos eficazes de avaliacao de impacto para os
direitos humanos (Mantelero, 2022), o que pode resultar em lacunas na compreensao dos
reais impactos gerados por determinado sistema de IA.

A andlise dos modelos regulatorios descritos por Mantelero (2022) revela a
existéncia de movimentos concentrados na regulagdo ética, por exemplo, por meio de
instrumentos baseados em principios, padroes e codigos de conduta que, embora
contenham diretrizes normativas, ndo t€ém carater de obrigatoriedade legal, sendo
classificados como instrumentos de soff law. O termo soft law (direito flexivel ou suave,
em traducao livre) se refere a um conjunto de normas que nao sdo obrigatorias, ou que
possuem um poder vinculativo inferior, servindo como uma orienta¢ao, mas sem punigoes
diretas para quem nao a segue. Com frequéncia, essa abordagem ¢ adotada em um
contexto de autorregulacdo, no qual os proprios agentes econdmicos elaboram e aplicam
tais regras.

Por outro lado, ¢ igualmente perceptivel a existéncia de propostas que adotam
abordagens regulatdrias normativas e vinculantes — denominadas instrumentos de hard
law —, manifestadas por meio da elaboragdo de leis especificas e da instituicdo de
agéncias regulatérias com competéncias de regulamentacdo e fiscalizagdo do tema,
utilizando mecanismos regulatorios vinculantes e dotados de poder coercitivo, capazes de
impor obrigacdes diretas ou sangdes aos agentes regulados.

A partir dessas discussoes, emergem debates sobre as obrigagdes, os mecanismos
e as ferramentas necessarias para o gerenciamento de riscos associados a sistemas de [A,
bem como para o fomento a transparéncia, responsabilidade e controle social. Nesse
contexto, o presente trabalho destaca o instrumento denominado Avaliacdo de Impacto
Algoritmico (AIA), que pode ser compreendido como uma ferramenta que visa identificar
e avaliar os riscos e efeitos de um sistema de IA sobre interesses socialmente relevantes,
com particular atencdo a potenciais externalidades negativas que esses sistemas possam

gerar.
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Conforme sera abordado por este trabalho, o desenvolvimento da AIA esta
relacionado ao entendimento de caracteristicas, limites e capacidades de determinado
sistema de A, bem como a constru¢do de confianca entre as partes interessadas € ao
registro de aspectos do funcionamento do sistema para fins de accountability. De modo
geral, este instrumento tem por objetivo analisar o impacto de sistemas de IA para pessoas
e grupos afetados por meio da identificagdo de potenciais riscos e desenvolvimento de
estratégias e medidas mitigatorias, bem como estabelecimento de mecanismos de
monitoramento ¢ avaliagdo continuos.

Ademais, as avaliacdes de impacto sdo ferramentas capazes de auxiliar no
processo de tomada de decisdo informada, inclusive sobre a pertinéncia de implementar
ou nao determinado sistema de A em uma atividade; assim, as avaliagdes de impacto se
traduzem em mecanismos de prote¢do de interesses sociais relacionados, pois oferecem
uma analise abrangente dos riscos e beneficios associados ao sistema de IA (Koshiyama;
Engin, 2019).

Diante desse contexto, o presente trabalho tem como objetivo analisar os
fundamentos teoricos e juridicos da Avaliagao de Impacto Algoritmico (AIA) e investigar
sua efetividade como instrumento de promogao e prote¢dao dos direitos humanos, bem
como de mitigacdo de riscos em diferentes contextos socioecondmicos. A escolha deste
tema decorre da necessidade de examinar o potencial agravamento das violagdes aos
direitos humanos decorrentes do desenvolvimento e uso de novas tecnologias,
particularmente dos sistemas de IA. Desse modo, além de analisar a AIA como uma
ferramenta de governanca, este estudo visa avaliar a efetividade desse instrumento na
protecdo e promocdo de direitos humanos em variados contextos de desenvolvimento e
implementagao de sistemas de IA.

Ressalta-se que este trabalho se concentra, estritamente, em aspectos juridicos, €
ndo avalia elementos técnicos, como programagao, ciéncia da computacao, seguranga da
informagao, entre outros. Essa delimitagdo ocorre devido a formag¢dao académica da
pesquisadora, que se restringe ao campo juridico. Consequentemente, consideragdes de
natureza técnica estdo fora do escopo definido por esta pesquisa.

Para desenvolvimento da pesquisa, o trabalho explora, em primeiro lugar, as
defini¢des e propostas regulatdrias para conceituacao do termo “inteligéncia artificial”. A
expressdo foi popularizada por John McCarthy, em 1956, na conferéncia Dartmouth
Summer Research Project on Artificial Intelligence, porém, atualmente ndo ha consenso

sobre uma defini¢do para o termo. Diante desse cendrio, ¢ essencial explorar as defini¢des
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em debate, bem como questionar se, de fato, ¢ necessario que exista uma defini¢ao
especifica e abrangente para o termo.

A partir do conceito adotado, serd delimitado o escopo de aplicabilidade dos
instrumentos regulatdrios, sejam eles normas previstas em legislacdes nacionais, regras
de governanga estabelecidas por entidades privadas ou diretrizes orientativas de ambito
global. Nesse sentido, abordar o conceito de inteligéncia artificial ¢ relevante para o
presente trabalho porque o vocabulério utilizado para denominagdo e conceituagdo da
tecnologia pode ser responsavel por restringir ou ampliar o escopo de aplicabilidade de
eventual regulamentagdo e, consequentemente, influenciar a necessidade de
desenvolvimento (ou ndo) da AIA em uma situagdo concreta.

Em seguida, o trabalho investiga a fundamentagao tedrica da AIA, com base nas
contribui¢cdes da doutrina, examinando interpretacdes sobre a estrutura, o escopo de
aplicacdo desse instrumento e seus respectivos objetivos. Na sequéncia, tendo em vista
as perspectivas regulatorias em relacdo a inteligéncia artificial, analisa-se o surgimento
da AIA e de outras ferramentas semelhantes como instrumentos regulamentados na
proposta legislativa atualmente em discussao no Brasil e na regulamentagdo aprovada
pela Unido Europeia.

A escolha deste recorte que coloca énfase nas discussdes em ambito brasileiro e
europeu se dd em razdo de dois fatores: (i) o protagonismo da Unido Europeia na
proposi¢do de regulacdes que envolvem o uso e desenvolvimento de tecnologias e
servigos digitais; e (ii) o fato de que o texto aprovado na Unido Europeia e o texto em
tramitacdo no Brasil se aproximam ao trazer regras abrangentes e aplicaveis para todos
os tipos de sistemas de inteligéncia artificial, afastando-se de modelos regulatdrios
setoriais ou de usos especificos adotados em outros paises.

Posteriormente, a pesquisa propde-se a analisar a AIA com base em um conjunto
conceitual formado pelos seguintes fundamentos: accountability, precaucdo e
transparéncia. Procura-se demonstrar que cada um desses pilares desempenha um papel
relevante na compreensdo e no aprimoramento das praticas de avaliagdo de impacto,
integrando-se como mecanismos de gestdo de riscos, prestagdo de contas e controle
social.

A compreensdo da AIA a partir desta base triplice faz com que sua logica de
elaboracdo considere que o agente responsavel pelo desenvolvimento ou implantacdo de
um sistema de [A tenha que agir preventivamente e justificar suas escolhas, verificar se

estas impactam (positiva e/ou negativamente) direitos de pessoas e grupos afetados e,
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ainda, apresentar medidas mitigatorias que podem ser julgadas e questionadas por um
férum (interno ou externo).

Consecutivamente, visa-se demonstrar, por meio da analise de duas situagdes
envolvendo o desenvolvimento de avaliacdes de impacto, a importancia de diferenciar
esse instrumento dos métodos tradicionais de gestdo de riscos. Estes, por vezes,
concentram-se nos riscos para a propria organizagdo em detrimento de uma andlise
contextual mais ampla, capaz de revelar os impactos sobre os direitos de pessoas e grupos
afetados pelo desenvolvimento ou implementacao de sistemas de IA. Argumenta-se,
portanto, que ¢ fundamental que a AIA seja desenvolvida a partir de uma abordagem
contextual, considerando os impactos concretos de sistemas de [A sobre direitos
humanos.

Por fim, retoma-se o conteudo apresentado de forma objetiva e apresenta-se a

conclusdo do trabalho.

1.2 ASPECTOS TEORICO-METODOLOGICOS

A presente dissertacdo busca estabelecer uma analise qualitativa sobre os
contornos juridicos da AIA enquanto instrumento de governanga para gerenciamento de
riscos associados ao desenvolvimento e implantagdo de sistemas de IA. Nesse sentido, o
trabalho ¢ desenvolvido entorno do seguinte problema de pesquisa: em que medida a
Avaliacao de Impacto Algoritmico (AIA) pode ser considerada um instrumento eficaz na
mitigacao de riscos para direitos humanos, associados ao desenvolvimento e uso de
sistemas de IA em diferentes contextos socioeconomicos?

Diante da pergunta de pesquisa elaborada, este trabalho procura verificar a
incidéncia das seguintes hipdteses: (H1) a AIA pode contribuir significativamente para a
identificacdo e mitigacao de riscos, inclusive mediante reconhecimento de que impactos
gerados por sistemas de IA podem ser diferenciados, a depender de contextos sociais e
econdmicos; ¢ (H2) implementacdo da AIA pode ser percebida como uma formalidade
burocratica sem impacto substancial na mitigagdo de riscos para direitos humanos,
especialmente em situagdes nas quais o contexto de desenvolvimento ou aplicagdo do
sistema de IA ndo ¢ efetivamente analisado e considerado.

Para desenvolvimento do problema de pesquisa, o presente trabalho também
enfrentard as seguintes questdes: (i) quais parametros podem ser utilizados para

determinar quando a AIA deve ou nao ser realizada? (ii) qual ¢ a metodologia para
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desenvolvimento da AIA? (iii) qual conteudo a AIA deveria abranger? (iv) como a AIA
pode ser realizada considerando aspectos contextuais relacionados ao desenvolvimento
e/ou ao uso de sistemas de [A?

A metodologia adotada ¢ baseada em uma abordagem exploratoria, considerando
o incipiente contexto regulatério ao qual os sistemas de inteligéncia artificial estdo
submetidos. Desse modo, busca-se uma proximidade com o problema de pesquisa
desenvolvido, com intuito de formulacdo de hipdteses mais robustas posteriormente.
Nessa direcao, Babbie (2013) esclarece que a abordagem exploratoria ocorre tipicamente
quando a pesquisa se concentra em examinar um novo interesse ou quando o objeto de
estudo ¢ relativamente novo e pouco estudado.

A abordagem exploratoria permite melhor compreensdo do contexto geral do
tema, possibilitando a identificagdo de lacunas e areas nao abordadas em relagdo ao
assunto. Nesse sentido, a escolha pelo desenvolvimento da presente pesquisa a partir de
uma abordagem exploratoria se deve, em primeiro lugar, em razdo da novidade e
constante atualizacdo do tema e, consequentemente, da auséncia de um corpo substancial
de conhecimento consolidado. Por isso, a aplicacao da abordagem exploratoria pode
auxiliar a mapear o contexto e identificar lacunas e oportunidades de pesquisas mais
robustas.

Além disso, a Avaliagdo de Impacto Algoritmico ¢ um tema que envolve uma série
de campos de estudos que estdo interligados, como ética, sociedade, direito e tecnologia,
de modo que o desenvolvimento da pesquisa a partir de uma abordagem exploratoria
permite entendimento geral da complexidade do tema e de suas implicagdes éticas,
técnicas, sociais e juridicas. Por fim, a escolha pela pesquisa exploratdria também se deve
ao fato de que, no momento de desenvolvimento deste trabalho, o Brasil ndo conta com
regulamentacdo especifica sobre inteligéncia artificial, mas tdo somente com propostas
sendo debatidas em ambito legislativo.

Em relagdo a técnicas de pesquisa, o presente trabalho adota a revisao sistematica
de bibliografia como a principal técnica, uma vez que a pesquisa cientifica ¢ iniciada por
meio da pesquisa bibliografica, em que o pesquisador busca obras ja publicadas relevantes
para conhecer e analisar o tema problema da pesquisa a ser realizada (Cervo; Bervian,
2022). Nesse sentido, a pesquisa bibliografica ¢ realizada a partir do levantamento de
referéncias teoricas ja analisadas e publicadas por meios escritos e eletronicos, como
livros, artigos cientificos, paginas de websites, possibilitando ao pesquisador conhecer o

que ja se estudou sobre o assunto (Fonseca, 2022).
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Para Severino (2007), a pesquisa bibliografica possibilita o uso de dados de
categorias tedricas ja trabalhadas por outros pesquisadores e devidamente registrados, de
modo que os textos se tornam fontes dos temas a serem pesquisados. Na mesma direcao,
Amaral (2007) aponta que esta técnica consiste no levantamento, sele¢do, fichamento e
arquivamento de informagdes relacionadas a pesquisa.

Esta pesquisa adota a técnica de revisdo bibliografica com intuito de mapear o que
ja foi estudado e publicado sobre Avaliagdes de Impacto Algoritmico, bem como
identificar tendéncias recentes e desenvolvimentos neste eixo de estudo. Além disso, com
essa estratégia metodoldgica, visa-se demonstrar que o caminho aberto por autores que ja
analisaram o tema ndo considera amplamente o fato de que o gerenciamento de riscos
deve ser adaptado em razdo de circunstancias contextuais que fazem com que a propria
exposicao ao risco varie consideravelmente em razao de particularidades sociais,
econdmicas e éticas do contexto de desenvolvimento e implementacao de sistemas de 1A,
inclusive em relacdo as pessoas e grupos afetados.

Conforme apontam Lakatos e Marconi (2003), ¢ importante ressaltar que a
pesquisa bibliografica ndo € mera repeticao do que ja foi dito ou escrito sobre certo
assunto, mas propicia o exame de um tema sob novo enfoque ou abordagem,
possibilitando que o pesquisador chegue a conclusdes inovadoras. Desse modo, a revisao
de literatura ¢ realizada neste trabalho para fins de levantamento de subsidios sobre como
o tema foi tratado na literatura cientifica, porém, para além do levantamento de fontes de
pesquisa, realiza-se andlise critica do contetido levantado com o objetivo de atualizar,
desenvolver o conhecimento e contribuir com a realizagdo da pesquisa (Ruiz, 2009).

Além disso, a pesquisa adota a técnica de analise documental, o que inclui o estudo
de documentos técnicos, relatorios publicados por organizagdes do setor privado, do setor
publico e do terceiro setor, bem como propostas regulatérias debatidas no contexto
brasileiro e em outros paises. Conforme apontam Sa-Silva, Almeida e Guindani (2009),
a analise documental pode ser compreendida como um procedimento que se utiliza de
métodos e técnicas para a apreensdo, compreensdo e analise de documentos dos mais
variados tipos.

O trabalho adota a técnica de analise documental com o objetivo de possibilitar
que esta pesquisa, mediante contato com documentos ja produzidos, possa produzir novos
conhecimentos a partir do conhecimento ja existente. Para tanto, cabe destacar que se
compreende por “documento”, conforme aponta Godoy (1995) os materiais escritos

(como jornais, revistas, diarios, obras literarias, cientificas e técnicas, cartas,
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memorandos, relatorios), as estatisticas (que produzem um registro ordenado e regular de
aspectos da vida de determinada sociedade) e os elementos iconograficos (como sinais,
grafismos, imagens, fotografias, filmes). A analise documental realizada para fins da
presente pesquisa se concentra em documentos escritos e essencialmente juridicos, como
legislacdes, projetos de lei e relatorios produzidos no ambito do debate regulatério sobre
inteligéncia artificial no Brasil.

Em relacdo ao desenvolvimento da pesquisa e aplicacdo da técnica de andlise
documental, destaca-se a influéncia do debate regulatorio, especialmente no Brasil e na
Unido Europeia. As discussdes regulatorias e as alteragdes significativas nas propostas
em tramita¢do trouxeram desafios para a analise documental, uma vez que as informagdes
e temas em discussao se atualizavam constantemente. No entanto, apesar das dificuldades
metodologicas enfrentadas, o processo permitiu que a pesquisa se enriquecesse
consideravelmente com a dindmica do ambiente regulatorio, que proporcionou uma
compreensdo mais profunda das diferentes perspectivas e interesses envolvidos,
enriquecendo assim a andlise documental com uma visao atualizada e contextualmente
informada.

Por fim, o presente trabalho analisa duas situagdes de aplicacdo concreta da AIA,
de modo a verificar a metodologia utilizada para desenvolvimento da avaliagdo, os
elementos considerados pela andlise para fins de identificacdo de riscos, o resultado
obtido e as consequéncias da avaliagdao dentro do contexto particular de desenvolvimento
do instrumento.

Feitas as consideragdes metodologicas, serdo feitas agora as consideragdes
teoricas que nortearam o desenvolvimento deste trabalho. Nesse sentido, trés lentes
tedricas foram fundamentais para o desenvolvimento desta pesquisa, contribuindo para
que o objeto fosse melhor investigado.

Em primeiro lugar, o conceito de vulnerabilidade adotado pelo trabalho refere-se
a uma dimensdo mais ampla, que vai além dos conceitos técnicos presentes em
legislagdes, como o Cdodigo de Defesa do Consumidor. Neste trabalho, a vulnerabilidade
estd intrinsecamente ligada as estruturas de poder e dindmicas sociais que permeiam a
sociedade, envolvendo desigualdades que se manifestam a partir de fatores como raca,
género, classe e outras interseccionalidades que moldam as experiéncias dos individuos
na sociedade (Machado; Negri; Giovanini, 2023).

Em segundo lugar, o presente trabalho guia-se pelo entendimento de que a

avaliagdo de impacto de sistemas de IA deve englobar a avaliagdo ampla de direitos
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humanos, indo além do direito a privacidade e do direito a prote¢ao de dados pessoais,
que sdo tradicionalmente avaliados em circunstancias relacionadas ao desenvolvimento e
uso de tecnologias emergentes!. Referido ponto de partida é profundamente abordado por
Alessandro Mantelero (2022), que, embora reconhega que os dados estdo no centro do
funcionamento dos sistemas de A, questiona se a legislacao de privacidade e protecao de
dados também poderia fornecer uma estrutura regulatéria eficaz para sistemas de [A.

Nessa direcdo, Mantelero (2022) aponta que o desenvolvimento e o uso de
sistemas de [A podem impactar uma variedade de direitos e liberdades fundamentais
muito mais ampla do que a esfera coberta pela protecdo de dados pessoais. Para o autor,
isso deve necessariamente ser refletido nas metodologias de Avaliagdo de Impacto
Algoritmico, que devem ir além da perspectiva limitada adotada nos modelos atuais de
avaliacdo do impacto para protecdo de dados (por exemplo, no ambito do
desenvolvimento dos relatérios de impacto a prote¢ao de dados), que se concentram
principalmente no tratamento de dados pessoais, na atribui¢do de responsabilidades e em
parametros como qualidade e seguranga.

O impacto de sistemas de A envolve questdes €ticas e sociais que, por vezes, nao
sao consideradas durante a elaboracao de instrumentos proprios da gramatica de protecao
de dados. Por tais razdes, Mantelero (2022) sugere que uma abordagem holistica dos
problemas apresentados pela IA deve ir além da énfase tradicional da protecao de dados
na transparéncia, na informa¢dao e na autodeterminacdo. Para o autor, ¢ necessario
analisar, em uma primeira camada, o impacto para direitos humanos e, em segunda
camada, os valores sociais e éticos que desempenham um papel importante na abordagem
de questdes ndo juridicas associadas ao desenvolvimento e uso solugdes de IA e sua
aceitabilidade, bem como acerca do equilibrio entre os direitos e liberdades, em diferentes

contextos.

1 Acerca da relagdo entre o direito a privacidade e a prote¢do de dados, ainda que ndo seja tema central de
discussdo nesta pesquisa, ¢ importante esclarecer que, inicialmente, a privacidade era compreendida por
meio de nog¢des de isolamento, reserva e reclusio, sendo pautada na ideia de um direito de estar s6 (“right
to be let alone”, expressdo cunhada pelo magistrado Thomas McIntyre Cooleyem, em 1888, em seu
“Treatise of the law of torts ’). Com a evolugdo e complexidade da forma como individuos se relacionam,
foi possivel verificar um aumento do fluxo de informagdes e, em razdo da formacdo de uma sociedade cada
vez mais conectada, a no¢do de reclusdo e isolamento da vida privada se tornou, em certa medida,
insuficiente para assegurar a tutela da pessoa em todas as dimensdes de sua personalidade. Conforme ensina
Doneda (2019), os avangos tecnoldgicos permitem mais possibilidades de escolhas capazes de “influir
diretamente em nossa esfera privada”, por isso, a tutela da privacidade deixa de se basear em torno do eixo
“pessoa-informagdo-segredo” e passa a ser sendo fundamentada no eixo “pessoa-circulagdo-controle”, que
envolve o direito de manter controle sobre as proprias informagdes pessoais (Rodota, 2008).
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Desse modo, no modelo proposto por Mantelero (2022), os valores €ticos e sociais
sdo observados sob a oOtica dos direitos humanos, o que ¢ fundamental para uma
interpretagdo baseada nas particularidades contextuais e regionais, como no caso no Sul
Global. Diferentes contextos culturais, sociais e econdmicos podem influenciar
significativamente o impacto associado a sistemas de IA, de modo que a AIA deve
considerar elementos contextuais, como ambiente, publico-alvo, aspectos demograficos
e socioeconomicos, dentre outros.

Por fim, em relagdo a terceira lente tedrica que ampara este trabalho, trata-se do
conceito de “accountability algoritmica”. Para ser compreendida como um instrumento
eficaz de accountability, a AIA deve abordar o ator (quem), os foruns (quando e onde) e
o conteudo (o qué). Essa perspectiva ¢ adotada por Metcalf, Moss, Watkins, Singh e Elish
(2023), que apontam que a AIA somente sera um mecanismo eficiente se houver uma
relagdo entre os atores e os foruns, possibilitando que o forum possa julgar ou exigir
mudangas ao ator responsavel pelo desenvolvimento ou pela implementacdo de
determinado sistema de TA.

Os atores (por exemplo, tomadores de decisdo, desenvolvedores ou responsaveis
pela implementagao de um sistema de IA) tém a obrigagdo de explicar e justificar o uso,
desenvolvimento e/ou demais decisOes acerca do sistema de IA, bem como seus efeitos
subsequentes. Como variados tipos de atores participam em diferentes etapas do ciclo de
vida de um sistema de IA, eles podem ser responsabilizados por varias espécies de foruns
— interno ou externo a organizagdo, formal ou informal, entre outros —, seja em razao
de aspectos especificos, seja em razao da totalidade do sistema.

Desse modo, o presente trabalho apoia-se na ideia de que a AIA deve possibilitar
a co-construgdo dos impactos associados ao desenvolvimento e uso de sistemas de IA por
meio das interagdes, prestacdes de conta e assuncao de responsabilidades entre atores e
foruns. Metcalf, Moss, Watkins, Singh e Elish (2023) esclarecem que, ao concordar com
as categorias de "impactos", as partes interessadas os estabilizam como objetos de
avaliacdo sobre os quais podem agir.

Em sintese, sem um "forum" de accountability, uma organizagdo pode elaborar
uma AIA e, ainda assim, ndo realizar nenhuma mitigacao que realmente reduza eventuais
riscos associados a sistemas de IA. Em ultima analise, trata-se de evitar a pratica de
washing (expressao ¢ derivada do termo whitewashing, que, no inglés, refere-se a tinta
cal — uma tinta branca de baixo custo, aplicada em fachadas para encobrir imperfeigdes),

por meio da qual ha a construcdo de uma imagem marcada pela adogdo de controles e
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prestagcdo de contas, mas que, em concreto, nao se verifica implementacao de medidas e
procedimentos efetivos na mitigacdo de riscos. Trata-se, em sintese, de um processo que
busca mascarar falhas e omitir a falta de medidas reais por meio de uma imagem artificial
de responsabilidade. Desse modo, a AIA nao deve se tornar um instrumento utilizado para
maquiar os riscos decorrentes do desenvolvimento e uso de sistemas de IA, mas deve ter
o objetivo de identifica-los e, a partir do processo de relagdo ator-forum, construir as
medidas mitigatorias aplicéveis a cada situagdo concreta.

Sendo assim, para além da aplicagdo das técnicas de metodologia de pesquisa

delineadas anteriormente, o trabalho se guiara por estes referenciais teoricos.
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2 DEFINICOES EM DISPUTA: OS CONTORNOS CONCEITUAIS DA
INTELIGENCIA ARTIFICIAL

O termo “inteligéncia artificial” ¢ comumente associado a John McCarthy (1956),
que o cunhou na conferéncia Dartmouth Summer Research Project on Artificial
Intelligence, porém, atualmente, ndo hd um consenso sobre uma defini¢do para o termo.
Nesse contexto, o presente trabalho busca mapear e explorar as definicdes em debate,
pois, o conceito adotado por eventuais legislagdes e regras de governanca pode impactar
diretamente os gatilhos que ensejam o desenvolvimento de uma Avaliacdo de Impacto
Algoritmico.

Em primeiro lugar, uma importante distingdo ¢ a compreensdo dos termos
“inteligéncia artificial” e “sistemas de inteligéncia artificial”. O primeiro refere-se a uma
area de estudo, composta por subcampos que incluem, por exemplo, linguagem natural,
aprendizagem de maquinas, redes neurais e roboética. Trata-se, portanto, de um termo
“guarda-chuva”, que abarca diferentes técnicas em estudo (Cerka et al., 2015). Por outro
lado, o segundo termo faz referéncia especifica aos sistemas que utilizam as abordagens
técnicas de inteligéncia artificial, isto ¢é, aos artefatos e instrumentos que incorporam
modelos e sdo aplicados em diversos programas, softwares e funcionalidades.

Silva (2022) aponta que, entre os anos 1950 e o inicio da década de 1990,
predominou a perspectiva simbdlico-dedutiva da inteligéncia artificial, que buscava
emular sistemas fisicos de simbolos processados por cérebros humanos com a hipdtese
de que “a mente acessa diretamente o mundo, mas consiste em representagdes internas
do mundo que podem ser descritas e organizadas na forma de simbolos inseridos nos
programas” (Cardon; Cointet; Mazieres, 2018 apud Silva, 2022). Nessa abordagem, o
ambiente computacional processa dados e segue um conjunto de instru¢des, como
pontuagdes e calculos, para gerar resultados — outputs — que sejam classificados ou
operacionalizados de acordo com os objetivos predefinidos.

Silva (2022) destaca que, posteriormente, a partir dos anos 1990, a perspectiva
conexionista-indutiva passou a ter destaque no campo da IA. Em tal perspectiva, os
algoritmos recebem dados de treinamento que representam um grupo de instancias (input)
e exemplos de resultados (output) para correlacionar inputs e outputs de forma complexa,
a fim de gerar decisdes preditivas sobre novos dados. Desse modo, com base em um alto

volume de dados de entrada (inputs) e de dados de saida (outputs) ja conhecidos, o
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objetivo da aplicacdo ¢ construir e atualizar constantemente o “programa”, para uma
otimizagdo continua.

Nesse contexto, na area de estudo sobre inteligéncia artificial, por vezes, destaca-
se a técnica de aprendizado de maquina (machine learning), a qual ¢ definida como
qualquer metodologia e conjunto de técnicas que emprega dados, a fim de criar padroes
e conhecimentos, ¢ gera modelos a serem usados para previsdes eficazes sobre esses
dados, com capacidade de definir ou modificar regras de tomada de decisdo de forma
autonoma (Otterlo, 2013).

Cortiz (2020) aponta que as técnicas podem se dividir entre as seguintes
abordagens: o aprendizado supervisionado, baseado em alto volume de dados rotulados;
o aprendizado ndo supervisionado, baseado em alto volume de dados nao rotulados; e o
aprendizado por refor¢o, baseado em modelos de tentativa e erro. Tanto o aprendizado
supervisionado quanto o nao supervisionado dependem de um grande volume de dados
para que a maquina aprenda. No primeiro caso, os dados precisam ter sido previamente
“rotulados”, como uma espécie de etiqueta sobre o que representam, enquanto no segundo
caso a rotulagdo prévia nao ¢ essencial.

Silva (2022) esclarece que, nesses modelos, o alvo do calculo se desloca para o
mundo externo ao modelo que lhe fornece exemplos “etiquetados” ou “classificados” de
pequenos tracos ou sinais em prol do objetivo do sistema algoritmico. O autor explica
que, a partir das bases de treinamento, os sistemas de inteligéncia artificial identificam o
aspecto correlacional dos dados e realizam os calculos do programa, por vezes, com o
objetivo de tomada de decisdo e desenhos preditivos, como ranking de curriculos, score
de risco, identificagdo de caracteristicas biométricas, classificacdes etc.

Em outra perspectiva, Oswald (2020), por sua vez, aponta que ndo ¢ a primeira
vez que uma tecnologia se torna parte da vida cultural popular e, a0 mesmo tempo, ¢
promovida como uma solugdo para problemas sociais. De acordo com o autor, esse
movimento também pode ser observado na primeira parte do século XX, com o poligrafo
(ou "detector de mentiras").

A partir dessa constatagdao, Oswald (2020) traga paralelos entre as duas tecnologias
e os objetivos daqueles que promoviam seu uso: ambas as tecnologias tentam prever ou
categorizar o comportamento humano com base em suposi¢des € comparagdo com o
comportamento de outras pessoas; buscam minimizar o papel do humano como operador

e intérprete da saida e como sujeito da andlise; possuem a opacidade como caracteristica
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comum; € se apoiam no "realismo juridico reformista", definido como uma abordagem
que visa aumentar a produtividade, a eficiéncia e a condi¢do humana.

Oswald (2020) conclui que, da mesma forma que o poligrafo ndo detecta mentiras
— apenas registra mudangas corporais, sendo a interpretacdo humana de seus resultados
fundamental para qualquer diagnoéstico —, o aprendizado de maquina também ndo pode
"prever", mas tdo somente reduzir a experiéncia em dados e treinar um algoritmo para
detectar padrdes ou semelhangas baseadas em probabilidades.

Acerca deste ponto, Negri (2016) ressalta que a armadilha das equiparagdes ¢
fazer com que as diferencas sejam mascaradas, concretizando o processo denominado por
Stefano Rodota de "expropriacdo da subjetividade", no qual, sob o pretexto de prote¢ao
de um sujeito abstrato, usurpam-se, no plano concreto, direitos inerentes ao ser humano.
Por tal razao, o afastamento de definicdes pautadas em generalizagdes abstratas e
redugdes unitarias, indiferentes as distintas abordagens técnicas presentes no campo da
inteligéncia artificial, ¢ essencial.

Nessa direcao, Rodota (2015) destaca a importancia de uma reflexdo sobre o
dominio da tecnologia at¢ mesmo no vocabulario; por exemplo, os “smartphones”
contém, em sua formagao, a palavra “inteligente” (smart). Para o autor, isso nao ¢ um
detalhe ou uma indicagdo trivial. Na verdade, trata-se da passagem de uma situa¢do em
que a inteligéncia era reconhecida apenas pelos humanos para uma situagao na qual passa
a ser apresentada como um atributo, também, das coisas abstratas.

Ressalta-se que, inicialmente o debate regulatério sobre IA na Unido Europeia
enfrentou a discussdo sobre atribuicdo de elementos essencialmente humanos a entes
abstratos, uma vez que, em 2017, o Parlamento Europeu apresentou uma resolugdo com
orientagdes sobre robotica, com uma proposta da criagdo de uma personalidade eletronica
para artefatos roboticos “inteligentes” (Resolu¢ao do Parlamento Europeu, de 16 de
fevereiro de 2017, com recomendagdes a Comissao Direito Civil sobre Robotica).

Naquele contexto, foi debatida a sugestdo de criacdo de um estatuto juridico de
robds para os artefatos mais complexos e a personalidade juridica eletronica foi
apresentada como uma promessa de solucdo para os problemas de responsabilidade civil
em decorréncia dos danos causados por artefatos roboticos. Posteriormente, conforme
sera abordado por este trabalho, a proposta apresentada em abril de 2021, atualmente ja
aprovada e conhecida como A/ Act, se afastou da criagdo de uma personalidade juridica
eletronica e optou por uma abordagem baseada na classificacdo do risco de sistemas de

IA.
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De todo modo, ¢ importante notar que, por vezes, sistemas de [A sdo
compreendidos a partir de lentes antropomorficas e, consequentemente, estimulam
comparagdes entre caracteristicas humanas e atribui¢des de maquinas (Negri, 2020). Essa
reflexdao ¢ importante porque determinados conceitos podem equiparar, indistintamente,
pessoas e sistemas de IA. Isso pode ser percebido, por exemplo, no caso em que a
Suprema Corte Americana reconheceu a liberdade religiosa de uma pessoa juridica,
autorizando que deixasse de fornecer aos empregados um seguro satide que assegurava
acesso a métodos anticoncepcionais (Burwell v. Hobby Lobby Stores. Inc). Da mesma
forma, caso ndo haja uma reflexdo sobre as definigdes que aproximam sistemas de
inteligéncia artificial a elementos inerentemente humanos, ¢ possivel vislumbrar um
cenario concreto de potencial restrigdo de direitos para seres humanos. Em relagdo ao
contexto de populagdes historicamente marginalizadas, esse processo pode, inclusive, se
manifestar de forma acentuada na usurpagao de direitos inerentes ao ser humano, sob o
pretexto de protecdo de meras ferramentas abstratas.

Dessa forma, dois conceitos relevantes para o presente debate sdo “IA Geral” e
“IA Estreita”, geralmente utilizados para caracterizar o alcance e a profundidade da
atuacao de um sistema de IA. A TA Geral ou “IA Forte” representaria um sistema de
inteligéncia artificial que possui a capacidade de executar uma ampla gama de tarefas
cognitivas com o mesmo nivel de habilidade que um ser humano (Bostrom, 2018). Por
outro lado, a IA Estreita ou “IA Fraca” representa sistemas especializados em tarefas
especificas e limitados em termos de capacidade de adaptagdo a outras tarefas ou
dominios, pois, em geral, ndo sao capazes de aprender de forma independente ou adequar-
se a novos contextos; dessa forma, dependem de treinamento e programacdo para
desempenhar outras fungoes.

Russel e Norvig (2013) adotam o entendimento de que a inteligéncia artificial esta
relacionada a uma agdo racional, ou seja, um sistema de A ¢ um agente inteligente que
adota a melhor agdo possivel em uma determinada situagdo. Para os autores, os “agentes”
caracterizam-se pela capacidade de perceber o ambiente por meio de sensores e agir por
intermédio de atuadores. Nesse sentido, Russel e Norvig (2013) apontam que o conceito
de racionalidade pode ser aplicado a uma série de agentes que operam em diversos
espacos. Esse entendimento pode ser ilustrado, por exemplo, pelo funcionamento do robo
aspirador de pd, que percebe em qual quadrado estd e verifica se hd sujeira nesse
quadrado; uma vez que esteja sujo, a sujeira ¢ aspirada, caso contrario, o aspirador se

move para outro quadrado.
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Russel e Norvig (2013) esclarecem que a defini¢ao do que ¢ racional depende da
analise de quatro fatores: a medida de desempenho definidora do critério de sucesso; o
conhecimento prévio que o agente tem do ambiente; as acdes que o agente pode executar;
e a sequéncia de percepgdes do agente até o momento. Esses fatores levam a compreensao
do termo ““agente racional”, que significa que para cada sequéncia de percepcoes possivel,
um agente racional deve selecionar uma a¢do que maximize sua medida de desempenho,
dada a evidéncia fornecida pela sequéncia de percepgdes e por qualquer conhecimento
interno do agente.

Os autores entendem que, quando um agente se baseia no conhecimento anterior
de seu projetista e ndo em suas proprias percepgdes, esse ndo possui autonomia. Dessa
forma, um agente racional deve ser autobnomo, e isso ¢ possivel caso adquira experiéncia
suficiente sobre o seu ambiente, tornando-se efetivamente independente do conhecimento
anterior, ou seja, a incorporagdo do aprendizado possibilita a projecdo de um agente
racional.

Acerca da autonomia, Powers e Ganascia (2020) observam que esse conceito tem
sido comumente vinculado aos sistemas que se comportam sem intervengao humana. Os
autores apontam que ha dificuldade em diferenciar autonomia de automaticidade (isto é,
funcionamento “automatizado”), pois em ambos os casos hé entidades que agem por si
mesmas. No entanto, a distingdo ¢é relevante porque um autonomo obedece as proprias
regras e reflete sobre essas, enquanto um artefato meramente automatizado atua
obedecendo as regras que lhe sdo impostas, sem qualquer reflexdo, apenas seguindo
instrucdes previamente fornecidas.

Rodota (2015) ja questionava a autonomia atribuida a sistemas, veiculos e demais
artefatos dotados de inteligéncia artificial. Para o jurista, ¢ necessario questionar o
referencial comparativo na atribui¢ao de autonomia, pois a autonomia parece abandonar
0 humano e se aproximar das coisas. Nessa dire¢do, Negri (2020) aponta que, diante da
incerteza sobre o significado do termo ‘“autonomia”, por vezes, a expressao ¢ confundida
com a imprevisibilidade do resultado.

Essa incerteza contribui para a naturalizagdo da atribuicdo de autonomia a
sistemas de inteligéncia artificial. Nesse contexto, Negri (2020) esclarece que, em termos
filosoficos, a autonomia relaciona-se com a ideia de que a responsabilidade s6 pode ser
atribuida a um agente moral, por isso, a naturaliza¢do da autonomia gera o falso
entendimento de que todo rob6 dotado de modelo ou técnica de inteligéncia artificial toma

decisdes de forma autonoma e independente.
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Ocorre que, até 0 momento, um sistema de IA com capacidade cognitiva igual ou
superior a de um ser humano ainda nao foi alcangado, de modo que a IA Geral pode ser
encarada como um desafio de longo prazo, ndo havendo consenso sobre quando (ou se)
esse tipo de sistema sera alcangado. Teixeira (2015) aponta que a ideia de singularidade
surge no campo da fisica e significa a divisdo por zero, que ocorre em determinadas
equacdes nas quais o tempo seria nulo. Por outro lado, no campo da inteligéncia artificial,
a singularidade seria o momento no qual a inteligéncia das méaquinas se equipararia a
inteligéncia humana ou, até mesmo, a superaria. Para o autor, a ideia de singularidade,
quando transposta para a filosofia da mente, retoma debates tradicionais, como o
problema mente-cérebro e a questdo da consciéncia.

Nesse contexto, ¢ amplamente reconhecido o argumento do Quarto Chinés,
desenvolvido por John Searle. Searle (2000) imaginou uma pessoa trancada em um quarto
sem portas € sem janelas, com apenas duas portinholas em paredes opostas. Essa pessoa
sO conhecia um determinado idioma, mas lhe era fornecido um texto em chinés e uma
espécie de tabela com regras escritas em seu idioma para que ela, a partir de sentengas
escritas em chinés, gerasse novas sentengas, também em chinés. Desse modo, o ocupante
do quarto gerava um terceiro texto, com base no texto inicial € nos novos textos — todos
em chinés —, usando as regras de transformacao da tabela.

O Quarto Chinés retrata o que aconteceria no interior de um computador, isto €, o
texto inicial corresponde ao input fornecido ao computador. O ponto central ¢: ainda que
a pessoa produza sentengas em chinés, ela ndo compreende chinés; do mesmo modo, um
computador apenas manipula simbolos, os quais ndo possuem qualquer significado para
o computador. Seguindo esse raciocinio, Searle (2000) esclarece que ndo had mente sem
consciéncia, e a intencionalidade e consciéncia tem como base o cérebro vivo. Para o
autor, um sistema de inteligéncia artificial ¢, no maximo, a simulacdo de um processo
cognitivo — e ndo um processo cognitivo por si s6, o que significa que "parecer”
consciente ndo € 0 mesmo que “ser” consciente.

Um exemplo deste debate se da entorno da alegagdo feita por Blake Lemoine,
engenheiro do Google, de que o sistema de inteligéncia artificial LaMDA teria
desenvolvido consciéncia. Segundo o engenheiro, se comportava de forma tao sofisticada
em suas interacOes que parecia capaz de sentir € raciocinar como um humano,
expressando sentimentos, preocupacdes com direitos ¢ até medo da morte. Nesse
contexto, Souza (2022) esclarece que, embora sistemas como o LaMDA sejam

impressionantes em sua capacidade de gerar respostas coerentes e contextualmente
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apropriadas, isso ndo significa que possuam consciéncia, pois foram projetados para gerar
texto com base em padrdes linguisticos, sem uma compreensdo real do contetido
envolvido.

Desse modo, apesar dos constantes avancos no campo da inteligéncia artificial, a
replicacdo da consciéncia em maquinas envolve desafios complexos e ainda ¢ tema de
especulagdes. A propria natureza da consciéncia humana ainda ndo é completamente
compreendida pela ciéncia, por isso, conceituacdes devem alcangar diferentes usos e
aplicagdes de inteligéncia artificial, evitando equiparagdes antropomorficas que podem
vir a afetar o exercicio de direitos por parte de seres humanos.

Conceitos e defini¢des que atribuem caracteristicas humanas para objetos de uso
comum devem ser questionados. Nessa dire¢ao, Crawford (2021) aponta que sistemas de
IA ndo sdo auténomos, racionais ou capazes de discernir nada sem um treinamento
extenso e computacionalmente intensivo, com conjuntos de dados, regras e recompensas
pré-definidas. Por tal razdo, o presente trabalho ndo trata sobre a viabilidade e potenciais
defini¢des para IA Geral, focando na aplicacao de IA Estreita.

A antropomorfizagdo ou supervalorizacao das capacidades de IA pode distorcer o
debate publico e levar a decisdes é€ticas e regulatorias inadequadas. Nessa diregdo, Silva
(2022) aponta que a tendéncia a hipervisibilizar os debates filos6ficos sobre robos
autdmatos e seus possiveis direitos no futuro, no &mbito do desenvolvimento de sistemas
de IA Geral, pode tirar o foco de debates voltados para a realidade material do impacto
da IA Estreita na vida contemporanea.

Ainda que alcangar um consenso nio seja tarefa facil, o debate ¢ essencial,
considerando a natureza transversal da inteligéncia artificial, aplicavel a diferentes
atividades, setores e paises, o que levanta também uma futura necessidade de
interoperabilidade entre normas de diferentes Estados. Nessa direcdo, a Organizacdo para
a Cooperacao e Desenvolvimento Econdmico (OCDE) definia a inteligéncia artificial

como

um sistema baseado em maquina que pode, para um determinado conjunto de
objetivos definidos por humanos, fazer previsdes, recomendacdes ou tomar
decisdes que influenciam ambientes reais ou virtuais e que os sistemas de [A
sdo projetados para operar com niveis variados de autonomia (OCDE, 2019).

Posteriormente, a defini¢dao adotada pela OCDE foi atualizada para definir sistema

de 1A como
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um sistema baseado em maquina que pode, para objetivos explicitos ou
implicitos, inferir, a partir da entrada que recebe, como gerar resultados, tais
como previsdes, contetido, recomendagdes ou decisdes que podem influenciar
ambientes fisicos ou virtuais. Diferentes sistemas de IA variam em seus niveis
de autonomia e adaptabilidade apds a implantagdo (OCDE, 2023).

Observa-se que a atualizagdo visa destacar os objetivos de um sistema de IA como
explicitos — quando sdo diretamente programados no sistema por um desenvolvedor
humano — ou implicitos — quando sdo estabelecidos por um conjunto de regras
especificadas por um ser humano ou quando o sistema é capaz de aprender novos
objetivos, como ocorre com carros autonomos e large language models (modelos de
inteligéncia artificial que foram treinados em grandes conjuntos de dados linguisticos
para realizar tarefas relacionadas ao processamento de linguagem natural).

Além disso, a inclusdo da frase "inferir, a partir da entrada que recebe" enfatiza a
func¢do dos inputs, que podem ser fornecidos por humanos ou maquinas, na operagao de
sistemas de IA. Por fim, destaca-se a adi¢do do trecho "adaptabilidade apds a
implantacao", o qual reflete que alguns sistemas de [A podem continuar evoluindo apo6s
serem projetados e implantados — por exemplo, sistemas de recomendacdo que se
ajustam as preferéncias individuais ou sistemas de reconhecimento de voz que se adaptam
a voz do usuario (Russel, 2023).

Por sua vez, a UNESCO aponta que nao ha uma unica defini¢do para o termo e,
caso houvesse, necessitaria ser alterada com o tempo. A fim de enderegar as
funcionalidades de sistemas de IA que possuem relevancia ética, a UNESCO define
sistemas de IA como sistemas que t€ém a capacidade de processar dados e informagdes de
uma forma que se assemelha a um comportamento inteligente e, normalmente, inclui
aspectos de raciocinio, aprendizado, percep¢ao, previsao, planejamento ou controle.

Para a UNESCO, os sistemas de IA sdao tecnologias de processamento de
informagdes que integram modelos e algoritmos, os quais produzem uma capacidade de
aprender e executar tarefas cognitivas, alcancando resultados como previsao e tomada de
decisdes em ambientes materiais e virtuais. Os sistemas de IA sdo projetados para operar
com vdarios graus de autonomia, por meio da modelagem, da representagdo do
conhecimento, da exploragdo de dados e do célculo de correlagdes; além disso, eles
podem incluir varios métodos, como aprendizagem de maquina, incluindo aprendizagem
profunda e por reforgo, e raciocinio de maquina, incluindo planejamento, programacao,

representacdo de conhecimento e de pesquisa de raciocinio e otimizagao.



35

Nos Estados Unidos, diferentes definigdes emergem em documentos e propostas
regulatdrias. A proposta regulatoria denominada FUTURE of Artificial Intelligence Act of
2020 (Fundamentally Understanding the Usability and Realistic Evolution of Artificial
Intelligence Act of 2020) define que sistemas de 1A sdo (i) quaisquer sistemas artificiais
que executem tarefas em circunstancias varidveis e imprevisiveis, sem supervisao
humana significativa, ou que possam aprender com sua experiéncia e melhorar seu
desempenho. Esses sistemas podem ser desenvolvidos em software de computador,
hardware fisico ou outros contextos ainda nao contemplados. Eles podem resolver tarefas
que exijam percepg¢ao, cognicao, planejamento, aprendizado, comunicagdo ou agao fisica
semelhantes as humanas; (ii) sistemas que pensam como seres humanos, como
arquiteturas cognitivas e redes neurais; (iii) sistemas que agem como seres humanos,
como os que podem passar no teste de Turing ou outro teste comparavel por meio de
processamento de linguagem natural, representacdo de conhecimento, raciocinio
automatizado e aprendizado; e (iv) sistemas que agem racionalmente, como agentes de
software inteligentes e robos incorporados que atingem objetivos por meio de percepcao,
planejamento, raciocinio, aprendizado, comunicagao, tomada de decisdes e acao.

Ja na National Artificial Intelligence Research Resource Task Force, também nos
Estados Unidos, adota-se a definicao de que um sistema de IA ¢ um sistema baseado em
uma maquina que pode, para um determinado conjunto de objetivos definidos por
humanos, fazer previsoes, recomendagdes ou decisdes que influenciam ambientes reais
ou virtuais. Os sistemas (IA) usam entradas baseadas em maquinas ¢ em humanos para
perceber ambientes reais e virtuais; para abstrair essas percepgdes em modelos por meio
de andlise de forma automatizada; e para usar a inferéncia de modelos para formular
opgoes de informagdes ou agdes.

Ainda no dmbito dos Estados Unidos, o White House Office of Science and
Technology traz uma defini¢do com énfase em tecnologias que impactam direitos
individuais e coletivos, apontando que sistemas de 1A sdo sistemas automatizados com o
potencial de afetar significativamente os direitos, as oportunidades ou o acesso do publico
americano a recursos ou servigos essenciais. Um "sistema automatizado" ¢ qualquer
sistema, software ou processo que use a computagao — como parte ou todo de um sistema
— para determinar resultados, tomar decisdes, informar a implementacdo de politicas,
coletar dados ou interagir de outra forma com individuos e/ou comunidades. Os sistemas
automatizados incluem, entre outros, sistemas derivados de aprendizado de mdaquina,

estatistica ou outras técnicas de processamento de dados e inteligéncia artificial, e
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excluem a infraestrutura de computagdo passiva. Em toda essa estrutura, os sistemas
automatizados considerados no escopo da defini¢do sdo apenas aqueles que tém o
potencial de impactar significativamente os direitos, as oportunidades ou o acesso de
individuos ou comunidades.

O Canada, por meio da proposta de Artificial Intelligence and Data Act define o
sistema de IA como um sistema tecnologico que, de forma autdbnoma ou parcialmente
autonoma, processa dados relacionados a atividades humanas por meio do uso de um
algoritmo genético, uma rede neural, aprendizado de méquina ou outra técnica para gerar
conteudo, tomar decisdes, fazer recomendagdes ou previsoes.

No Japdo, as Governance Guidelines for Implementation of Al Principles,
publicadas pelo A1 Governance Guidelines Working Group, estabelecem que um sistema
de TA ¢ desenvolvido com uma abordagem de aprendizado de maquina, incluindo
aprendizado supervisionado, nao supervisionado e por refor¢o, usando uma ampla
variedade de métodos, inclusive aprendizado profundo, e que pode, para um determinado
conjunto de objetivos definidos por humanos, fazer previsdes, recomendacdes ou
decisdes que influenciam ambientes reais ou virtuais. As Guidelines apontam que 0s
sistemas de IA s3o projetados para operar com niveis variados de autonomia e que a
definicdo inclui ndo apenas software, mas também uma maquina que contém sofiware
como um elemento.

No ambito da Unido Europeia, nota-se que existem diferentes definicdes em
circulacdo. O Conselho da Europa, em seu Glossario de Inteligéncia Artificial, aponta que
a inteligéncia artificial (enquanto area de estudo) ¢ um conjunto de ciéncias, teorias e
técnicas, cujo objetivo € reproduzir, em uma maquina, as habilidades cognitivas de um
ser humano, de modo que os desenvolvimentos atuais visam confiar a uma maquina
tarefas complexas, anteriormente delegadas a seres humanos.

Por outro lado, a Comissao Europeia, por meio do High-Level Expert Group on
Al jé definiu que sistemas de 1A sdo sistemas de software (e, possivelmente, também de
hardware) projetados por seres humanos que, tendo em vista um objetivo complexo,
atuam na dimensao fisica ou digital, percebendo seu ambiente por meio da aquisi¢do de
dados, interpretando os dados — estruturados ou ndo estruturados — coletados,
raciocinando sobre o conhecimento ou processando as informagdes derivadas desses
dados e decidindo as melhores agdes a serem tomadas para atingir o objetivo determinado.

O High-Level Expert Group on AI aponta que os sistemas de IA podem usar regras

simbdlicas ou aprender um modelo numérico, e podem adaptar seu comportamento
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analisando como o ambiente ¢ afetado por suas acdes anteriores. Além disso, o grupo
esclarece que, como disciplina cientifica, a IA inclui vérias abordagens e técnicas, tal qual
aprendizagem de maquina — da qual a aprendizagem profunda e a aprendizagem por
refor¢o sdo exemplos especificos —, raciocinio de maquina — que inclui planejamento,
programacao, representacao e raciocinio de conhecimento, pesquisa e otimizagdo — €
robotica — que inclui controle, percep¢ao, sensores e atuadores, bem como a integracdo
de todas as outras técnicas em sistemas ciberfisicos.

Em relacao a definigdo adotada por propostas regulatdrias, nota-se que, em 2021,
a Comissao Europeia publicou a primeira versdo da Proposta de Regulamento do
Parlamento Europeu e do Conselho: Estabelecimento de regras harmonizadas sobre A e
alteracdo de determinados atos legislativos da Unido (Proposal for a Regulation of the
European Parliament and of the Council: Laying Down Harmonised Rules on Al and
Amending Certain Union Legislative Acts). O referido documento definia que um sistema
de IA ¢ um software desenvolvido com uma ou mais das técnicas e abordagens listadas
no Anexo I e que pode, para um determinado conjunto de objetivos definidos por
humanos, gerar resultados como conteudo, previsdes, recomendacdes ou decisdes que
influenciam os ambientes com os quais interagem.

O Anexo I previa as seguintes técnicas e abordagens de IA: (i) abordagens de
aprendizado de maquina, inclusive aprendizado supervisionado, ndo supervisionado e por
refor¢o, usando uma ampla variedade de métodos, inclusive aprendizado profundo; (ii)
abordagens baseadas em logica e conhecimento, inclusive representagdo de
conhecimento, programacao indutiva (logica), bases de conhecimento, mecanismos de
inferéncia e deducgdo, raciocinio (simbolico) e sistemas especializados; (iii) abordagens
estatisticas, estimativa bayesiana, métodos de busca e otimizagao.

Posteriormente, em razdo do processo de negociagdo institucional entre o
Parlamento Europeu, a Comissdo Europeia e o Conselho Europeu — no qual um dos
temas mais debatidos foi a definicdo de sistema de inteligéncia artificial — houve
alteracdo da abordagem de definicdo. A redagdo adotada pelo texto final do A7 Act ¢
baseada na definicdo da OCDE, mas conta com pequenas variagdes gramaticais: sistema
baseado em maquina projetado para operar com varios niveis de autonomia e que pode
apresentar adaptabilidade ap6s a implantacdo e que, para objetivos explicitos ou
implicitos, infere, a partir das informagdes recebidas, como gerar resultados que podem

influenciar ambientes fisicos ou virtuais.
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No Brasil, a redacao original do Projeto de Lei n.° 2.338 aborda a defini¢do de
sistemas de inteligéncia artificial, se aproximando da definicdo adotada pela OCDE e

conceituando, em seu art. 4°, inciso I, um sistema de inteligéncia artificial como

um sistema computacional, com graus diferentes de autonomia, desenhado
para inferir como atingir um dado conjunto de objetivos, utilizando abordagens
baseadas em aprendizagem de maquina e/ou logica e representagdo do
conhecimento, por meio de dados de entrada provenientes de maquinas ou
humanos, com o objetivo de produzir previsdes, recomendagdes ou decisdes
que possam influenciar o ambiente virtual ou real (Brasil, 2023).

Além disso, a redagao do Projeto de Lei n.© 2.338/2023 apresentava as figuras dos
agentes de inteligéncia artificial, isto €, fornecedores e operadores de sistemas de IA. Nos

termos do art. 4°, II da proposta original, o fornecedor era definido como

[...] a pessoa natural ou juridica, de natureza publica ou privada, que
desenvolva um sistema de inteligéncia artificial, diretamente ou por
encomenda, com vistas a sua colocagdo no mercado ou a sua aplicagdo em
servigo por ela fornecido, sob seu proprio nome ou marca, a titulo oneroso ou
gratuito (Brasil, 2023).

Por outro lado, o operador era conceituado como

[...] apessoa natural ou juridica, de natureza publica ou privada, que empregue
ou utilize, em seu nome ou beneficio, sistema de inteligéncia artificial, salvo
se o referido sistema for utilizado no ambito de uma atividade pessoal de
carater ndo profissional (Brasil, 2023).

Apos as discussdes e debates realizados no ambito da Comissdo Temporaria
Interna sobre Inteligéncia Artificial no Brasil (CTIA), o relatorio final apresentado pelo
Relator trouxe alteracdes em relagdo ao texto inicialmente apresentado. Em primeiro
lugar, a definicdo de sistema de inteligéncia artificial passou por alteragdes que seguem o

racional adotado pela conceituagao proposta pela OCDE:

sistema baseado em maquina que, com graus diferentes de autonomia e para
objetivos explicitos ou implicitos, infere, a partir de um conjunto de dados ou
informagdes que recebe, como gerar resultados, em especial, previsdo,
contetdo, recomendagdo ou decisdo que possa influenciar o ambiente virtual,
fisico ou real (Brasil, 2024).

Além disso, o relatério final introduz a defini¢do de sistema de inteligéncia

artificial de propdsito geral (SIAPG)
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sistema de IA baseado em um modelo de IA treinado com bases de dados em
grande escala, capaz de realizar uma ampla variedade de tarefas distintas e
servir diferentes finalidades, incluindo aquelas para as quais ndo foram
especificamente desenvolvidos e treinados, podendo ser integrado em diversos
sistemas ou aplica¢des (Brasil, 2024).

E, ainda, de inteligéncia artificial generativa (“IA generativa”)

modelo de IA especificamente destinado a gerar ou modificar
significativamente, com diferentes graus de autonomia, texto, imagens, audio,
video ou codigo de software (Brasil, 2024).

Acerca dos agentes de inteligéncia artificial, estes passam a ser compreendidos
como os desenvolvedores, fornecedores e aplicadores que atuem na cadeia de valor e na
governanga interna de sistemas de IA, o que serd especificamente definido em futuro
regulamento. De toda forma, o relatério final apresenta a respectiva defini¢ao de cada

agente de inteligéncia artificial

desenvolvedor de sistema de inteligéncia artificial: pessoa natural ou juridica,
de natureza publica ou privada, que desenvolva um sistema de inteligéncia
artificial, diretamente ou por encomenda, com vistas a sua coloca¢do no
mercado ou a sua aplicagdo em servigo por ela fornecido, sob seu proprio nome
ou marca, a titulo oneroso ou gratuito;

fornecedor: pessoa natural ou juridica, de natureza publica ou privada, que
disponibiliza e distribui sistema de IA para que terceiro o opere a titulo oneroso
ou gratuito (Brasil, 2024).

aplicador: pessoa natural ou juridica, de natureza publica ou privada, que
empregue ou utilize, em seu nome ou beneficio, sistema de inteligéncia
artificial, inclusive configurando, gerenciando, mantendo ou apoiando com o
fornecimento de dados para sua operagdo e monitoramento

Por fim, cabe ressaltar que, no dmbito dos frameworks, cddigos e padrdes para
gerenciamento de sistemas de [A, o framework desenvolvido pela BSA — The Software
Alliance define “inteligéncia artificial” como sistemas que usam algoritmos de
aprendizado de maquina, passiveis de analisar grandes volumes de dados de treinamento
para identificar correlagdes, padrdes e outros metadados, os quais podem ser utilizados
para desenvolver um modelo capaz de fazer previsdes ou recomendacdes baseadas em
futuras entradas de dados (BSA, 2021).

Por sua vez, o NIST Al Risk Management Framework (Al RMF), desenvolvido
pelo National Institute of Standards and Technology (NIST), ligado ao Departamento de

Comércio dos Estados Unidos, define “sistema de inteligéncia artificial” como um
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sistema de engenharia, ou baseado em maquina, que pode, para um determinado conjunto
de objetivos, gerar resultados como previsdes, recomendacdes ou decisdes que
influenciam ambientes reais ou virtuais, pontuando que tais sistemas sdo projetados para
operar com varios niveis de autonomia (NIST, 2023).

A partir do levantamento das discussdes em ambito nacional e internacional, ¢
possivel notar que ndo ha um consenso sobre uma defini¢ao para sistemas de inteligéncia
artificial. As definigdes em debate variam significativamente, abarcando desde
abordagens com énfase na capacidade de aprendizado e adaptagdo das maquinas até
perspectivas que realcam a imitacdo do comportamento humano e a execugao de tarefas
complexas.

Schuett (2023) elenca requisitos que uma defini¢do legal para o termo inteligéncia
artificial” deveria observar: (i) ndo deve ser excessivamente inclusiva, isto ¢, incluir
situagdes que ndo necessitam de regulamentacgdo; (i1) nao deve ser subinclusiva, ou seja,
ndo incluir casos que deveriam ter sido incluidos em uma regulamentagao; (iii) deve ser
precisa, de modo que seja possivel determinar claramente se um sistema especifico se
enquadra ou ndo na definicao; (iv) deve ser compreensivel para que pessoas sem
conhecimento técnico altamente especializado sejam capazes de aplicar a defini¢do; (v)
deve ser pratica, de modo que seja possivel determinar com pouco esfor¢o se um caso
concreto se enquadra ou ndo na definicdo; e (vi) deve ser flexivel para acomodar o
progresso técnico, contendo apenas elementos que provavelmente ndo mudardo em um
futuro previsivel.

Conforme aponta Schuett (2023), definir o escopo das regulamentacdes de 1A ¢
particularmente desafiador porque o termo “IA” ¢é utilizado para conceituar uma série de
sistemas diferentes, aplicaveis em diferentes atividades e setores e que, portanto, devem
ser tratados de forma diferente. Além disso, a expressdao “inteligéncia artificial” ¢
altamente ambigua e seu significado muda com o tempo. Em sintese, a natureza
multifacetada e em constante evolucao dos sistemas de A contribui para essa dificuldade
na formulagao de uma defini¢ao unificada.

Além disso, nota-se que as propostas de defini¢do veiculadas no ambito
regulatorio — por exemplo, em propostas legislativas — sdo, geralmente, mais amplas,
além de abrangerem grande parte dos sistemas de IA. Trata-se de uma tentativa de
extensdo do escopo de aplicabilidade da regulagdo. Por outro lado, verifica-se que
determinadas definigdes, como a proposta pela BSA, possuem escopo de aplicacdo mais

restrito.
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Desse modo, a auséncia de consenso ndo apenas suscita desafios teéricos, mas
também impacta diretamente questdes praticas, como o escopo de aplicabilidade das
regulamentacgdes e, consequentemente, de direitos e obrigagdes eventualmente previstos
em tais instrumentos. Por isso, Schuett (2023) defende que o escopo material das
regulamentagdes sobre IA nao deve se basear na definicdo do termo “inteligéncia
artificial”, sendo preferivel se concentrar nos riscos especificos que tais regulamentacdes
desejam reduzir, por exemplo, por meio da defini¢do das principais fontes de riscos
relevantes.

Por conseguinte, embora a presente pesquisa nao se concentre primariamente na
analise de defini¢des e conceitos pertinentes ao termo "sistemas de inteligéncia artificial",
reconhece-se a essencialidade de abordar este debate. Isso se justifica pelo fato de que, a
depender das escolhas realizadas para fins de constru¢do de uma definicdo, o ambito de
aplicacdo das Avaliagdes de Impacto Algoritmico podera ser substancialmente afetado.

Nesse contexto, entende-se que as estratégias de regulamentacdo e a propria
conducdo de Avaliagdes de Impacto Algoritmico devem ser orientadas principalmente
pelos objetivos e pelos efeitos do uso da tecnologia ao invés de focar exclusivamente em
abordagens técnicas ou juridicas de definicao do termo “inteligéncia artificial”. Trata-se,
em sintese, de uma estratégia de priorizacdo de uma compreensdo abrangente e holistica
dos impactos sociais, éticos e juridicos gerados por sistemas de IA e ndo apenas de
aspectos técnicos.

Sem duvida, a incerteza em torno das defini¢des impacta diretamente a
determinagdo de quais sistemas seriam abrangidos por futuras regulagdes especificas,
desafiando a formulagdo de praticas regulatdrias que atendam adequadamente a
diversidade e a complexidade das aplicagdes de inteligéncia artificial em diversos setores
da sociedade, mas que ndo sejam excessivamente amplas e aplicaveis a uma infinidade
de sistemas, programas e softwares.

A clareza e precisdo na defini¢do conceitual serdo, portanto, importantes para
estabelecer critérios eficazes sobre quando serd necessario desenvolver Avaliagdes de
Impacto Algoritmico. No entanto, ¢ importante ressaltar que a dificuldade técnica na
defini¢do ndo deve ser vista como um obstaculo para o desenvolvimento da AIA e de
outros instrumentos que buscam mitigar riscos associados a sistemas de IA. Em sintese,
a decisdo sobre desenvolver ou ndo uma AIA pode ser baseada nas finalidades e nos
efeitos da aplicacdo da tecnologia e ndo exclusivamente em um conceito técnico ou

juridico sobre sistemas de IA. A falta de um conceito amplamente aceito para "sistemas
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de IA" e a complexidade associada a sua definicdo nao devem ser justificativas para os
agentes envolvidos no uso, comercializacdo e implantacao de sistemas de [A ndo realizem
a avaliacdo dos impactos gerados por tais sistemas.

Desse modo, em vez de se fixarem em defini¢des rigidas e precisas de "sistemas
de IA", os agentes envolvidos podem avaliar a necessidade de condugao de uma avaliagao
de impacto quando — pelas finalidades e potenciais efeitos da tecnologia — for identificado
potencial risco elevado para as pessoas afetadas. Portanto, a auséncia de um conceito
globalmente aceito para a expressao "sistemas de [A" nao deve ser uma justificativa para
a inacao em relacao a identificagdo de riscos associados ao desenvolvimento e o uso de
sistemas de TA, ao desenvolvimento de avaliagdes de impacto e & implementagdo de

eventuais medidas mitigatorias aplicaveis.
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3 FUNDAMENTACAO TEORICA ACERCA DA AVALIACAO DE IMPACTO
ALGORITMICO

No contexto do crescente desenvolvimento e implementacdo de sistemas de
inteligéncia artificial, especialmente em atividades relacionadas a tomada de decisdes € a
geragdo de pontuacdes, classificagdes e previsoes, surgem preocupagdes sobre a
necessidade de promover praticas eficazes de governanga e prestacdo de contas dos
agentes envolvidos em varias etapas do ciclo de vida de um sistema de IA. Em sintese, a
medida que a IA se torna cada vez mais integrada em processos criticos, como aqueles
que influenciam decisdes humanas, surgem questionamentos sobre como garantir a
transparéncia e a responsabilidade no uso desses sistemas.

Dentre as praticas de governanca adotadas por entes que desenvolvem ou
implementam sistemas de IA, emerge a Avaliacao de Impacto Algoritmico (AIA), como
um instrumento que busca avaliar o nivel de segurancga, exatidao, solidez e desempenho
de sistemas de IA, bem como avaliar impactos € mitigar riscos as pessoas € grupos
afetados. Além disso, a AIA carrega o potencial de promover uma abordagem proativa e
preventiva de gestao de riscos, o que pode fortalecer a confianca do publico nos sistemas
de IA e nas instituicdes que os empregam.

Dessa forma, a Avaliacdo de Impacto Algoritmico busca avaliar os efeitos e as
consequéncias do desenvolvimento e/ou implementagdo de sistemas de A, ndo apenas
considerando suas finalidades e beneficios, mas também identificando eventuais riscos e
efeitos adversos. O objetivo ¢ garantir que o desenvolvimento e uso desses sistemas
estejam em conformidade com principios éticos e juridicos, a fim de assegurar uma
abordagem responsavel e alinhada com o respeito e promogao aos direitos humanos.

De todo modo, ¢ importante ressaltar que o que constitui um "impacto" ndo ¢
sempre algo claro e evidente, o que levanta o desafio central de determinar o alcance do
impacto a ser avaliado por uma AIA. O termo "impacto" denota uma relagdo causal, na
qual uma acao realizada por um ente (ou por um sistema operado por ele) gera uma
mudanga no mundo, afetando algum aspecto do ambiente e tornando-o diferente (Watkins
et al., 2021). Nesse sentido, Watkins et al. (2021) apresentam um desafio central para as
avaliacdes de impacto: “O que pode ser identificado como um impacto resultante de uma
causa especifica?” e “Como essa causa pode ser adequadamente identificada como

decorrente de algo controlado pela organizagao?”.
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Nesse sentido, ¢ importante notar que o processo de identificacdo, medigao,
formalizagdo e contabilizacdo dos "impactos" ¢ intrinsecamente marcado por dindmicas
de poder. Trata-se de processo que carece de neutralidade na defini¢do do que constitui
um "impacto" e, por conseguinte, sera ou nao passivel de analise no ambito da AIA. A
defini¢ao do “impacto” ¢, portanto, influenciada pelo poder social, econdmico e politico,
uma vez que os impactos a serem avaliados em uma AIA sdo, em ultima instancia,
determinados por decisdes sobre a inclusdo ou exclusdo de determinados efeitos para
avaliagcdo (Watkins et al., 2021).

Em sintese, a no¢ao de "impacto" em uma AIA ndo ¢ apenas uma medida objetiva
e neutra. Quando os impactos de um sistema de inteligéncia artificial (IA) sdo
considerados pelo ente que o desenvolve ou o aplica, ele estd, na verdade, realizando um
exercicio de atribui¢do de valor e importancia a determinados resultados e consequéncias.
Essa atribui¢do de valor nao ¢ uma questao puramente técnica, pois as decisdes sobre
quais impactos serdo considerados relevantes e merecedores de avaliacdo sdo
influenciadas pelas estruturas sociais, econdmicas e politicas que moldam as interagdes e
relagdes de poder na sociedade.

Tendo em vista essas consideragdes iniciais sobre a Avaliagdo de Impacto
Algoritmico (AIA) como um processo marcado pelo exercicio de poder e pela influéncia
de diversos fatores sociais, econdmicos e politicos, parte-se da premissa de que, embora
seja concebida como uma ferramenta de accountability, a AIA ndo deve ser compreendida
como um instrumento neutro. A determinagao de quais impactos sao priorizados € como
sdo ponderados frequentemente reflete as agendas e interesses das partes envolvidas. A
partir dessa compreensdo, o presente trabalho se propde a explorar e analisar, neste
capitulo, as diferentes concepgdes da AIA na literatura especializada, com o objetivo de
fornecer uma compreensao abrangente e critica deste instrumento.

Nesse sentido, para o Ada Lovelace Institute (2022), a AIA ¢ apresentada como
uma ferramenta para avaliar os possiveis impactos sociais de um sistema de A antes
mesmo de sua implementagdo. A AIA visa estabelecer confianca publica no
desenvolvimento e uso de sistemas de IA, a0 mesmo tempo em que busca mitigar o
potencial de danos a individuos e grupos, e maximizar os beneficios gerados pela
tecnologia. Trata-se de um instrumento que pode ser inserido na estrutura de governanga
de uma organizacao, oferecendo suporte a tomada de decisdes por meio da visualizacao

e monitoramento dos resultados dos sistemas. Além disso, fornecem suporte na
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disponibiliza¢ao de informacgdes sobre as razdes por trds de uma decisdo e ajudam a
equilibrar conflitos de interesses (Mdkander; Floridi, 2021).

A ATA também pode ser compreendida a partir da metodologia mais ampla das
avaliagdes de impacto em geral, caracterizadas como um tipo de avaliacdo com historico
de uso em outros dominios, por exemplo, no setor financeiro, na seguranga cibernética,
na protecdo de dados e no ambito ambiental e climatico. Desse modo, verifica-se que a
realizacdo de uma avaliagdo de impacto oferece aos agentes responsaveis pelo uso ou
desenvolvimento de sistemas de TA uma maneira de avaliar os possiveis impactos
econdmicos, sociais € ambientais de uma politica, tecnologia ou intervengao proposta em
determinado contexto.

Atualmente, o campo de estudo acerca da AIA estd em desenvolvimento, passando
por constantes debates, de modo que nao ha uma tnica regra ou uma metodologia definida
para elaboragao desse instrumento. Os processos conduzidos podem variar a depender do
contexto de desenvolvimento ou implementa¢do de determinado sistema de [A. Como
resultado, pesquisadores e profissionais estdo constantemente explorando novas
abordagens, técnicas e praticas para melhorar a eficacia e a aplicabilidade deste
instrumento.

Nesse contexto, ¢ importante esclarecer as principais diferencas entre os
instrumentos comumente associados as praticas de accountability e governanga em [A:
auditoria, garantia (assurance) e avaliacdo (assessment). Uma auditoria ¢ uma avaliacdo
independente, que segue regras claras e visa atender a sociedade, ao publico, aos usudrios
ou a algum outro 6rgdo independente. As auditorias envolvem trés partes distintas: o
auditor, a organizacdo avaliada e os interessados na auditoria; ¢ seus critérios sdo
estabelecidos para produzir um resultado binario, indicando se o sistema estd em
conformidade ou nao com as regras utilizadas. As garantias, por sua vez, sao baseadas em
mecanismos de soft law, tais como principios, regras ou padrdes que ndao possuem
obrigatoriedade legal ou ndo estdo codificados em legislagao (Hasan et al., 2022).

Por fim, as avaliagdes podem ser realizadas internamente ou por terceiros e, assim
como as garantias, ndo t€ém uma natureza binaria de conformidade ou ndo conformidade.
Seu proposito € fornecer feedback e recomendagdes relacionadas a medidas mitigatdrias
ou areas de melhoria para um melhor desempenho em relacdo a padrdes legais e/ou éticos
(Hasan et al., 2022). Essas avaliagdes podem incluir componentes técnicos e nao técnicos
(Mokander; Floridi, 2021), sendo exemplos comuns as avaliagdes técnicas de viés (bias)

e as avaliagdes éticas de risco ou impacto (Brown; Davidovic; Hasan, 2021).
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Selbst (2021) aponta que, em geral, a AIA pode ser encaixada em trés categorias,
a depender do modelo utilizado para sua elaboracdo: (i) modelos baseados na NEPA
(National Environmental Policy Act Assessment), uma avaliacdo conduzida na area
ambiental — semelhante a Avaliagdo de Impacto Ambiental presente no contexto
brasileiro em razao da Politica Nacional do Meio Ambiente (Lei n® 6.938, de 31 de agosto
de 1981); (i1) modelos baseados no Data Protection Impact Assessment (DPIA), uma
avaliagdo existente no ambito do General Data Protection Regulation (GDPR),
semelhante ao Relatorio de Impacto a Protecao de Dados (RIPD), previsto pela Lei Geral
de Protecao de Dados (Lei Federal n.° 13.708/2019); e (iii) modelo de questionario pré-
formulado, nos quais o agente responsavel pela condu¢ao da AIA realiza o preenchimento
de campos ja parametrizados.

O modelo de avaliagdo ambiental ¢ altamente detalhado e envolve transparéncia
e participagdo publica. No ordenamento juridico brasileiro, a avaliagdo de impacto
ambiental ¢ compreendida como instrumento de planejamento e gestdo e, ainda, como
um procedimento associado a processos decisorios, como € o caso do licenciamento
ambiental, tendo por objetivo final a analise da viabilidade ambiental de um projeto,
programa ou plano (Milaré, 2000).

No Brasil, ha dois instrumentos que fazem parte desse arranjo de avaliagdo de
impactos: o Estudo de Impacto Ambiental (EIA) e o Relatorio de Impacto Ambiental
(RIMA), ambos regulados pelo Conselho Nacional do Meio Ambiente (CONAMA). Em
sintese, 0 RIMA ¢ o relatorio que apresenta as conclusoes obtidas no EIA e devera conter
informagdes como as finalidades e justificativas do projeto e sua relagdo com politicas
setoriais ¢ planos governamentais, a descri¢do e alternativas tecnologicas do projeto, um
resumo dos diagndsticos ambientais e uma descricdo dos provaveis impactos ambientais
da implementacao da atividade. O texto do RIMA deve ser publicizado, possibilitando
acesso ao publico, sendo, ainda, instruido por mapas, quadros, graficos e demais recursos
necessarios ao entendimento do projeto e de suas consequéncias.

Por outro lado, as avaliagdes de risco a privacidade — embora também possuam
contetdo expansivo — ndo envolvem a obrigatoriedade de tornar o processo avaliativo
publico. No contexto brasileiro, a Lei Geral de Prote¢ao de Dados (LGPD) estabelece que
o relatorio de impacto a protecdo de dados pessoais € documentagdo que contém a
descri¢ao dos processos de tratamento de dados pessoais que podem gerar riscos as
liberdades civis e aos direitos fundamentais, bem como medidas, salvaguardas e

mecanismos de mitigacdo de risco.
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A Autoridade Nacional de Protecao de Dados (ANPD), em suas orientagdes sobre
a elaboracao de relatorios de impacto a protecdo de dados, esclarece que ndo ha uma
obrigagdo de divulgagdo publica do relatério, mas que permitir o acesso ao publico em
geral pode ser uma medida que demonstra a preocupacao em relagdo aos dados pessoais
tratados (ANPD, 2023). No entanto, a ANPD esclarece que a versao publica do RIPD
pode ser distinta da versdo interna, no intuito de resguardar segredos comercial e
industrial e outras informagdes protegidas por lei. Por outro lado, no caso de entidades e
orgaos publicos, o relatério de impacto a protecao de dados devera ser publicado: (i) por
determinagao da ANPD, nos termos do art. 32 da LGPD; ou (i1) pelo proprio controlador,
quando nao identificada hipotese de sigilo aplicavel ao caso, em conformidade com a Lei
n.° 12.527, de 18 de novembro de 2011.

No ambito da protecdo de dados, ¢ interessante notar que parte da doutrina entende
a necessidade de conduzir uma AIA ao lidar com tratamento de dados pessoais em
processos de tomada de decisdo automatizada (Kaminski; Malgiei, 2020). Isso se deve ao
fato de que, em geral, um dos fatores considerados para fins de avaliagcdo do risco de uma
atividade de tratamento de dados pessoais € a presenca de decisdoes tomadas unicamente
com base em tratamento automatizado de dados pessoais. Esse entendimento foi adotado,
inclusive, pela Eslovénia na regulamentacdo interna do GDPR e pela Information
Commissioner’s Office (ICO) — autoridade britdnica de protecdo de dados — em
proposta de framework para auditoria de 1A (Guidance on the Al auditing framework),
ainda em fase de consulta.

Como o uso de dados pessoais ¢ essencial para o funcionamento de diversos
sistemas de IA, perspectivas iniciais podem ser extraidas da regula¢do de privacidade e
protecao de dados, como parametros de seguranca, qualidade e governancga. Por exemplo,
em uma AIA pode ser relevante verificar, dentre outros parametros, se o sistema de [A
captura e interpreta corretamente as relagdes que existem nos dados de treinamento,
produzindo resultados de qualidade e livres de enviesamento, se este sistema ¢ sensivel a
ataques adversarios ou, de forma mais geral, a mudancas inesperadas em seu ambiente ou
uso, afetando sua seguranga.

Acerca da compreensdo da AIA como um modelo de avaliagdo de riscos de
protecdo de dados, ¢ importante observar que as consequéncias do desenvolvimento e uso
de sistemas de IA ndo se limitam as questdes de privacidade e tratamento de dados
pessoais, abrangendo impactos para direitos humanos em geral (Mantelero, 2022). Assim,

¢ fundamental que a AIA seja compreendida a partir de uma lente de prote¢@o aos direitos
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e liberdades fundamentais, abordando, também aspectos éticos e sociais, € nao somente
de protecdo de dados pessoais.

Além disso, o avango dos sistemas de inteligéncia artificial, especialmente de
ferramentas de A generativa, por vezes, tensiona e desafia a disciplina de protecao de
dados, incluindo direitos, regras e principios tradicionalmente previstos em normas que
tratam da matéria. Por exemplo, em relagdo aos principios de prote¢do de dados, ¢
possivel notar pontos de tensdo, especialmente no que diz respeito aos principios da
finalidade, adequacao e necessidade e transparéncia (art. 6°, I, II e III, da LGPD). Isso
porque a [A generativa frequentemente utiliza dados para finalidades novas e imprevistas,
além do escopo original para o qual foram coletados, desafiando a tradicional maxima de
limitagdo da finalidade, que exige que os dados pessoais sejam utilizados apenas para
finalidades claramente definidas no momento da coleta.

Na mesma diregdo, o principio da necessidade exige que o tratamento de dados
seja limitado ao minimo necessario, abrangendo somente dados pertinentes,
proporcionais e ndo excessivos em relagdo as finalidades. Ocorre que, em geral, sistemas
de IA dependem de grandes volumes de dados para evitar vieses € melhorar sua precisao.
Inclusive, excluir ou mascarar dados pessoais pode, em alguns casos, prejudicar a
qualidade do modelo. Nesse ponto, hd uma nitida tensdo entre os principios de
minimizagdo de dados e a necessidade de ampla diversidade de dados para evitar vieses,
como aponta o Centre for Information Policy Leadership (CIPL, 2024). A limitacao do
prazo de retencao de dados pessoais, que determina que tais informagdes nao devem ser
mantidas por mais tempo do que o necessario também entra em conflito com as praticas
relacionadas ao desenvolvimento e uso de sistemas de IA, uma vez que a retengdo
prolongada de dados €, por vezes, essencial para o treinamento continuo, rastreabilidade,
auditoria e supervisao dos modelos.

Evidentemente, os pontos de tensdo nao se limitam a estes, sendo possivel citar,
ainda, os desafios de atendimento de direitos dos titulares de dados (previstos pelo art. 18
da LGPD), enquadramento das atividades de tratamento de dados pessoais em uma das
bases legais previstas pela legislagao (arts. 7° e 11, da LGPD) e, até mesmo, legitimidade
de operacdes de transferéncia internacional de dados (art. 33, da LGPD), dada a eventual
necessidade de utilizar dados diversificados e geograficamente dispersos para treinar e
operar modelos de TA.

Desse modo, nota-se que, embora o relatorio de impacto a protecao de dados possa

ser um alicerce inicial para avaliagdo de sistemas de IA, € necessdrio ir além dos
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tradicionais controles presentes na disciplina de privacidade e protecao de dados pessoais
que podem ser insuficientes e, por vezes, incoerentes em relagdo ao funcionamento de
tais sistemas.

Por fim, a terceira abordagem ¢ baseada em questionarios para preenchimento por
parte dos agentes responsaveis pela elaboracdo da AIA. Nesse caso, os agentes realizam
o preenchimento de campos previamente formulados e parametrizados, participando
apenas da inser¢ao de informagdes, mas ndo da constru¢do do modelo de avaliacdo de
impacto. Esse modelo ja ¢ adotado, por exemplo, pelo Governo do Canada, no ambito da
Directive on Automated Decision-Making, que exige que O0rgaos e ageéncias
governamentais preencham o modelo de AIA antes de realizar projetos envolvendo
decisdes automatizadas (Canada, 2019).

Por outro lado, existem abordagens que, embora fornecam previamente os topicos
que devem ser avaliados e preenchidos, ndo estabelecem parametrizagdes e calculos de
risco previamente. Por exemplo, o Governo da Holanda disponibiliza a Fundamental
Rights and Algorithms Impact Assessment (FRAIA), que é apresentada como uma
ferramenta para auxiliar na tomada de decisdes, por parte de organizagdes
governamentais, em situagoes envolvendo desenvolvimento ou uso de sistemas de 1A
(Holanda, 2021).

A metodologia proposta pela FRAIA ¢é baseada em trés etapas. Na primeira etapa,
que representa o momento de preparagao, ¢ necessario decidir os motivos pelos quais um
sistema de IA sera utilizado e quais serdo seus possiveis efeitos. Posteriormente, na
segunda etapa, ¢ necessario avaliar quais caracteristicas sdo esperadas do sistema de A
em questdo e quais dados serdo utilizados para alimentéa-lo. Por fim, a terceira etapa esta
relacionada ao monitoramento e supervisionamento dos resultados produzidos pelo
sistema de [A.

Em relag¢dao ao contetido, a FRAIA envolve informagdes sobre o sistema de IA,
seu contexto de desenvolvimento ou uso e, ainda, questdes mais amplas sobre direitos
fundamentais. Desse modo, ainda que existam campos de avaliagdo previamente
definidos para que o agente faga o preenchimento, sdo campos abertos e sem qualquer
tipo de parametrizagdo ou céalculo de risco a partir das respostas inseridas.

Além das trés abordagens categorizadas por Selbst (2021), é importante notar a
existéncia de uma categoria adicional, composta por instrumentos autorregulatorios de
responsabilidade social corporativa. Entre eles, destaca-se a Avaliagdo de Impacto Social

(Social Impact Assessment — SAI) e a Avaliagdo de Impacto para Direitos Humanos
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(Human Rights Impact Assessments — HRIA), que tém aplicabilidade, também, no setor
privado.

Selbst (2021) elenca, ainda, trés aspectos essenciais para a AIA. Em primeiro
lugar, ela deve ser compreendida como um instrumento de intervengao antecipada, sendo
conduzida em estagios iniciais de projetos envolvendo sistemas de IA. Além disso, o autor
entende que uma AIA eficaz deve ser construida por meio de perguntas abertas, ou seja,
em vez de questionar se foram feitas verificagdes especificas, como em uma auditoria, os
agentes envolvidos devem explicar suas decisdes, apresentar vantagens e desvantagens,
identificar riscos e apresentar medidas mitigatdrias aplicaveis. Por fim, Selbst (2021)
aponta que a AIA deve ser um mecanismo de accountability, como, por exemplo, por
meio de incentivos regulatdrios inteligentes que a tornem 1util aos proprios agentes
responsaveis pelo desenvolvimento e implementacao de sistemas de 1A, de modo que
desejem cooperar e investir no sucesso da elaboragao de uma AIA.

Para Mokander e Floridi (2021), tais avaliagdes devem ser compreendidas como
um processo continuo, holistico, dialético, estratégico e orientado para o design. Isso
significa dizer que as avaliagdes devem monitorar e avaliar continuamente os resultados
do sistema e documentar as caracteristicas de desempenho. A 1A nao ¢ uma tecnologia
isolada, mas faz parte de sistemas sociotécnicos mais amplos; isso exige uma abordagem
holistica e um processo dialético o qual garante a escolha das perguntas certas.

Na mesma dire¢cdo, Metcalf, Moss, Watkins, Singh e Elish (2021) apontam que as
Avaliacdes de Impacto Algoritmico sdo praticas emergentes de governanga para delinear
a responsabilidade, tornando visiveis os potenciais danos causados pelos sistemas de TA
e assegurando que medidas praticas sejam tomadas para amenizar tais possiveis danos.
Nesse contexto, os autores ressaltam que os "danos" s6 se tornam "impactos" em uma
relacdo de accountability que obriga os desenvolvedores e implementadores de sistemas
a identificar, justificar ou mitigar os danos reais ou potenciais de tais sistemas.

Para Selbst (2021), a avaliagdo de impacto tem dois objetivos principais. O
primeiro ¢ fazer com que os desenvolvedores de sistemas de IA reflitam metodicamente
sobre os detalhes e os possiveis impactos de um projeto complexo antes de sua
implementagdo, de modo a prevenir a materializagdo de riscos e evitar que a corre¢ao
tenha de ser feita quando o sistema ja esta totalmente desenvolvido e em uso, o que pode
gerar custos e onerosidades. Trata-se de um entendimento derivado da abordagem de
values-in-design, isto ¢, quanto mais cedo os valores sociais forem considerados no

desenvolvimento do projeto, maior sera a probabilidade de que o resultado reflita esses
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ideais. O segundo objetivo da AIA ¢ criar e fornecer documentagdo das decisdes tomadas
durante o desenvolvimento e implementagdo de um sistema de IA, bem como suas
justificativas, a fim de gerar responsabilizagdo por essas decisdes e alcangar informagdes
uteis para futuras intervengoes politicas.

Selbst (2021) aponta que as avaliagdes de impacto sdo instrumentos uteis diante
de projetos com impactos desconhecidos e dificeis de medir. Os responsaveis pelo
desenvolvimento de tais projetos sdo os Unicos agentes que possuem visibilidade,
conhecimento e experiéncia para estimar seus impactos. Para o autor, o desenvolvimento
e a implementacao de sistemas de IA encontra-se nessa mesma situagdo: sabe-se que ha
possiveis impactos associados aos sistemas de IA, mas o publico ndo tem as informagdes
ou o conhecimento necessario para se aprofundar e descobrir quais tipos de decisdes no
projeto ou na utilizagdo do sistema levam a tipos especificos de problemas.

Dada a disparidade de informagdes entre os agentes responsaveis pelo
desenvolvimento ou pela implementacdo de sistemas de IA e o publico afetado por tais
sistemas, conforme identificado por Selbst (2021), surge um desafio pratico quando se
considera que as avaliagdes serdao conduzidas pelas proprias organizagdes que
desenvolvem ou utilizam os sistemas de IA. Isso ocorre porque a experiéncia e as
informagdes do proprio setor sdo essenciais para uma avaliagdo completa dos impactos,
o que significa que o setor privado desempenhara um papel fundamental em sua propria
governanga. Diante desse cendrio, o autor argumenta que, para garantir a eficicia da AIA
como instrumento de accountability, também ¢ importante considerar o ambiente
institucional do setor privado.

Tendo em vista os objetivos da AIA, os quais visam considerar os impactos desde
o inicio de projetos envolvendo sistemas de IA, trabalhar para mitiga-los antes do
momento de desenvolvimento ou implementagdao e criar documentagdo de decisdes e
testes que possam apoiar o aprendizado futuro, Selbst (2021) observa que as logicas
institucionais do setor privado, essencialmente baseadas na promocgao do lucro, podem
dificultar a plena realizagdo da primeira meta no curto prazo. No entanto, a AIA ainda
pode ser um instrumento benéfico, pois o segundo objetivo — produzir as informagdes
necessarias para uma melhor compreensao dos sistemas de [A — independe da motivagao
privada, embora possa encontrar obstidculos na protecdo do segredo comercial e
industrial. Além disso, Selbst (2021) sugere que, com o tempo, a AIA pode fazer parte de
uma mudanga cultural mais ampla em dire¢ao a responsabilidade dentro do setor técnico-

privado, aumentando a adesdo aos instrumentos de accountability.



52

Considerando que a AIA busca promover a responsabilidade e a prestacao de
contas, ¢ possivel compreendé-la por meio dos elementos “ator” e “forum”. Neste cenario,
um “ator” (desenvolvedor ou responsavel pela implementagdo do sistema de [A) ¢
responsavel perante um “forum” com poderes para emitir julgamentos, exigir mudancas
do ator e aplicar penalidades ou medidas equivalentes. Desse modo, para criar regimes
eficazes de accountability algoritmica, as AIAs precisariam abordar o ator (quem), os
foruns (quando e onde) e o conteudo (o que), ambos relacionados ao sistema de A em
analise (Metcalf et al., 2021).

Diante da revisdao de bibliografia realizada, ¢ possivel compreender que a AIA
funciona como um método formal, por meio do qual desenvolvedores e responsaveis pela
implementag¢do de sistemas de IA demonstram os riscos identificados, bem como as
medidas e alteragdes realizadas para prote¢do do publico que utiliza ou ¢ afetado por
sistemas de IA. A accountability e a prestacdo de contas residem, portanto, nas relagcdes
entre os agentes que desenvolvem e implementam sistemas de IA, as autoridades
regulatorias e o publico (Metcalf et al., 2023).

As praticas de documentacao sao um componente-chave de uma estrutura de
accountability, sendo essenciais para garantir a transparéncia, rastreabilidade e
responsabilizacdo em todas as fases do ciclo de vida de um sistema de [A. No entanto, ha
uma vulnerabilidade inerente a essas praticas, conforme observado por Selbst (2021) e
por Metcalf, Singh, Moss, Tafesse e Watkins (2023): o agente responsavel pelo
desenvolvimento ou pela implementacao do sistema de IA deve, necessariamente, fazer
a maior parte ou toda a documentagdo, permitindo-lhe escolher quais caracteristicas ou
consequéncias do sistema serdo documentadas ou nao.

Desse modo, o agente possui o poder de decidir quais aspectos do sistema serdo
documentados com mais detalhe e quais poderdo ser omitidos ou tratados de forma
superficial. Isso significa que o responsavel pela documentagdo pode escolher ndo
registrar certas caracteristicas ou consequéncias do sistema que possam ser
potencialmente negativas ou controvérsias, o que pode resultar em uma avalia¢do
incompleta.

Diante desse cenario, as exigéncias regulamentares de documentagdo se tornam
particularmente relevantes. Ainda que tais obrigagdes regulamentares possam nao ser
necessariamente cumpridas perfeitamente pelos agentes que desenvolvem ou

implementam sistemas de A, ha uma mudanca na forma como a ignordncia e o
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conhecimento sdao incentivados em quadros de governanca € mudam a cultura
organizacional para praticas compativeis com accountability (Selbst, 2021).

Nesse contexto, também ¢ importante analisar o nivel de autonomia que os agentes
responsaveis pelo desenvolvimento ou pelo uso de sistemas de IA devem possuir para
adaptar o conteudo da AIA as particularidades de cada caso concreto, de modo a evitar
modelos excessivamente engessados e que nao produzam os resultados esperados. Tendo
em vista a aplicagdo de sistemas de IA em uma ampla gama de contextos, cada um com
suas especificidades e desafios unicos, entende-se que a flexibilidade na elaboracao da
AIA ¢ relevante para possibilitar adaptagdes, por parte dos agentes responsaveis, e refletir
as nuances de cada contexto.

E relevante que a AIA possa ser conduzida de acordo com préticas-padrio do
setor. Essas praticas podem ser desenvolvidas através de mecanismos de autorregulagao,
onde as proprias organizagdes ou associagdes do setor estabelecem diretrizes e padroes
de boas praticas. Alternativamente, as praticas-padrao podem ser impostas por uma
autoridade regulatoria setorial competente, que define critérios e procedimentos
especificos para a realizagdo da AIA conforme o caso concreto. Essa abordagem dual —
permitindo autonomia, mas dentro de um quadro de praticas-padrao estabelecidas — pode
assegurar que a AIA seja conduzida de maneira consistente, a0 mesmo tempo em que se
mantém suficientemente flexivel para ser aplicada de modo efetivo em diferentes
contextos.

Além disso, considerando que os agentes de A sdo quem efetivamente conhecem
os aspectos relacionados as funcionalidades do sistema e ao seu contexto de aplicagdo,
entende-se que € razoavel que tenham flexibilidade para escolher os métodos e processos
mais adequados e alinhados. Por esse motivo, compreende-se que eventual
regulamentacdo sobre o tema ndo deve estabelecer regras rigidas, gerais e abstratas sobre
o desenvolvimento da AIA, mas indicar diretrizes gerais e objetivas sobre seu
desenvolvimento e contetido. Desse modo, reconhece-se a importancia de que uma futura
regulamentacdo tenha a capacidade de produzir mudancas significativas nas praticas
internas da organizagdo, e ndo apenas rituais regulatdrios que sejam insatisfatorios ao
objetivo primordial da regulamentagao (Metcalf et al., 2023).

Por fim, a partir da revisdo de literatura acerca das bases tedricas da Avaliagdo de
Impacto Algoritmico, sintetiza-se a seguir as principais conclusdes acerca de sua

fundamentacao:
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A AIA ¢ um instrumento voltado a identificagdo, avaliacdo, mitigagao e
gestao de riscos associados ao desenvolvimento e uso de sistemas de [A.
A AIA deve ser compreendida como um instrumento pautado na prevencao
e, por conseguinte, ¢ preferivel que seja conduzido desde as etapas iniciais
de planejamento de desenvolvimento ou implementagdao de sistemas de
IA.

Para que seja efetiva, o desenvolvimento da AIA deve ser acompanhado
de um espaco interno ou externo (“féorum’) com poderes para emitir
julgamentos, exigir mudangas ou aplicar san¢des ou medidas equivalentes.
Eventual regulamentagdo sobre metodologias e regras para elaboracdo da
AIA deve fornecer diretrizes gerais que permitam flexibilidade e
adaptagao as particularidades de cada caso, garantindo praticas eficazes e
relevantes, ao invés de estabelecer regras rigidas que possam limitar sua

aplicagdo e impacto.
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4 AVALIACAO DE IMPACTO ALGORITMICO NO CONTEXTO DE DEBATES
REGULATORIOS

O debate em torno da inteligéncia artificial tem sido dominado por uma énfase na
dimensao ética do desenvolvimento e na aplicacao de sistemas de IA, com especial
atencao para a presenca de vieses e o risco de discriminagdo. Para Mantelero (2022), o
debate no campo da IA passou por uma construgdo que retirou o tema da regulagdo e
focou na ética, sendo importante considerar dois estagios diferentes e consecutivos nesse
contexto: o debate académico e as iniciativas institucionais.

O autor aponta que o debate académico sobre a ética das maquinas faz parte de
uma reflexdo mais ampla e antiga sobre ética e tecnologia; por outro lado, as iniciativas
institucionais sdo mais recentes, t€m natureza nao académica e visam avancgar o debate
regulatorio. Mantelero (2022) ressalta que a passagem da analise tedrica para a arena
politica representa uma grande mudanga, de modo que a mensagem dos reguladores para
o ambiente de tecnologia explicitava a importancia ndo s6 da lei, mas também da ética.

Nesse contexto, Mantelero (2022) destaca que os documentos produzidos por
especialistas nomeados por reguladores e formuladores de politicas, geralmente, sdo
minimalistas em termos de estrutura tedrica, concentrando-se na mensagem politica sobre
a relevancia da dimensao ¢€tica. Desse modo, as questdes €ticas sdo adicionadas em tais
instrumentos (caracterizados, em geral, como soft law), mas a tarefa de investigacdo
aprofundada e aplicagdo desses parametros sdo deixadas aos destinatarios dos
documentos. Ao considerar o impacto de sistemas de IA para direitos humanos, a
abordagem dominante em muitos documentos de soft law se concentra na listagem de
direitos e liberdades potencialmente afetados, mas ndo propde modelos de avaliagao de
tais impactos (Mantelero, 2022).

Nos ultimos anos, no entanto, observou-se um aumento de propostas baseadas em
hard law, refletindo a crescente preocupagao global em estabelecer diretrizes regulatorias
solidas para lidar com os desafios éticos, legais e sociais associados aos sistemas de IA.
Tais propostas buscam criar um arcabouco juridico vinculativo e, por vezes, abrangem a

obrigacdo de elaboracdo de instrumentos como a Avaliagdo de Impacto Algoritmico.

4.1 A EVOLUCAO DA AVALIACAO DE IMPACTO ALGORITMICO NO DEBATE
REGULATORIO BRASILEIRO
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No contexto do debate regulatorio brasileiro, verifica-se que a avaliagdo de
impacto regulatério foi tratada com maior nivel de profundidade e detalhe no PL n.°
2.338/23, que apresenta se¢do especifica acerca do tema. A tabela abaixo consolida o
desenvolvimento das disposi¢des sobre avaliagdo de impacto em projetos de lei sobre

inteligéncia artificial no Brasil.

Quadro 1 - Disposicdes acerca de avaliagdo de impacto de sistemas de IA em projetos
de lei em tramita¢do no Brasil
Projeto de Lei Disposic¢des acerca de avaliagdo de impacto de sistemas de IA

Projeto de Lei n.° | O PL n.° 5051/2019 estabelece principios para o uso da
5051, de 2019 inteligéncia artificial no Brasil. Trata-se de proposta legislativa
com teor essencialmente principioldgico, de modo que nao ha
meng¢do a uma obriga¢do de realizagdo de avaliacdo de impacto
de sistemas de TA.

Projeto de Lei n.° | O texto original do PL n.° 21/2020, que estabelece principios,
21, de 2020 direitos e deveres para o uso de inteligéncia artificial no Brasil,
determina, em seu art. 13, que a Unido, os Estados, o Distrito
Federal e os Municipios poderao solicitar aos agentes dos
sistemas de inteligéncia artificial, observadas as suas funcdes e
justificada a necessidade, a publicacao de relatorios de impacto
de inteligéncia artificial e recomendar a adoc¢ao de padrdes e de
boas praticas para implantacao e operagdo dos sistemas. Nesse
sentido, o relatdrio de impacto de inteligéncia artificial ¢
definido, pelo texto original, como a documentacdo dos agentes
de inteligéncia artificial que contém a descri¢do do ciclo de vida
do sistema de inteligéncia artificial, bem como medidas,
salvaguardas e mecanismos de gerenciamento e mitigacao dos
riscos relacionados a cada fase do sistema, incluindo seguranca
e privacidade. Posteriormente, apds apresentacdo do Parecer
Preliminar de Plenario e de texto substitutivo ao PL, pela relatora
Deputada Luisa Canziani (PTB/PR), as disposi¢des acerca da
realizagdo de relatério de impacto de inteligéncia artificial foram

suprimidas.
Projeto de Lei n.° | O PL n.° 872/2021, que dispde sobre o uso da inteligéncia
872, de 2021 artificial, apresenta diretrizes essencialmente principiolédgicas,

nao havendo menc¢do a uma obrigagdo de realizagdo de avaliacao
de impacto de sistemas de IA.

Projeto de Lei n.° | O PL n.° 2.338/2023 conta com se¢do especifica acerca da
2.338, de 2023 realizagdo de Avaliagdo de Impacto Algoritmico, dispondo
acerca do tema de forma ampla e detalhada. Além disso, a
Complementagdo de Voto apresentada pelo relator do Projeto de
Lei a Comissdo Temporaria Interna sobre Inteligéncia Artificial
no Brasil (CTIA), em junho de 2024, manteve a Avaliagdo de
Impacto Algoritmico em sua proposta de texto substitutivo.
Fonte: Elaborado pela autora (2024).
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Conforme redacao original do PL n.° 2.338/2023, sempre que o sistema for
considerado como de alto risco pela avaliagdo preliminar, a realizagdo da Avaliagdo de
Impacto Algoritmico seria uma obrigagdo dos agentes de inteligéncia artificial. Acerca
desse tema, ¢ necessario esclarecer que a proposta brasileira prevé duas classificagoes:
risco excessivo e alto risco.

Sistemas de risco excessivo sdo aqueles de desenvolvimento, implementagdo e
uso vedado e incluem, conforme relatério final que apresenta texto substitutivo ao PL n.°
2.338/2023, os sistemas com proposito de (i) induzir o comportamento da pessoa natural
ou de grupos de maneira que cause danos a saude, seguranca ou outros direitos
fundamentais préprios ou de terceiros; (ii) explorar quaisquer vulnerabilidades de pessoa
natural ou de grupos com o objetivo ou o efeito de induzir o seu comportamento de
maneira que cause danos a saude, seguranga ou outros direitos fundamentais proprios ou
de terceiros; (iii) possibilitar a produgdo, disseminagdo ou facilitar a criagao de material
que caracterize ou represente abuso ou exploragdo sexual de criancas e adolescentes; e
(iv) avaliar os tragos de personalidade, as caracteristicas ou o comportamento passado,
criminal ou ndo, de pessoas singulares ou grupos, para avaliacao de risco de cometimento
de crime, infra¢des ou de reincidéncia.

Além disso, texto substitutivo ao PL n.® 2.338/2023 propde que sejam vedados o
desenvolvimento, a implementacdo e o uso de sistemas de A, pelo poder publico, para
avaliar, classificar ou ranquear as pessoas naturais, com base no seu comportamento
social ou em atributos da sua personalidade, por meio de pontuagdo universal, para o
acesso a bens e servicos e politicas publicas, de forma ilegitima ou desproporcional.
Ainda, seriam vedados sistemas de armas autonomas (SAA) e sistemas de identificacdo
biométrica a distancia, em tempo real e em espagos acessiveis ao publico, com excegao
das hipodteses de (i) instru¢ao de inquérito ou processo criminal, mediante autorizagao
judicial prévia e motivada, quando houver indicios razodveis da autoria ou participagdo
em infracdo penal, a prova ndo puder ser feita por outros meios disponiveis e o fato
investigado ndo constitua infracdo penal de menor potencial ofensivo; (ii) busca de
vitimas de crimes, de pessoas desaparecidas ou em circunstincias que envolvam ameaca
grave e iminente a vida ou a integridade fisica de pessoas naturais; (iii) flagrante delito
de crimes punidos com pena privativa de liberdade superior a 2 (dois) anos, com imediata
comunicagdo a autoridade judicial; e (iv) recaptura de réus evadidos, cumprimento de

mandados de prisdo e de medidas restritivas ordenadas pelo Poder Judiciario.
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Por outro lado, de acordo com o texto substitutivo apresentado, os sistemas
classificados como de alto risco sdo determinados a partir de uma lista de finalidades e
contextos, levando-se em conta a probabilidade e a gravidade dos impactos adversos
sobre pessoa ou grupos afetados, que inclui: (i) aplicagdo como dispositivos de seguranca
na gestdo e no funcionamento de infraestruturas criticas, tais como controle de transito e
redes de abastecimento de 4gua e de eletricidade, quando houver risco relevante a
integridade fisica das pessoas e a interrup¢ao de servicos essenciais, de forma ilicita ou
abusiva; (i1) educacao, formacao profissional para a determinagao de acesso a instituicdes
de ensino ou de formagao profissional ou para avaliacdo e monitoramento de estudantes;
(iii) recrutamento, triagem, filtragem, avaliacdo de candidatos, tomada de decisdes sobre
promogdes ou cessacdes de relagcdes contratuais de trabalho, reparticio de tarefas e
controle e avaliagdo do desempenho e do comportamento das pessoas afetadas por tais
aplicagdes de 1A nas areas de emprego, gestao de trabalhadores e acesso ao emprego por
conta propria; (iv) avaliagdo de critérios de acesso, elegibilidade, concessdo, revisdo,
reducdo ou revogacao de servigos privados e publicos que sejam considerados essenciais,
incluindo sistemas utilizados para avaliar a elegibilidade de pessoas naturais quanto a
prestagdes de servigos publicos de assisténcia e de seguridade; (v) avaliagdo e
classificagdo de chamadas, ou determinacdo de prioridades para servigos publicos
essenciais, tais como de bombeiros e assisténcia médica; (vi) administragdo da justica, no
que toca o uso sistemas que auxiliem autoridades judicidrias em investigacdo dos fatos e
na aplicagao da lei quando houver risco as liberdades individuais e ao Estado democratico
de direito, excluindo-se os sistemas que auxiliem atos e atividades administrativas; (vii)
veiculos autonomos em espagos publicos, quando seu uso puder gerar risco relevante a
integridade fisica de pessoas; (viii) aplicacdes na drea da saude para auxiliar diagnosticos
e procedimentos médicos, quando houver risco relevante a integridade fisica e mental das
pessoas; (ix) estudo analitico de crimes relativos a pessoas naturais, permitindo as
autoridades policiais pesquisar grandes conjuntos de dados, disponiveis em diferentes
fontes de dados ou em diferentes formatos, no intuito de identificar padrdes e perfis
comportamentais; (X) investigagdo por autoridades administrativas para avaliar a
credibilidade dos elementos de prova no decurso da investigacdo ou repressdo de
infragdes, para prever a ocorréncia ou a recorréncia de uma infragao real ou potencial com
base na defini¢do de perfis de pessoas singulares; (xi) sistemas de identificagdo e
autenticacdo biométrica para o reconhecimento de emocgdes, excluindo-se os sistemas de

autenticacdo biométrica cujo unico objetivo seja a confirmagdo de uma pessoa singular
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especifica; (xi1) gestdo da imigracao e controle de fronteiras para avaliar o ingresso de
pessoa ou grupo de pessoas em territorio nacional; e (xiii) produgdo, curadoria, difusdo,
recomendacdo e distribuicdo, em grande escala e significativamente automatizada, de
conteudo por provedores de aplicagdao, com objetivo de maximizagdo do tempo de uso e
engajamento das pessoas ou grupos afetados, quando o funcionamento desses sistemas
puder representar riscos relevantes aos fundamentos.

E importante notar que a proposta de substitutivo estabelece que ndo serdo
considerados de alto risco, quando utilizadas para as finalidades listadas anteriormente,
as tecnologias intermedidrias que ndo influenciam ou determinem resultado ou decisao.
Além disso, o desenvolvedor e o aplicador que considerar que o sistema de [A ndo se
enquadra na classificacdo de alto risco apresentada poderd apresentar petigdo
fundamentada as autoridades competentes, juntamente com sua avaliagdo preliminar,
conforme sera detalhado em regulamento.

A proposta de substitutivo apresentada estabelece que caberia ao Sistema Nacional
de Regulacao e Governanca de Inteligéncia Artificial (SIA) regulamentar a classificagdo
da lista dos sistemas de IA de alto risco. O SIA ¢ a proposta de criagao de um ecossistema
regulatério coordenado pela autoridade competente, que teria o objetivo de promover e
garantir a cooperagdo e a harmonizagdo com as demais autoridades setoriais e Orgaos
reguladores, sem vinculo de subordinacdo hierarquica entre eles, e outros sistemas
nacionais para a plena implementacao e fiscalizagdo do cumprimento da norma. Por sua
vez, a autoridade competente ¢ definida como uma entidade da administragdo publica
federal, dotada de autonomia técnica e decisoria.

Nesse sentido, caberia ao SIA identificar novas hipdteses de sistemas de A de alto
risco, levando em consideragao a probabilidade ¢ a gravidade dos impactos adversos
sobre pessoa ou grupos afetados e ao menos um dos seguintes critérios: (i) a
implementagdo ser em larga escala, levando-se em consideragao o ntimero estimado de
pessoas afetadas e a extensdo geografica, bem como a sua duracdo e frequéncia do uso;
(11) o sistema produzir, de forma ilicita ou abusiva, efeitos juridicos relevantes e impactar
negativamente o acesso a servigos publicos ou essenciais; (iii) alto potencial danoso de
ordem material ou moral, bem como viés discriminatorio ilegal; (iv) o sistema afetar
significativamente pessoas de um grupo vulneravel; (v) o nivel de irreversibilidade dos
danos; (vi) historico danoso, de ordem material ou moral; (vii) grau de transparéncia,
explicabilidade e auditabilidade do sistema de inteligéncia artificial, que dificulte

significativamente o seu controle ou supervisao; (viii) alto potencial danoso sistémico,
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tais como a seguranca cibernética, higidez do processo eleitoral e violéncia contra grupos
vulneraveis; (ix) extensdo e probabilidade dos beneficios do sistema de inteligéncia
artificial, incluindo as medidas de mitigacdo dos riscos adotadas e possiveis melhorias,
de acordo com os principios e fundamentos desta lei; (x) riscos significativos a saude
humana integral — fisica, mental e social — nas dimensdes individual e coletiva; (xi) risco
a integridade da informacao, o processo democratico e pluralismo, como, por exemplo,
através da disseminagao de desinformacdo e de discursos que promovam o 6dio ou a
violéncia; e (xii) possibilidade de impactar negativamente o desenvolvimento e a
integridade fisica, psiquica ou moral de criancas e adolescentes.

Além disso, de acordo com a proposta de substitutivo, cabe a autoridade
competente expedir orientagdes normativas gerais em relagao aos impactos dos sistemas
de inteligéncia artificial sobre os direitos e liberdades fundamentais ou que produzam
efeitos juridicos relevantes e as autoridades setoriais, no ambito de suas atribui¢des e em
carater prevalente aos 6rgdos do SIA, dispor sobre os aspectos técnicos e especificos de
aplicagdes de TA no mercado regulado, inclusive podendo estabelecer listas sobre
hipoteses classificadas ou nado classificadas como de alto risco e precisar o rol
exemplificativo de sistemas de alto risco.

Especificamente acerca da vinculagdo da obrigatoriedade de elaboragdo da AIA a
classificagdo do sistema de IA em questdo como de alto risco, entende-se que se trata de
uma vinculacdo acertada. Primeiramente, ao estabelecer essa conexdo, o legislador
reconhece a necessidade de direcionar recursos e esforcos regulatorios para os sistemas
de TA que apresentam maior potencial de causar danos significativos ou impactos
adversos na sociedade. Ademais, ao limitar a obrigatoriedade da AIA aos sistemas de TA
classificados como de alto risco, evita-se 6nus excessivo para sistemas de baixo risco ou
de menor complexidade. Dessa forma, ¢ possivel promover um ambiente regulatdrio
equilibrado, que nao sobrecarregue desenvolvedores e aplicadores de sistemas de [A com
exigéncias desproporcionais.

Em sintese, ao estabelecer a obrigatoriedade somente em casos de alto risco, ¢
possivel garantir que os recursos e esforcos sejam direcionados de forma mais eficaz e
proporcional aos sistemas que apresentam os maiores desafios e impactos potenciais. Isso
nao impediria que, a titulo de boa pratica, um agente tenha autonomia para conduzir uma
AIA em casos cujo sistema ndo seja de risco alto, mas desperte preocupacdes éticas,

juridicas ou técnicas. Essa pratica, mesmo nao sendo obrigatoria, pode ser adotada como
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uma medida proativa de boa governanca, permitindo que o agente demonstre diligéncia
e responsabilidade ao abordar potenciais riscos de maneira preventiva.

Desse modo, ainda que o Projeto de Lei n°. 2.338/2023 ndo avance na esfera
legislativa e o arranjo regulatorio de classificagdo de riscos de sistemas de IA apresentado
anteriormente nao se torne uma realidade no ordenamento juridico brasileiro, ressalta-se
que a AIA pode ainda ser adotada como uma boa pratica de mercado. Nesse sentido,
mesmo em um cendrio onde ndo exista uma obrigacao legal especifica, entende-se que a
AIA deve ser elaborada por desenvolvedores e implementadores de sistemas de IA sempre
que se verificar, na pratica, que o desenvolvimento ou implementacao daquele sistema
apresenta alto risco. Isso se justifica pelo fato de que, mesmo sem uma classificagdo legal
definida para sistemas de [A de alto risco, os potenciais impactos sobre individuos e
grupos afetados devem ser considerados, de modo a antecipar e mitigar eventuais
impactos que possam representar violagdes a direitos humanos.

Em relacdo ao debate sobre a AIA enquanto instrumento regulado, a tabela
comparativa a seguir busca apresentar as diferentes redagdes do Projeto de Lei n.
2.338/2023 durante sua tramitacdo na Comissao Temporaria de Inteligéncia Artificial

(CTIA) do Senado Federal.

Quadro 2 — Comparativo entre a redagdo original do Projeto de Lei n.® 2.338/2023, o
Texto Substitutivo Preliminar apresentado em abril de 2024 e o Texto Substitutivo Final
apresentado em julho de 2024

Projeto de Lei n.°

Relatorio Preliminar da

Substitutivo Final da

2.338/2023 CTIA CTIA
(redacdo original) (texto apresentado em (texto apresentado em
24.04.2024) 04.07.2024)

Art. 22. A avaliacdo de
impacto algoritmico de
sistemas de inteligéncia
artificial ¢ obrigacao dos
agentes de inteligéncia
artificial, sempre que o
sistema for considerado
como de alto risco pela
avaliagdo preliminar.

Paréagrafo unico. A
autoridade competente sera
notificada sobre o sistema
de alto risco, mediante o
compartilhamento das
avaliagdes preliminar e de
impacto algoritmico.

Art. 22. A avaliacdo de
impacto algoritmico de
sistemas de inteligéncia
artificial ¢ obrigacdo dos
agentes de inteligéncia
artificial, sempre que o
sistema for considerado de
alto risco pela avaliacao
preliminar, nos termos do
art. 12 desta Lei.

Pardgrafo  tnico.  Os
agentes de inteligéncia
artificial deverao
compartilhar  com a

autoridade competente as
avaliacdes preliminares e

Art. 25. A avaliacdo de
impacto algoritmico de
sistemas de IA ¢ obrigacao
do desenvolvedor e
aplicador, sempre que o
sistema for considerado de
alto risco pela avaliagdo
preliminar, nos termos do
art. 12 desta Lei.

§ 1° Os desenvolvedores de
sistemas de IA deverdo
compartilhar  com  as
autoridades competentes as
avaliagdes preliminares e
de impacto algoritmico,
nos termos do
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de impacto algoritmico,

nos termos
regulamento.

do

regulamento, cuja
metodologia considerara e
registrard, a0  menos,
avaliagdo dos riscos ¢
beneficios aos direitos
fundamentais, medidas de
atenuacdo e efetividade

destas medidas de
gerenciamento.

§ 2° Cabera as autoridades
setoriais definir as

hipoteses em que avaliagao
de impacto algoritmico
sera simplificada,
observado o papel de cada
um dos agentes de TA e as
normas gerais da
autoridade competente.

§ 3° Quando da utilizagao
de sistemas IA que possam
gerar impactos
irreversiveis ou de dificil
reversao, a avaliacdo de
impacto algoritmico levara
em consideragdo também
as evidéncias incipientes.

§ 4° A  autoridade
competente, a partir das
diretrizes do Conselho
Permanente de Cooperacao
Regulatoria (CRIA),
estabelecera critérios
gerais e elementos para a
elaboragdo de avaliagdo de
impacto ¢ a periodicidade
de atualizagao das
avaliacdes de impacto;

§ 5° Cabera as autoridades
setoriais, a partir do estado
da arte do desenvolvimento
tecnologico e melhores
praticas, a regulamentacao
dos  critérios e da
periodicidade de
atualizacdo das avaliagdes
de impacto, considerando o
ciclo de vida dos sistemas
de IA de alto risco.

§ 6° Os agentes de IA que,
posteriormente a  sua
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introdugdo no mercado ou

utilizagdo em  servigo,
tiverem conhecimento de
risco ou impacto

inesperado e relevante que
apresentem a direitos de

pessoas naturais,
comunicara 0 fato
imediatamente as

autoridades competentes e
as pessoas afetadas pelo
sistema de IA.

Art. 23. A avaliagdo de
impacto algoritmico sera
realizada por profissional
ou equipe de profissionais
com conhecimentos
técnicos, cientificos e
juridicos necessarios para
realizacdo do relatorio e
com independéncia
funcional.

Paragrafo tinico. Cabera a
autoridade competente
regulamentar os casos em
que a realizagdo ou
auditoria da avaliagdo de
impacto sera
necessariamente conduzida
por profissional ou equipe
de profissionais externos
ao fornecedor;

Art. 23. A avaliagdo de
impacto algoritmico sera
realizada por profissional
ou equipe de profissionais
com independéncia
funcional, bem como com
conhecimentos  técnicos,
cientificos, regulatérios e

juridicos necessarios e
considerando as  boas
praticas setoriais e
internacionais.

§ 1° Caberda a autoridade
competente regulamentar:
a) os critérios quanto a
independéncia  funcional
referida no caput;

b) os casos em que a
realizacdo ou auditoria da
avaliagdo de impacto sera
necessariamente conduzida
por profissional ou equipe
de profissionais externos
ao fornecedor.

Nao aplicavel (dispositivo
removido da proposta de
redagdo final).

Art. 24. A metodologia da
avaliagdo de  impacto
conterd, ao menos, as
seguintes etapas:

I — preparagao;

II — cognigdo do risco;

III — mitigacdo dos riscos
encontrados;

IV — monitoramento.

§ 1° A avaliagdo de impacto
considerard e registrara, ao
menos:

a) riscos conhecidos e
previsiveis associados ao

Art. 24. A metodologia da
avaliagdo de  impacto
conterd, ao menos, as
seguintes etapas:

I - cognig¢do do risco;

II — a mitigacdo dos riscos
encontrados;

[II — monitoramento.

§ 1° A avaliagdo de impacto
considerard e registrara, ao
menos:

a) riscos a direitos
fundamentais individuais e
sociais  conhecidos e

Nao aplicavel (dispositivo
removido da proposta de
redagdo final).




64

sistema de inteligéncia
artificial a época em que foi
desenvolvido, bem como
0s riscos que podem
razoavelmente dele se
esperar;

b) beneficios associados ao
sistema de inteligéncia
artificial;

C) probabilidade de
consequéncias  adversas,
incluindo o numero de
pessoas  potencialmente
impactadas;

d) gravidade das
consequéncias  adversas,
incluindo 0 esforco
necessario para mitiga-las;
e) logica de funcionamento
do sistema de inteligéncia
artificial;

f) processo e resultado de
testes ¢ avaliagdes ¢
medidas de mitigacdo
realizadas para verificacao
de possiveis impactos a
direitos, com  especial
destaque para potenciais
impactos discriminatorios;
g) treinamento e acgdes de
conscientiza¢cdo dos riscos
associados ao sistema de
inteligéncia artificial;

h) medidas de mitigacao e
indicacdo e justificacdo do
risco residual do sistema de
inteligéncia artificial,
acompanhado de testes de
controle de qualidade
frequentes; e

1) medidas de transparéncia
ao publico, especialmente
aos potenciais usudrios do
sistema, a respeito dos

riscos residuais,
principalmente quando
envolver alto grau de
nocividade ou

periculosidade a satde ou
seguranca dos usudrios,

previsiveis associados ao
sistema de inteligéncia
artificial a época em que foi
desenvolvido, bem como
0os riscos que podem
razoavelmente dele se
esperar;

b) beneficios associados ao
sistema de inteligéncia
artificial;

c) probabilidade e
gravidade de
consequéncias  adversas,
incluindo o numero de
pessoas  potencialmente
impactadas e o esforgo
necessario para mitiga-las;
d) logica de funcionamento
do sistema de inteligéncia
artificial;

e) treinamento e acdes de
conscientizagdo dos riscos
associados ao sistema de
inteligéncia artificial; e

f) medidas de transparéncia
ao publico, especialmente
aos potenciais usuarios do
sistema, a respeito dos
riscos residuais,
principalmente quando
envolver alto grau de
nocividade ou
periculosidade a satde ou
seguranca dos usudrios,
nos termos dos artigos 9° e
10daLein®8.078,de 11 de
setembro de 1990 (Codigo
de Defesa do Consumidor).
§ 1° Em atengcdo ao
principio da precaugdo,
quando da utilizagdo de
sistemas de inteligéncia
artificial que possam gerar
impactos irreversiveis ou
de dificil reversdo, a
avaliagdo de  impacto
algoritmico levard em
consideragdo também as
evidéncias incipientes,
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nos termos dos artigos 9° e
10daLein®8.078,de 11 de
setembro de 1990 (Cddigo
de Defesa do Consumidor).
§ 2° Em atencdo ao
principio da precaugao,
quando da utilizacdo de
sistemas de inteligéncia
artificial que possam gerar
impactos irreversiveis ou
de dificil reversdo, a
avaliacdio de  impacto
algoritmico levara em
consideragdo também as

evidéncias incipientes,
incompletas ou
especulativas.

§ 3° A autoridade
competente podera

estabelecer outros critérios
e elementos para a
elaboragdo de avaliagdo de
impacto, incluindo a
participagdo dos diferentes
segmentos sociais
afetados, conforme risco e
porte econdmico da

organizacao.

§ 4° Cabera a autoridade
competente a
regulamentacao da
periodicidade de

atualizacdo das avaliacOes
de impacto, considerando o
ciclo de vida dos sistemas
de inteligéncia artificial de
alto risco e os campos de
aplicagdo, podendo
incorporar melhores
praticas setoriais.

§ 5° Os agentes de
inteligéncia artificial que,
posteriormente 4  sua
introducao no mercado ou
utilizagdo em  servigo,
tiverem conhecimento de
risco  inesperado  que
apresentem a direitos de
pessoas naturais,
comunicara 0 fato

incompletas ou
especulativas.

§ 2° a  autoridade
competente, em

colaboragdo com as demais
entidades do SIA, podera
estabelecer outros critérios
e elementos para a
elaboracao de avaliagao de
impacto e a periodicidade
de atualizacao das
avaliagdes de impacto;

§ 3° Considerando eventual
regulamentacdo  setorial

existente, cabera a
autoridade competente a
regulamentagao da
periodicidade de

atualizacdo das avaliagoes
de impacto, considerando o
ciclo de vida dos sistemas
de inteligéncia artificial de
alto risco e podendo
incorporar melhores
praticas setoriais.

§ 5° Os agentes de
inteligéncia artificial que,
posteriormente  a  sua
introdu¢ao no mercado ou
utilizacgdo em  servigo,
tiverem conhecimento de
risco inesperado e
relevante que apresentem a
direitos de pessoas
naturais, comunicara o fato
imediatamente as
autoridades competentes e
as pessoas afetadas pelo
sistema de inteligéncia
artificial.
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imediatamente as
autoridades competente ¢
as pessoas afetadas pelo

sistema de inteligéncia

artificial.

Art. 25. A avaliacdo de | Art. 25. A elaboracao da | Art. 26. A claboracao da
impacto algoritmico | avaliacdo de impacto deve, | avaliagio de  impacto
consistira em processo | sempre que  possivel, | incluira, conforme risco e
iterativo continuo, | conforme risco e porte | porte  econdmico  da
executado ao longo de todo | econdmico da organizagdo, | organizagao, a participagao
ociclo de vida dos sistemas | incluir a  participagdo | publica dos diferentes
de inteligéncia artificial de | publica efetiva dos | segmentos sociais afetados,
alto  risco, requeridas | diferentes segmentos | especialmente de grupos
atualizagOes periddicas. sociais afetados, | vulneraveis

§ 1° Caberd a autoridade

competente a
regulamentacao da
periodicidade de
atualizacdo das avaliagdes
de impacto.

§ 2° A atualizagdo da
avaliacdo de  impacto
algoritmico contara
também com participacao
publica, a partir de
procedimento de consulta a

especialmente de grupos
vulneraveis

potencialmente
pelos sistemas.
Paragrafo tnico. Cabera a
autoridade competente
estabelecer as hipdteses em
que a participacao publica
referida no caput serad
dispensada, assim como as
hipdteses em que podera
ser realizada de maneira

afetados

potencialmente  afetados
pelos sistemas, nos termos
do regulamento

Paréagrafo unico. Cabera as
autoridades  competentes
estabelecer as hipoteses em
que a participagdo publica
referida no caput sera
dispensada, assim como as
hipdteses em que podera
ser realizada de maneira
simplificada, indicando os

partes interessadas, ainda | simplificada, indicando os | critérios para esta

que de maneira | critérios para esta | participagdo.

simplificada. participacdo.

Nao aplicavel. Art. 26. A avaliagdo de | Art. 27. A avaliagao de
impacto algoritmico | impacto algoritmico
consistira em  processo | consistirda em  processo
iterativo continuo, | interativo continuo,

executado ao longo de todo
o ciclo de vida dos sistemas
de inteligéncia artificial de
alto  risco, requeridas
atualizagdes periddicas.

§ 1° Considerando eventual
regulamentagdo  setorial
existente, cabera a
autoridade competente a
regulamentagao, em
colaboragdo com as demais
entidades do SIA, definir
parametros gerais acerca da
periodicidade de
atualizagdo das avaliagdes
de impacto que deve, ao
menos, ser realizada

executado ao longo de todo
o ciclo de vida dos sistemas

de IA de alto risco,
requeridas atualizacdes
periodicas.

Paragrafo Unico
Considerando eventual
regulamentagdo  setorial
existente, cabera a

autoridade competente, em
colaboracdo com as demais
entidades do SIA, definir:

I - parametros gerais acerca
da  periodicidade  de
atualizacdo das avaliagOes
de impacto que deve, ao
menos, ser realizada
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quando da existéncia de
alteragdes  significativas
nos sistemas.

§ 2° A atualizagdo da
avaliacio de  impacto
algoritmico contara
também com participacio
publica, a partir de
procedimento de consulta a
partes interessadas, ainda
que de maneira
simplificada.

quando da existéncia de
alteracdoes  significativas
nos sistemas; e

IT - definir as hipdteses em
que a avaliag@o de impacto
algoritmico sera
simplificada, considerando
o tipo de agentes de
sistemas de 1A.

Nao aplicéavel.

Art. 27. Caso o agente de
IA tenha que elaborar
relatério de impacto a
protecao de dados pessoais,
nos termos da Lei n°
13.709, de 14 de agosto de
2018, a avaliacdo de
impacto algoritmico
podera ser realizada em
conjunto com o referido
documento, que pode ser
publicado sob a forma de
anexo.

Art. 28. Caso o agente de
IA tenha que elaborar
relatério de impacto a
protecao de dados pessoais,
nos termos da Lei n°
13.709, de 14 de agosto de
2018, a avaliacdo de
impacto algoritmico
podera ser realizada em
conjunto com o referido
documento.

Art. 26. Garantidos os
segredos  industrial e
comercial, as conclusdes
da avaliagdo de impacto
serdo publicas, contendo ao
menos as seguintes
informagoes:

I — descrig¢do da finalidade
pretendida para a qual o
sistema sera utilizado,
assim como de seu
contexto de uso e escopo
territorial e temporal;

IT — medidas de mitigacao
dos riscos, bem como o seu
patamar residual, uma vez

implementada tais
medidas; e
I —  descrigdo da

participacdo de diferentes
segmentos afetados, caso
tenha ocorrido, nos termos
do § 3°do art. 24 desta Lei.

Art. 28. As conclusdes da
avalia¢do de impacto serao
publicas, observados os
segredos  industrial e
comercial, nos termos do
regulamento.

Art. 29. As conclusodes da
avaliagdo de impacto serdo
publicas, observados os
segredos  industrial e
comercial, nos termos do
regulamento.

Fonte: Elaborado pela autora (2024).



68

Nota-se, portanto, que a redacao original do PL n.° 2.338/2023 estabelecia, de
modo amplo, que os “agentes de inteligéncia artificial” deveriam compartilhar com a
autoridade competente as avaliagcdes preliminares e de impacto algoritmico. O texto
substitutivo final, por sua vez, estabelece que essa ¢ uma obrigagdo especifica dos
desenvolvedores de sistema de IA. Entende-se que referida alteragdo pode ter sido
motivada por consideracdes praticas e operacionais, uma vez que os desenvolvedores de
sistemas de 1A estdo em melhor posi¢do para fornecer informacdes detalhadas sobre o
funcionamento antes mesmo de sua colocacao em mercado ou em servigo.

Além disso, a redagdo original estabelecia que a AIA deve ser realizada por
profissional ou equipe de profissionais com os conhecimentos técnicos, cientificos e
juridicos necessarios para realizac¢ao do relatorio e com independéncia funcional, cabendo
a autoridade competente regulamentar os casos em que a realizagao ou auditoria da
avaliacdo de impacto sera necessariamente conduzida por profissional ou equipe de
profissionais externos ao fornecedor. O texto substitutivo apresentado retira referida
obrigagdo, possivelmente porque tal exigéncia poderia representar um desafio em termos
de disponibilidade de recursos humanos qualificados e especializados, bem como
aumentar os custos € a complexidade do processo de realizagdo da avaliagao.

A proposta legislativa original também apresentava regras detalhadas acerca da
metodologia para realizagdo da AIA, estabelecendo etapas, critérios e parametros a serem
considerados. Ocorre que, embora a redacdo original do projeto de lei estabelecesse que
a AIA deveria registrar os riscos associados ao sistema de IA, ndo havia uma previsdo
expressa para avaliagdo dos impactos do sistema de IA para os direitos fundamentais das
pessoas e grupos afetados. A auséncia de mengdo expressa acerca da necessidade de
avaliacdo do sistema de IA sob a perspectiva de protecdo de direitos fundamentais pode
fazer com que o escopo de abrangéncia da AIA seja significativamente reduzido aos riscos
técnicos do sistema de IA, deixando de lado a énfase nos direitos das pessoas e grupos
afetados.

Nessa direcdo, destaca-se que o relatdrio preliminar apresentado para discussdo
na Comissdo Temporaria Interna sobre Inteligéncia Artificial no Brasil propos
expressamente que a Avaliagdo de Impacto Algoritmico registre os riscos aos direitos
fundamentais conhecidos e previsiveis associados ao sistema de inteligéncia artificial a
época em que foi desenvolvido, bem como os riscos que podem razoavelmente dele se

esperar.
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Ocorre que, em razdo da apresentagdo de emendas no ambito da CTIA, as
disposi¢des que estabeleciam regras especificas acerca da metodologia de
desenvolvimento da AIA foram removidas. Consequentemente, o texto final do
substitutivo ndo contempla o dispositivo que estabelecia expressamente que a AIA
deveria considerar e registrar os riscos a direitos fundamentais individuais e sociais
conhecidos e previsiveis associados ao sistema de inteligéncia artificial & época em que
foi desenvolvido, bem como os riscos que podem razoavelmente dele se esperar.

Entende-se que a remocao de dispositivos especificos sobre metodologia na
legislagao ¢ acertada, uma vez que possibilita que os proprios agentes desenvolvam
metodologias adequadas as suas particularidades, contexto e recursos disponiveis. No
entanto, considera-se importante que eventual legislagdo sobre o tema defina o escopo
geral da Avaliacao de Impacto Algoritmico (AIA), o que implica estabelecer que a ATA
se destina a avaliagdo dos impactos sobre direitos humanos. Isso garantiria que,
independentemente da metodologia adotada, a AIA se mantivesse como um instrumento
voltado a protecao e a promogao de direitos humanos.

De toda forma, nota-se que o texto substitutivo define a Avaliacdo de Impacto
Algoritmico como uma analise do impacto sobre os direitos fundamentais, que apresenta
medidas preventivas, mitigadoras e de reversdo dos impactos negativos, bem como
medidas potencializadoras dos impactos positivos de um sistema de IA. Desse modo, a
partir da defini¢do adotada, ainda ¢ possivel vincular a AIA ao objetivo primordial de
avaliacdo dos impactos sobre direitos fundamentais.

Por fim, destaca-se que ao redagdo original do PL n.° 2.338/2023 determinava que
as conclusdes da avaliagdo de impacto serdo publicas, de modo que, no minimo, as
seguintes informagdes deverdo ser divulgadas, garantidos os segredos industrial e
comercial: (i) descri¢ao da finalidade pretendida, assim como de seu contexto de uso e
escopo territorial e temporal; (ii) descricdo das medidas de mitigacdo dos riscos, bem
como o seu patamar residual, uma vez implementada tais medidas; e (ii1) descricdo da
participagdo de diferentes segmentos afetados, caso tenha ocorrido.

Desde o relatorio preliminar divulgado no ambito da CTIA, referida disposigao
foi reduzida, de modo que, atualmente, o substitutivo proposto prevé a obrigatoriedade
de publicizagdo das conclusdes da avaliacdo de impacto, observados os segredos
industrial e comercial e conforme regulamento futuro. De toda forma, permanece a
previsdo de que cabera a autoridade competente a criagdo e manutencao de base de dados

de inteligéncia artificial de alto risco, acessivel ao publico, que disponibilizard os
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documentos publicos das avaliagcdes de impacto, respeitados os segredos comercial e
industrial e legislacdo pertinente, conforme regulamento a ser desenvolvido.

De modo geral, nota-se que o avanco do PL n.° 2.338/2023 deixou certas questoes
polémicas para regulamentacao futura por parte da autoridade competente. Essa escolha
reflete a intengao de conferir maior adaptabilidade a norma, permitindo que questdes
complexas sejam tratadas em maior detalhe conforme se tornem mais bem
compreendidas. A delegacdo de poder normativo a autoridade competente cria, assim,
uma estrutura aberta que permite ajustes continuos € uma resposta rapida as mudangas, o
que ¢ fundamental para a eficacia e longevidade da norma.

Contudo, a transferéncia de temas para regulamentagdo futura pela autoridade
competente também levanta questdes relacionadas a falta de um debate parlamentar mais
amplo sobre certos temas, o que também pode limitar o proprio papel das autoridades
competentes, que, sem orientagdes claras e consistentes, podem enfrentar dificuldades ao
tomar decisdes de impacto amplo ou que exigem um alto grau de aceitacdo social. Temas
complexos podem ser beneficiar de um debate plural, envolvendo ndo apenas
especialistas e reguladores, mas também o Poder Legislativo e a sociedade civil, de modo
a garantir que a regulamentacao reflita os valores e interesses coletivos.

Desse modo, entende-se que temas de grande impacto social e econdomico
demandam o envolvimento de uma esfera regulatoéria mais ampla e representativa, capaz
de assegurar a correspondéncia entre o avanco regulatorio e as demandas da sociedade.
Por isso, aproveitar o momento atual de debate regulatorio € essencial para examinar com
profundidade e cuidado as questdes que foram minimizadas ao longo das diferentes
versdes do projeto de lei, mas que sdo essenciais, especialmente, (i) os pardmetros para
participacao publica no processo de desenvolvimento da AIA; e (ii) os critérios para
transparéncia e publicizacao das conclusdes da AIA.

Portanto, até o presente momento, infere-se que as alteracdes propostas no texto
substitutivo do PL n.° 2.338/2023 refletem uma tentativa de equilibrar a necessidade de
uma regulamentag¢do robusta e eficaz com a realidade pratica do desenvolvimento e
implementagdo de sistemas de IA. A inclusdo explicita da necessidade de registrar os
riscos aos direitos fundamentais no texto substitutivo destaca uma evolucdo significativa
em dire¢do a uma regulamentagao mais sensivel aos direitos humanos, o que pode garantir
uma abordagem mais efetiva na promog¢ao e protecao de direitos de pessoas e grupos

afetados.
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4.2 A AVALIACAO DE IMPACTO E CONFORMIDADE DE SISTEMAS DE IA NO
CONTEXTO EUROPEU

Feitas as consideragdes acerca da proposta regulatoria brasileira, ¢ importante
explorar, também, o debate regulatorio europeu, que ainda pode impactar a discussao
sobre regulamentacdo de inteligéncia artificial no Brasil. O Al Act estabelece regras para
definir sistemas de IA de alto risco e determina que tais sistemas terdo que cumprir um
conjunto de requisitos obrigatorios, bem como seguir procedimentos de avaliagdo de
conformidade (conformity assessment) antes de serem colocados no mercado da Unido
Europeia.

Acerca da classificacao de riscos de sistemas de IA, vale ressaltar que, no ambito
da regulacdo europeia, existem praticas de TA proibidas, sistemas de risco elevado e
modelos de IA de finalidade geral que podem carregar “risco sistémico”. Os modelos de
IA de finalidade geral sao caracterizados pela generalidade e pela capacidade de
desempenhar, com competéncia, uma vasta gama de fung¢des, podendo ser colocados no
mercado de formas distintas, como por meio de bibliotecas e interfaces de programagao
de aplicacdes.

Vale destacar que, de acordo com o texto do A/ Act, os modelos de IA nao
constituem, por si s0, sistemas de IA, pois exigem a adicao de outros componentes, como,
por exemplo, uma interface de utilizador, para se tornarem sistemas de IA. Assim, um
sistema de TA de finalidade geral ¢ entendido como um sistema de IA baseado num
modelo de IA de finalidade geral, com a capacidade de servir para diversas finalidades,
tanto para utilizacdo direta como para integragdo em outros sistemas de [A.

Nesse sentido, os modelos de TA de finalidade geral sao classificados em modelos
com risco sistémico e sem risco sistémico. O risco sistémico ¢ compreendido como um
risco especifico, gerado pelo potencial elevado de impacto do modelo, devido ao seu
alcance ou a efeitos negativos reais e razoavelmente previsiveis na saude e seguranga
publica, nos direitos fundamentais e na sociedade, o qual pode propagar em escala ao
longo da cadeia de valor.

E importante notar que os modelos de IA de finalidade geral impactaram
significativamente a estratégia de classificacdo de riscos anteriormente adotada, dada sua
natureza transversal e capacidade de adaptagdo para diversas finalidades. Ao contrario de
sistemas especializados, que possuem aplicagdes mais restritas e previsiveis, a [A

generativa pode ser empregada em uma variedade de contextos. Nessa dindmica, verifica-
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se que o usuario desempenha um papel de destaque, ja que o uso dos modelos de TA de
finalidade geral influencia diretamente o nivel de risco envolvido, colocando maior énfase
na governancga responsavel e na necessidade de mecanismos de controle adequados ao
longo da cadeia de utilizacao.

Por sua vez, sdo praticas proibidas aquelas que empreguem técnicas subliminares,
alheias a consciéncia de uma pessoa, ou técnicas propositalmente manipuladoras e
enganosas, que tém como objetivo distorcer materialmente o comportamento de uma
pessoa, prejudicando a capacidade de tomar decisdes informadas e induzindo a uma
decisdo que nao teria tomado sob outras condigdes, de forma a causar danos significativos
a essa pessoa, a outra pessoa ou a um grupo de pessoas; as que explorem quaisquer
vulnerabilidades — devido a idade, deficiéncia ou situagdo socioeconémica —, com 0
objetivo de distorcer materialmente o comportamento de uma pessoa, de forma que cause
danos significativos.

Além disso, também sdo proibidas as praticas que utilizem sistemas de
categorizagao biométrica, os quais categorizem, individualmente, pessoas fisicas, com
base em seus dados biométricos, para deduzir ou inferir sua raga, opinides politicas,
filiagdo sindical, crengas religiosas ou filosoficas, vida sexual ou orientagdo sexual —
essa proibi¢cdo ndo abrange a rotulagem ou filtragem de conjuntos de dados biométricos
adquiridos legalmente —; as que tenham por finalidade a avalia¢ao ou classificagdo de
pessoas naturais ou de grupos de pessoas naturais durante um determinado periodo de
tempo, com base em seu comportamento social ou em caracteristicas pessoais ou de
personalidade conhecidas, inferidas ou previstas, com pontuagdo social; as que utilizem
sistemas de identificagdo biométrica remota "em tempo real", em espagos acessiveis ao
publico, para fins de seguranga publica, exceto quando uso seja estritamente necessario,
em casos como: para uma busca direcionada de vitimas especificas de sequestro, trafico
humano e exploracao sexual, bem como de pessoas desaparecidas; para a prevencao de
uma ameaga especifica, substancial e iminente a vida ou a seguranca fisica, ou uma
ameaca genuina, previsivel, de um ataque terrorista; para localizagao ou identificagao de
suspeitos de uma infracdo penal; para fins de investigacdo criminal, agcdo penal ou
execugdo de uma sangdo penal, por infragdes referidas em anexo, e puniveis com pena ou
medida de seguranga privativa de liberdade por um periodo maximo de quatro anos.

Ademais, ¢ proibido o uso e sistemas de predicdo em ambito penal, com base
exclusivamente no perfil de uma pessoa fisica ou na avaliacio de seus tragos e

caracteristicas de personalidade — no entanto, essa proibi¢cdo nao se aplica aos sistemas
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de IA usados para apoiar a avaliagdo humana do envolvimento em atividade criminosa,
que ja se baseia em fatos objetivos e verificaveis, diretamente ligados a atividade
criminosa —; a utilizagdo de sistemas que criem ou expandam bancos de dados de
reconhecimento facial por meio da extragdo ndo direcionada de imagens faciais da
Internet ou de filmagens de CCTV; e, por fim, a utilizacdo de sistemas para inferir
emocdes de uma pessoa fisica nas areas de local de trabalho e institui¢des de ensino,
exceto nos casos em que o uso do sistema de IA se destine a ser colocado em pratica por
razoes médicas ou de seguranca.

Por sua vez, os sistemas de IA classificados como de risco elevado sdo aqueles
utilizados como um componente de seguran¢a de um produto, ou sdo propriamente um
produto, listados nos anexos II e III da regulagdo, que incluem sistemas aplicados em
areas como biometria, infraestrutura critica, educacao e treinamento, emprego, acesso a
servicos e beneficios, migracao, asilo e controle de fronteiras, e administra¢ao da justica.

E possivel extrair, ainda, a classificacdo de sistemas de risco limitado, como
deepfakes e sistemas que interagem diretamente com pessoas naturais (como € o caso dos
chatbots), que estao sujeitos a obrigagdes especificas de transparéncia, incluindo informar
usudrios sobre interagdes com o sistema e realizar marcagao de conteudo sintético (audio,
video, imagens e texto). Por fim, por efeito residual, existem sistemas considerados como
de risco minimo, que ndo sao abrangidos pelas demais classificacdes.

Os sistemas de IA classificados como de risco elevado estdo submetidos a
obrigagdes que envolvem sistema de gerenciamento de riscos, governanga de dados,
documentacdo técnica, manutencdo de registros, transparéncia e fornecimento de
informagdes, supervisio humana, precisio, robustez e seguranga cibernética. E
importante notar que, no contexto europeu, a obrigacdo de conduzir uma avaliacdo de
conformidade nao ¢ nova e faz parte de diversas normas que tratam da seguranca de
produtos. Inclusive, a propria regulamentagdo sobre inteligéncia artificial pode ser
compreendida como uma norma que trata sobre seguranca de produtos.

Uma nova avalia¢do de conformidade deve ser realizada quando um sistema de
IA de risco elevado for substancialmente modificado, ou seja, quando uma alteracdo afeta
a conformidade de um sistema com os requisitos para sistemas de IA de risco elevado ou
resulta em uma modificagdo da finalidade pretendida do sistema de IA. No entanto, ndo
ha necessidade de nova avaliagdo quando o sistema continua a se desenvolver depois de

ser colocado no mercado, desde que essas alteragdes sejam predeterminadas no momento
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da avaliacdo de conformidade inicial e estejam descritas na documentagdo técnica do
sistema, como, por exemplo, no caso de sistemas que envolvem aprendizado de maquina.

A avaliacao de conformidade deve ser realizada pelo fornecedor de um sistema de
IA de risco elevado, mas também pode ser realizada, em situagdes especificas, pelo
fabricante do produto, pelo distribuidor ou pelo importador de um sistema de IA de alto
risco elevado, bem como por um terceiro. Na regulagdo europeia, o fornecedor ¢ uma
pessoa fisica ou juridica, autoridade publica, agéncia ou outro 6rgdo que desenvolva ou
mande desenvolver um sistema de IA ou um modelo de IA de finalidade geral e o coloque
no mercado ou em servigo sob o seu proprio nome ou marca, a titulo oneroso ou gratuito.

Nesse contexto, ¢ importante ressaltar que, na regulagdo europeia, existe, ainda, a
figura do “responsavel pela implantagdo”, que ¢ definido como a pessoa fisica ou juridica,
autoridade publica, agéncia ou outro 6rgao que utilize um sistema de IA sob a sua propria
autoridade, salvo se o sistema de IA for utilizado no ambito de uma atividade pessoal de
carater ndo profissional. H4, também, a figura do importador, que é quem coloca no
mercado europeu um sistema de IA que ostenta o nome ou a marca de uma pessoa natural
ou juridica estabelecida num pais terceiro, e do distribuidor, que estd inserido na cadeia
de abastecimento e disponibiliza um sistema de IA no mercado europeu, mas possui papel
distinto do fornecedor e do distribuidor.

Ha dois casos em que o fornecedor ndo ¢ o agente responsavel pelo
desenvolvimento da avaliacdo de conformidade. Essa serd uma obrigacdo do fabricante,
se, cumulativamente, o sistema de IA de alto risco estiver relacionado a produtos aos
quais se aplicam as leis da se¢do A do Anexo II da regulacdo; e se o sistema for colocado
no mercado, ou em servico, junto com o produto, sob o nome do fabricante.

A realizagdo da avaliagdo de conformidade também podera ser uma
responsabilidade dos distribuidores, importadores ou quaisquer terceiros quando esses
colocarem no mercado, ou em servigo, um sistema de IA de risco elevado com seu nome
ou marca registrada; quando modificarem a finalidade pretendida, conforme determinado
pelo fornecedor, de um sistema de IA de risco elevado ja colocado no mercado, ou em
servico, caso em que o fornecedor inicial ndo serd mais considerado o fornecedor para os
fins da regulacdo; ou quando realizarem uma modificagdo substancial no sistema, caso
em que o fornecedor inicial também ndo € mais considerado fornecedor para fins de
aplicagdo da regulacio.

Além disso, o0 Al Act prevé a realizacdo de uma avaliacdo de impacto para direitos

fundamentais (Fundamental Rights Impact Assessment — FRIA) por parte de organismos
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regidos pelo direito publico, entidades privadas que prestam servigos publicos e
prestadores de servigos bancarios e de seguros, que usam sistemas de IA listados como
de alto risco no Anexo III, ponto 5, alineas (b) e (c), isto é, sistemas de IA concebidos
para serem utilizados para avaliar a capacidade de solvéncia de pessoas naturais ou
estabelecer a sua classificagao de crédito, salvo sistemas de IA utilizados para efeitos de
detecdo de fraude financeira, e sistemas de IA concebidos para serem utilizados nas
avaliagdes de risco e na fixagdo de precos em relagdo a pessoas naturais no caso de
seguros de vida e de saude.

Nesse contexto, entende-se “organismos de direito publico” quaisquer autoridades
e orgdos publicos, conforme definido na Diretiva 2014/24. Por sua vez, as entidades
privadas que prestam servigos publicos podem ser compreendidas como agentes privados
que prestam servicos ligados a fungdes de interesse publico, designadamente no dominio
da educacao, dos cuidados de saude, dos servigos sociais, da habitagcdo e da administragao
da justi¢a, conforme se extrai do Considerando 96 do AI Act. Destaca-se, ainda, que o
Quadro de Qualidade para Servigos de Interesse Geral na Europa (“Quality Framework™)
enumera os prestadores de servicos de interesse geral: servigos postais, servigos
bancarios, servigos de transporte, servicos de energia e servigos de comunicagdes
eletronicas. Desse modo, entende-se que uma ampla gama de agentes privados que atuam
em setores-chave estardo submetidos a obrigacdo de condu¢do de uma avaliagdo de
impacto sobre direitos fundamentais.

Nota-se, portanto, que enquanto a avaliacdo de conformidade ¢ realizada pelo
fornecedor do sistema de 1A, a FRIA ¢ elaborada pelo responsavel pela implantacao do
sistema, quando aplicével, pois nem sempre os fornecedores poderao identificar e avaliar
todos os potenciais cenarios de implantagdo de um sistema e os potenciais riscos gerados
por estes.

De acordo com a regulacdao europeia, a FRIA deverd abranger descri¢do dos
processos em que o sistema de IA de risco elevado serd utilizado; do periodo e da
frequéncia de uso; das categorias de pessoas fisicas e grupos que provavelmente serdo
afetados por seu uso no contexto especifico; dos riscos e danos especificos que podem
afetar as categorias identificadas; da implementagdo de medidas de supervisdo humana;
das medidas a serem tomadas em caso de materializagdo dos riscos identificados,
incluindo seus arranjos para governanga interna e mecanismos de reclamacao.

Areferida obrigacao ¢ aplicdvel somente ao primeiro uso do sistema de A de risco

elevado. Desse modo, o agente responsavel por implementar determinado sistema de IA
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pode, em casos semelhantes, basear-se nas avaliacoes de impacto realizadas pelo
provedor do sistema. Contudo, se durante o uso o agente perceber a mudanga ou falta de
atualizag¢do dos fatores listados na avaliacdo, deverd tomar as medidas necessarias para
atualizar as informacdes.

Vale destacar que a avaliagdo do impacto sobre os direitos fundamentais precisara
ser realizada somente para os aspectos ndo cobertos por outras obrigacdes legais e devera
ser alinhada com processos de gerenciamento de riscos j& existentes, a fim de eliminar
quaisquer sobreposi¢des e 6nus adicional. Por exemplo, se o contetido desse instrumento
ja estiver sendo analisado no ambito da avaliagdo de impactos a protecao de dados (Data
Protection Impact Assessment), a avaliagdo de impacto para direitos humanos devera ser
realizada em conjunto com a avaliagdo de impacto para a prote¢ao de dados.

Além disso, ¢ importante ressaltar que, no ambito da Unido Europeia, a
conformidade com a obrigagdo de realizagdo de avaliagcdes de impacto para direitos
fundamentos sera facilitada pelo A/ Office, encarregado de desenvolver um modelo de
questionario a ser utilizado pelos agentes, para atender aos requisitos previstos.

O quadro comparativo abaixo elenca o conteido minimo estabelecido pela
proposta de A/ Act para elaboracao da avaliagao de impacto para direitos fundamentais,
bem como o conteido proposto pela redacdo do texto substitutivo ao Projeto de Lei n.°

2.338/23 (ainda pendente de votacdo na CTIA) para a Avaliagcdo de Impacto Algoritmico:

Quadro 3 — Comparativo entre o contetido minimo elencado pelo 47/ Act para elaboragao
da avaliacdo de impacto para direitos fundamentais e o conteudo minimo proposto pelo
Projeto de Lei n.° 2.338/23 para a Avaliacdo de Impacto Algoritmico

Fundamental rights impact assessment
for high-risk Al systems
Artificial Intelligence Act Proposal -
Unido Europeia

Avaliacido de impacto algoritmico
Texto substitutivo - Projeto de Lei n.°
2.338/2023 - Brasil

a) Riscos conhecidos e previsiveis | a) Descri¢do dos processos do responsavel

associados ao sistema de inteligéncia
artificial a época em que foi desenvolvido,
bem como os riscos que podem
razoavelmente dele se esperar;

b) Beneficios associados ao sistema de
inteligéncia artificial;

c) Probabilidade de consequéncias
adversas, incluindo o nimero de pessoas
potencialmente impactadas;

pela implantagdo em que o sistema de [A
de risco elevado sera utilizado, conforme
sua finalidade prevista;

b) Descrig¢@o do periodo em que o sistema
de TA de risco elevado se destina a ser
utilizado e com que frequéncia de uso;

c¢) Categorias de pessoas fisicas e grupos
que provavelmente serdo afetados por seu
uso no contexto especifico;
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d) Gravidade das consequéncias adversas,
incluindo o esforco necessario para
mitigé-las;

e) Logica de funcionamento do sistema de
inteligéncia artificial;

f) Processo e resultado de testes e
avaliagdes e medidas de mitigagdo
realizadas para verificacdo de possiveis
impactos a direitos, com especial destaque
para potenciais impactos discriminatdrios;
g) Treinamento e agdes de conscientizagao

d) Descrigdo dos riscos e danos
especificos que podem afetar as categorias
de pessoas ou grupos de pessoas
identificados;

e) Descricdo da implementagdo de
medidas de supervisao humana;

f) Descri¢ao das medidas a serem tomadas
em caso de materializacdo dos riscos
identificados, incluindo seus arranjos para
governanga interna e mecanismos de
reclamacao.

dos riscos associados ao sistema de
inteligéncia artificial;

h) Medidas de mitigacdo e indicacdo e
justificacao do risco residual do sistema de
inteligéncia artificial, acompanhado de
testes de controle de qualidade frequentes;
e

1) Medidas de transparéncia ao publico,
especialmente aos potenciais usuarios do
sistema, a respeito dos riscos residuais,
principalmente quando envolver alto grau
de nocividade ou periculosidade a saude
ou segurancga dos usuarios, nos termos dos
artigos 9° ¢ 10 da Lei n.° 8.078, de 11 de
setembro de 1990 (Cddigo de Defesa do

Consumidor).
Fonte: Elaborado pela autora (2024).

Desse modo, nota-se que, embora as abordagens regulatdrias possam variar em
termos de especificidade e detalhamento, as avaliagcdes de conformidade e de impacto
surgem como instrumentos de accountability no desenvolvimento e implementagdo de
sistemas de TA, de modo a assegurar o uso responsavel e a promog¢ao de construcio de
confianca perante usuarios e partes interessadas. Especificamente em relacdo a
comparacao entre a AIA no contexto brasileiro e a FRIA no contexto europeu, embora
ambas sejam ferramentas desenvolvidas para monitorar e mitigar riscos associados a
sistemas de 1A, ndo se pode tratd-las como instrumentos equivalentes.

A AIA, ao focar em uma analise predominantemente técnica, prioriza a avaliagdo
de aspectos operacionais e tende a considerar os direitos fundamentais como um elemento
secundario, avaliando-os de forma limitada e, possivelmente, indireta. Por outro lado, a
FRIA adota uma perspectiva essencialmente centrada nos direitos fundamentais,
posicionando-os como o ponto focal da andlise. Inclusive, entende-se que esta abordagem

se mostra mais adequada quando o objetivo ¢ compreender os efeitos que a tecnologia



78

pode ter sobre pessoas e grupos afetados, considerando, para além da técnica, questoes
contextuais, como efeitos sociais, culturais e economicos.

No contexto europeu, Mantelero (2024) esclarece que a FRIA foi um resultado
alcancado pelo Parlamento Europeu em relacdo a uma proposta da Comissao Europeia
que enfatizava uma abordagem centrada no ser humano e na protecao dos direitos
fundamentais. Nesse sentido, o autor aponta que a FRIA ndo ¢ uma inveng¢ao totalmente
nova do legislador europeu no ambito do A7 Act e se baseia na experiéncia da Human
Rights Impact Assessment (HRIA)?, estabelecida em nivel internacional e implementada
por organizagdes e agentes privados em varios contextos. No entanto, Mantelero (2024)
observa que a HRIA no ambito da IA ndo deve ser compreendida como uma HRIA
tradicional.

Por exemplo, uma diferenga elencada por Mantelero (2024) diz respeito ao escopo
operacional da HRIA e da FRIA, pois a HRIA tradicional ¢ compreendida,
principalmente, como uma ferramenta politica que fornece as organizagdes uma avalia¢ao
dos possiveis impactos e uma lista de possiveis solugdes para evita-los ou mitiga-los,
deixando a cargo do agente decidir quais solucdes adotar e até que ponto reduzir esses
impactos. Por outro lado, de acordo com a A7 Act, a FRIA ¢ uma avaliagao obrigatoéria,
cujos resultados necessariamente devem ser usados para evitar a materializacao dos riscos
identificados.

Além disso, Mantelero (2024) aponta que a FRIA realizada no ambito dos
sistemas de IA difere da HRIA tradicional em razao da propria natureza das situagdes
avaliadas. Enquanto a HRIA ¢ normalmente aplicada no contexto de atividades industriais
localizadas em um territorio especifico e que impactam uma ampla gama de direitos
humanos, para Mantelero (2024), os sistemas de IA sdao frequentemente solugdes
distribuidas globalmente que normalmente impactam em uma gama limitada de direitos
fundamentais. No entanto, o proprio autor reconhece que existem excegdes a essa
distingdo, como € o caso, por exemplo, dos projetos de cidades inteligentes, em que os
sistemas de A sdo implantados em um contexto territorial especifico, e dos large
language models, que podem ser usados para uma ampla gama de finalidades diferentes,

com possivel impacto em todos os direitos fundamentais.

2 Vale ressaltar que, em 2024, o Parlamento Europeu aprovou Diretiva (Directive on Corporate
Sustainability Due Diligence — Directive 2024/1760) que exige que empresas € Seus parceiros e
fornecedores previnam ou mitiguem seus impactos adversos sobre os direitos humanos e o meio ambiente,
incluindo aspectos como escraviddo, trabalho infantil, exploragdo trabalhista, perda de biodiversidade,
poluicdo ou destrui¢do do patrimoénio natural.



79

Para Mantelero (2024), a criagdo de modelos para identificar e avaliar os possiveis
riscos aos direitos fundamentais continua sendo o grande desafio quando se fala em
Avaliagdo de Impacto Algoritmico. Por isso, o autor entende que a FRIA ndo pode ser
desenvolvida simplesmente levando em conta as praticas ja consolidadas da HRIA ou
apenas copiando os modelos da HRIA.

No contexto regulatério europeu, nota-se, portanto, que existem dois instrumentos
baseados na identifica¢do de risco e que estdo diretamente relacionados: a avaliagdao de
conformidade e a FRIA. A avaliacdo sob a perspectiva de direitos fundamentais esta
presente em ambos os modelos, como parte de uma analise mais ampla e geral na
avaliagdo de conformidade e como um objetivo especifico no caso da FRIA. A FRIA ¢
uma obrigac¢do direcionada apenas responsaveis pela implantacao de sistemas de [A, mas
a avaliacao de conformidade ¢ direcionada aos fornecedores de sistemas de IA, de modo
que ambos os agentes devem avaliar impactos para direitos fundamentais.

E importante notar que a sobreposi¢do de diferentes escopos no desenvolvimento
de instrumentos de avaliagdo, combinada com o fato de que o responsavel pela
implantacao de um sistema de IA ndo tem acesso ao mesmo nivel de informagdes que o
provedor do sistema, e vice-versa, representa um desafio significativo para a metodologia
de desenvolvimento desses instrumentos de governanga no contexto europeu.

Para Selbst (2021), uma regulamentacdo eficaz da AIA dependera
consideravelmente da cooperagdo e da boa-fé¢ dos agentes regulados, especialmente das
empresas de tecnologia. Por tal razdo, ¢ preferivel que esse instrumento esteja em sintonia
com a forma de operagdo do setor privado, em vez de entrar em conflito com ele. O autor
argumenta que ¢ crucial a compreensao, por parte dos reguladores, do proprio setor
técnico, incluindo a tecnologia, a cultura organizacional e os padrdes de autorregulacdo
emergentes.

Os objetivos de desenvolvimento da AIA serdo mais eficazmente alcangados por
meio de uma parceria entre o o0rgdo regulador e o setor privado, estabelecendo uma
governanga colaborativa e evitando abordagens adversarias. Selbst (2021) aponta que
uma regulamentagdo totalmente prescritiva ndo ¢ realista, uma vez que ignora a
dinamicidade e o desenvolvimento da inteligéncia artificial, além de, por vezes, gerar
lacunas de conhecimento e experiéncia. Além disso, ao adotar uma abordagem regulatoria
totalmente prescritiva, a regulagdo corre o risco de tornar-se obsoleta rapidamente, a

medida que a tecnologia avanga.
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Entende-se, no entanto, que a abordagem defendida por Selbst apresenta
limitagdes. Em primeiro lugar, ¢ importante considerar que a proximidade excessiva entre
reguladores e empresas de tecnologia pode resultar no fendmeno de captura regulatoria,
no qual as organizagdes reguladas influenciam o processo regulatério a seu favor.
Referido fendomeno pode comprometer a eficicia da regulamentagdo, priorizando
interesses comerciais do mercado em detrimento da prote¢do e promocao a direitos
humanos.

Além disso, ¢ necessario levar em consideracdo o fato de que, em geral, as
empresas possuem maior nivel de conhecimento técnico acerca das tecnologias que
desenvolvem do que os reguladores. Esse cendrio cria uma assimetria de poder e
conhecimento que pode ser explorada em uma abordagem de "parceria" e resultar em
regulamentagdes menos eficazes ou superficiais, que nao enfrentam de forma adequada
os riscos gerados por novas tecnologias.

Evidentemente, o objetivo de uma regulamentacao eficaz da Avaliagdo de Impacto
Algoritmico (AIA) ndo deve ser promover uma abordagem adversarial entre reguladores
e regulados, mas promover o equilibrio adequado entre cooperacdo e exigéncia de
conformidade. Esse equilibrio envolve a criagdo de um ambiente regulatorio onde ao
mercado tenha incentivos claros para aderir as melhores praticas e aos padroes éticos, ao
mesmo tempo em que existem mecanismos de fiscalizag¢do e supervisao.

Desse modo, ainda que a AIA possa ser um instrumento regulado, ¢ importante
que esteja baseado em uma abordagem flexivel e adaptavel, possibilitando a evolucao,
juntamente com o campo, ¢ incorporagdo de novos conhecimentos e experiéncias a
medida que surgem. A flexibilidade ndo deve ser sindnimo de auséncia de
responsabilidade, mas uma chave para que a AIA seja um instrumento vivo, baseado em
uma abordagem adaptativa, a qual permita ajustes continuos para acompanhar o rapido
desenvolvimento tecnolédgico.

Diante da analise bibliografica realizada no capitulo anterior e do levantamento
iniciativas regulatorias no Brasil e na Unido Europeia neste capitulo, retorna-se as
primeiras trés questdes que o presente trabalho busca investigar: (i) quais parametros
podem ser utilizados para determinar quando a AIA deve ou ndo ser realizada? (ii) qual ¢
ametodologia para desenvolvimento da ATA? (iii) qual contetido a AIA deveria abranger?

Para enderegamento destes questionamentos apresentados como norteadores da
pesquisa, apresenta-se a seguir as conclusdes obtidas por meio das técnicas de revisdo

bibliografica e analise documental de propostas regulatorias:
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Os parametros utilizados para determinacdo de quando a AIA deve ou ndo ser
realizada sdo aqueles relacionados a classificagdo de risco do sistema de [A em
questao. Desse modo, caso um sistema de IA seja considerado como de alto risco
por eventual legislagao aplicavel ou por metodologia adotada pelo proprio agente
responsavel pelo desenvolvimento ou pela implantagdo do sistema de IA (por
exemplo, uma matriz de risco propria ou setorial), a AIA devera ser conduzida.
Sem prejuizo, caso o agente identifique fatores de risco ou potenciais impactos
negativos relevantes, a AIA podera ser conduzida a titulo de boa préatica.
Entende-se que, ainda que a AIA possa ser um instrumento regulado, a forma de
desenvolvimento e procedimentalizacdo deve ser baseada uma abordagem
flexivel e adaptavel por parte dos agentes responsaveis por sua conducao.
Conforme o presente trabalho procurou demonstrar, uma abordagem regulatéria
totalmente prescritiva pode gerar lacunas de conhecimento e experiéncia, além de
ndo serem plenamente aplicaveis a depender do setor.

A AIA deveré abordar o ator (quem), os foruns (quando e onde) e o conteudo (o
que). Em relacdo ao conteudo, para além da descricdo do funcionamento do
sistema de 1A, de seus aspectos técnicos pertinentes e das particularidades dos
contextos e atividades nos quais tal sistema serd aplicado, ¢ importante que a AIA
avalie como o sistema de IA pode afetar diferentes grupos sociais e individuos, o
que inclui a identificagdo de riscos e danos especificos, bem como avaliagdo de

impactos sobre os direitos fundamentais das pessoas afetadas.
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5 ANALISE JURIDICA DA AVALIACAO DE IMPACTO ALGORITMICO A
PARTIR DOS PRINCIiPIOS DE ACCOUNTABILITY, PRECAUCAO E
TRANSPARENCIA

Conforme demonstrado, em um cenario de constante evolugao dos sistemas de IA,
a Avaliacao de Impacto Algoritmico assume papel central na garantia da coexisténcia
harmoniosa entre promog¢ao da inovacao e do desenvolvimento tecnologico e protecao de
direitos e garantias individuais e coletivos. Nesse contexto, a AIA pode ser compreendida
a partir de uma base triplice fundamentada nos principios de accountability, precaugdo e
transparéncia.

A accountability, como primeiro pilar, estabelece a responsabilidade das partes
envolvidas no desenvolvimento, implementacao e uso de algoritmos, implicando que tais
entes devem prestar contas acerca de suas acdes. Por sua vez, a precaugdo reconhece a
natureza intrinsecamente dindmica dos sistemas de IA, o que impde a necessidade de
identificar e gerenciar possiveis riscos antes que se materializem. Por fim, como terceiro
pilar, a transparéncia fomenta o didlogo informado entre agentes de inteligéncia artificial,

pessoas afetadas pelos sistemas de IA e a sociedade como um todo.

5.1 ACCOUNTABILITY

A accountability é um conceito que se popularizou no ambito da governanga
publica e, posteriormente, passou a ser aplicado na governanga corporativa, tornando-se
um indicativo de boas praticas. O termo nao possui uma traducao direta para o portugués,
sendo frequentemente traduzido como “responsabilidade” ou “prestagdo de contas”.
Além disso, nota-se que, com o passar do tempo, o termo passou a ser utilizado de forma
retorica, como uma expressao genérica que pode evocar diferentes imagens vagas sobre
praticas de boa governanga, como confiabilidade, legitimidade ou justiga.

Como aponta Bovens (2007), no discurso politico e académico contemporaneo, o
termo “accountability” funciona como um guarda-chuva conceitual, que abrange varios
outros conceitos distintos, como transparéncia, equidade, democracia, eficiéncia,
capacidade de resposta, responsabilidade e integridade. Tais defini¢des, excessivamente
amplas e vazias, fazem com que o uso do conceito seja questionado, uma vez que a
compreensdo pratica do que € accountability é alterada conforme o contexto de aplicagao.

O presente trabalho compreende a accountability a partir das lentes de Bovens

(2007), que esclarece que o conceito ndo se trata uma palavra de ordem meramente
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politica, mas de praticas concretas. Para o autor, a descrigdo mais concisa de
accountability seria "a obrigacao de explicar e justificar a conduta", o que implica em um
relacionamento entre um ator ¢ um férum, no qual o ator tem a obrigac¢do de explicar e
justificar sua conduta perante o forum, havendo possibilidade de que o forum faga
perguntas e avalie a conduta do ator, que, por sua vez, pode vir a sofrer consequéncias.

Nesse sentido, Bovens (2007) elenca trés elementos essenciais do conceito de
accountability. Em primeiro lugar, é fundamental que o ator seja obrigado a informar o
forum sobre sua conduta, fornecendo varias informacodes e dados sobre determinada
atividade. Em segundo lugar, ¢ necessario que haja a possibilidade de o férum interrogar
o0 ator e questionar a adequacao das informacgdes ou a legitimidade da conduta, inclusive,
desse ponto decorre a estreita conexdo semantica entre “accountability” e
“responsabilidade” ou “prestacao de contas”. Por fim, o forum deve ter possibilidade de
julgar a conduta do ator, por exemplo, aprovando sua conduta ou condenando
publicamente determinado comportamento. Ao emitir um julgamento negativo, o forum
frequentemente impde algum tipo de consequéncia ao ator.

Transportando essa compreensao para o campo de analise do presente trabalho,
verifica-se que, para que a Avaliacdo de Impacto Algoritmico possa ser categorizada
como uma pratica de accountability, ¢ importante que o instrumento, ao ser desenvolvido
pelo ator (agente responsavel pelas de etapas de desenvolvimento ou implementacio de
sistemas de [A), seja submetido a um forum, que possua a capacidade de efetivamente
avaliar o instrumento e questionar as justificativas e conclusdes expostas, bem como
sugerir modificacdes.

Nesse ponto, um questionamento central ¢ entender por qual razdo um ator se
submeteria a prestagao de contas a um forum. Uma primeira possibilidade seria porque ¢
obrigado a fazé-lo, por exemplo, em razdo de normas aplicéveis ao caso concreto. Por
outro lado, o autor pode fazé-lo voluntariamente, como no caso de regras ou
procedimentos de governancga internos que exijam tal processo. Bovens (2007) denomina
o primeiro cenario de accountability vertical, na qual o forum exerce formalmente poder
sobre o ator, e o ultimo cendrio, de accountability horizontal, na qual, em geral, ndo ha
uma relacdo hierarquica entre o ator e o forum, assim como nao hé obrigagdes formais de
prestacdo de contas. Como diferentes tipos de agentes estdo envolvidos em diferentes
etapas do ciclo de vida de sistemas de IA, eles podem ser responsabilizados por tipos de
foruns distintos, por exemplo, interno ou externo a organizag¢do, com estrutura formal ou

informal.
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Conforme examinado anteriormente, as avaliagdes de impacto nao sdo
instrumentos neutros e sua elaboragdo, por si s0, ndo gera responsabilidade e prestacio
de contas, exigindo que os métodos usados para determinar os impactos sejam submetidos
a um forum que tenha a capacidade de exigir mudangas no desenvolvimento ou na
implementagao dos sistemas de IA ou na forma de mitigar os riscos identificados. Assim,
¢ importante notar que impactos somente sdo reconhecidos em uma relacdo de
accountability que obriga os agentes a identificarem, explicarem e justificarem, ou
melhorarem, as caracteristicas de determinado sistema de IA sob avaliagdo, o que pode
ser realizado por meio de estruturas verticais ou horizontais.

Por vezes, nota-se uma percep¢ao amplamente defendida de que os foruns devem
ser obrigatdrios e publicos, nos moldes da accountability vertical. Um exemplo de
aplicacdo do conceito de accountability vertical € o Projeto de Lei n.® 2.338/2023, o qual,
conforme mencionado no capitulo anterior, prevé que a autoridade competente deve ser
notificada sobre um sistema de IA classificado como de alto risco, mediante o
compartilhamento da avaliacdo preliminar de classificacdo do sistema e da avaliagdo
impacto algoritmico, sendo possivel identificar, portanto, que ha uma obrigagao de que o
ator preste contas a um forum.

Entende-se, contudo, que a natureza dos foruns pode variar, a depender do ciclo
de vida do sistema de IA, dos agentes envolvidos e do proprio contexto de
desenvolvimento ou implementagdo do sistema. Nesse sentido, ¢ possivel conduzir a
Avaliacao de Impacto Algoritmico em foruns internos, acessiveis apenas aos membros da
organizagdo responsavel pelo desenvolvimento ou aplicagdo de um sistema de 1A, de
modo a fornecer um ambiente controlado para discussdo. Tais foéruns podem, inclusive,
agregar membros externos, como especialistas, consultorias e publico afetado, mas sdo
essencialmente conduzidos voluntariamente, em uma perspectiva de accountability
horizontal.

Um exemplo de accountability horizontal sdo os “red teams”, instituidos
internamente para testar e desafiar os sistemas de IA desenvolvidos ou sob implantagao
em uma organizacao. Trata-se de um conceito inspirado nas praticas militares, onde um
"red team" representa um adversario em exercicios simulados. Em geral, tais equipes sao
compostas por profissionais com diferentes especializagdes técnicas e operam de maneira
independente das equipes de desenvolvimento e operagdes de sistemas de [A. O principal

objetivo ¢ a identificagcdo de falhas, vulnerabilidades e inconsisténcias de um sistema de
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IA, bem como avaliagdo de riscos e sugestdes de mitigacao e modificagdao do sistema. O
“red team” ¢, portanto, um exemplo de féorum interno.

Sob a perspectiva da accountability, a ATA pode ser vista como um instrumento
de governanga que atua tanto para evitar proativamente impactos negativos decorrentes
do desenvolvimento ou implementacdo de um sistema de IA, quanto para sancionar
reativamente o ator responsavel caso um risco gerado pelo sistema se materialize. Sob
uma perspectiva organizacional, os agentes envolvidos no desenvolvimento e
implementagao de sistemas de IA podem adotar diversos instrumentos de governanga,
integrando a accountability a uma estratégia de responsabilidade digital corporativa que
enfatiza a assuncdo de responsabilidade pelos sistemas de IA desenvolvidos ou utilizados
pela organizacdo (Horneber; Laumer, 2023).

Estabelecida a relacao entre a AIA e o conceito de accountability, ¢ importante
delinear o que nao deve ser considerado um requisito essencial para entender a AIA como
um instrumento de accountability. Primeiramente, a participagdo publica em um processo
de avalia¢do ndo deve ser confundida com accountability. Embora a participagao publica
seja um elemento crucial da governanga democratica, diferentes tipos de avaliagdo de
impacto mobilizam distintas formas de representagdo e participagdo, como consultas
publicas, grupos de discussao e espacgos de deliberaciao (Watkins et al., 2021).

Em segundo lugar, a transparéncia também ¢ frequentemente utilizada como um
sinonimo de accountability. Todavia, a transparéncia em si nao € suficiente para constituir
uma forma de accountabiliy — nos termos definidos anteriormente — porque nao
envolve necessariamente a avaliagdo de um forum (Bovens, 2007). No limite, a
transparéncia pode ser considerada como uma ferramenta para a concretizacdo de
accountability, uma vez que possibilita que dados e informagdes estejam ao alcance dos
foruns.

Desse modo, a Avaliacdo de Impacto Algoritmico (AIA) desempenha um papel
fundamental como instrumento de governanga dentro da estrutura de accountability, tanto
ao prevenir impactos negativos potenciais quanto ao sancionar reativamente os
responsaveis quando esses riscos se materializam. No contexto organizacional, a AIA
deve ser integrada a uma estratégia mais ampla de responsabilidade digital corporativa,
em que a accountability ¢ um principio central. No entanto, é essencial reconhecer que
nem a participagao publica nem a transparéncia, embora importantes, sdo suficientes para
definir a AIA como um instrumento de accountability. A participacdo publica contribui

para a governanga democratica, € a transparéncia facilita o acesso a informagdes, mas



86

ambos devem ser entendidos como componentes que apoiam, mas ndo substituem, a

accountability propriamente dita.

5.2 PRECAUCAO

O principio da precaucdo pode ser amplamente observado no ordenamento
juridico brasileiro, tendo surgido na década de 1970, a partir de iniciativas de prote¢ao
ambiental que buscavam evitar danos ambientais marcados pela incerteza e
indeterminacdo do tipo de dano. Nesse sentido, Bioni e Luciano (2019) apontam que o
principio da precaucdo surge em decorréncia da insuficiéncia dos métodos tradicionais de
regulagao de risco diante de incertezas.

Nessa direcao, Costa (2012) aponta que, pelo principio da precaugao, em situacdes
nas quais existam ameagas de danos graves ou irreversiveis, mesmo que nao haja plena
certeza cientifica, ¢ necessario tomar medidas de prote¢do sem esperar que esses riscos
se tornem plenamente aparentes. O autor destaca que a avaliagdo de risco e o principio da
precau¢ao andam juntos, pois sao instrumentos que determinam conjuntamente a
atribui¢ao da avaliagao dos riscos ¢ do custo dos danos.

Costa (2012) esclarece, ainda, que o principio da precaucgdo coloca em evidéncia
os valores normativos de prudéncia e transparéncia, criando um dever de cuidado.
Conjuntamente, tais valores implicam que as atividades devem ser realizadas de forma a
evitar que efeitos prejudiciais atinjam outras pessoas, possibilitando o desenvolvimento
com seguranga. Assim, o principio da precaucdo funciona como uma salvaguarda,
promovendo uma abordagem proativa na gestao de riscos e reforgando a responsabilidade
de proteger o bem-estar coletivo diante de incertezas geradas por tecnologias emergentes.

Vale ressaltar que um dos campos de aplicagdo do principio da precaugdo ¢ a
protecdo de dados pessoais, uma vez que tal principio contribui para a consolidacio de
uma abordagem baseada no risco (risk based approach). A partir dessa abordagem, os
agentes de tratamento devem implementar rotinas de avaliagdo de riscos em atividades
de tratamento de dados pessoais e enderecar as medidas para mitigagdo dos riscos
identificados.

Desse modo, o principio da precaucao apresenta-se como uma garantia contra
riscos potenciais que, no atual momento do tratamento de dados pessoais, podem nao ser
identificados. Trata-se de uma abordagem que visa evitar ou minimizar 0s TiScos

associados a uma determinada atividade, mesmo na auséncia de evidéncias cientificas
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conclusivas sobre esses riscos. Desse modo, verifica-se que este principio ¢
frequentemente aplicado situagdes em que existe incerteza significativa sobre os impactos
de uma tecnologia ou atividade. Assim como nos campos de conhecimento ambiental e
de protecao de dados, entende-se que pode ser aplicado no contexto de desenvolvimento
e aplicacao de sistemas de TA.

Por vezes, sistemas de IA podem se mostrar complexos e marcados por
imprevisibilidade, o que gera incerteza sobre as consequéncias a longo prazo e os
possiveis efeitos colaterais nao intencionais. Considerando que sistemas de IA podem ser
aplicados em processos de tomada de decisdes em diferentes contextos (como carros
autonomos, diagndsticos e cirurgias no setor de saude, avaliagdes de crédito e concessdes
de empréstimos no setor financeiro etc.), a incerteza sobre os impactos de tais processos
decisorios pode ensejar aplicacdo do principio da precaugdo, de modo a evitar a
materializa¢ao de potenciais danos e impactos negativos.

Por outro lado, existem doutrinadores que entendem que, ao aplicar o principio da
precaucdo, havera limitagdo e desestimulo a inovagdo, prejudicando o crescimento
econdmico, a vantagem competitiva e o progresso social (Castro; McLaughlin, 2019).
Para Castro e McLaughlin (2019), em vez de impor preventivamente regulamentacdes
prescritivas para evitar danos hipotéticos, reguladores e formuladores de politicas
deveriam aguardar e criar solugdes direcionadas para problemas especificos, caso
ocorram.

Castro e McLaughlin (2019) reconhecem que, em determinadas situagdes, como
no caso de uso de energia nuclear, a aplicagdo do principio da precaugdo faz sentido
porque o risco de errar pode ser catastrofico. Contudo, os autores entendem que, para a
maioria das areas de inovagao, o principio da precaucdo causa mais danos do que
beneficios, porque gera cenarios hipotéticos que sugerem incorretamente que o avango
tecnologico apresenta ameacgas graves e irreversiveis. Nessa direcdo, Castro e
McLaughlin (2019) apontam que regulacdes ja existentes, bem como intervengodes
regulatorias superficiais e direcionadas, poderiam gerenciar os riscos gerados por novas
tecnologias, evitando-se proibigdes gerais.

O trade-off entre precaucao e inovagao ¢ frequentemente discutido no contexto de
tomada de decisoOes, especialmente quando se trata de introduzir novas tecnologias que
podem ter impactos desconhecidos. No entanto, entende-se que esta relagdo ndo se trata
de uma dicotomia inevitavel, mas de um desafio de harmonizagdo entre valores

igualmente relevantes para a sociedade.
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Conforme aponta Mantelero (2022), existem duas possiveis abordagens juridicas
para os desafios postos pelo desenvolvimento e aplicacdo de sistemas de [A: a abordagem
de precaucdo e a de riscos. O autor aponta que tais abordagens sdo alternativas, mas ndo
incompativeis, e que tecnologias complexas com uma pluralidade de impactos diferentes
podem ser melhor abordadas por meio de uma combinacao entre esses dois remédios.

A precaucdo esta intimamente ligada a nogao de incerteza. No campo das novas
tecnologias, quando uma aplicag@o tem o potencial de gerar riscos graves para individuos
e para a sociedade, e esses riscos nao podem ser antecipadamente calculados ou
quantificados com precisdo, ¢ necessario adotar uma abordagem precaucionaria. Nesse
contexto, a incerteza associada a essas tecnologias torna inviavel uma avaliagdo de risco
concreta, que exige conhecimento especifico sobre a extensdo das possiveis
consequéncias negativas, mesmo que dentro de classes especificas de riscos (Mantelero,
2022).

Em sintese, quando as possiveis consequéncias de um sistema de IA ndo podem
ser amplamente previstas, sera dificil realizar uma avaliacdo de impacto adequada, o que
podera justificar a ado¢do de medidas de precaugdo. Nessa direcao, Mantelero (2022)
aponta que nao se trata de limitar a inovagao, mas de investigar, de modo aprofundado,
suas possiveis consequéncias, bem como orientar o processo de inovagdo e pesquisa,
incluindo as medidas de mitiga¢do, como estratégias de contencao, padrdes e rotulagem
e esquemas de compensagao.

Para Mantelero (2022), quando uma abordagem pautada no principio da
precaucao sugere que uma tecnologia nao deve ser usada em um determinado contexto,
isso ndo implica necessariamente na interrup¢ao de seu desenvolvimento. Em vez disso,
o desenvolvimento deve continuar até que a tecnologia atinja um nivel de maturidade
suficiente para demonstrar uma compreensao clara dos riscos envolvidos e apresentar
solugdes eficazes para mitiga-los.

A avaliacdo de impacto pode desempenhar um papel importante no
desenvolvimento de sistemas de 1A, possibilitando que seja alcangado nivel adequado de
compreensdo acerca das possiveis consequéncias do sistema, reduzindo a incerteza
(Mantelero, 2022). Desse modo, uma possivel alternativa ¢ a ado¢do de uma abordagem
que busque introduzir a precaucio no design de sistemas de IA, desde o momento de
ideagdo e concepcdo de tais tecnologias. Essa estratégia pode ser mais eficiente do que

tentar mitigar riscos retroativamente, apds o sistema ja estar em funcionamento.
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Adotar essa abordagem preventiva no design dos sistemas incentiva praticas de
inovacao responsavel, que levam em consideracao os impactos éticos e sociais desde o
inicio. Além disso, como muitas inovagdes tecnoldgicas sdo desenvolvidas de forma
iterativa, com ajustes e melhorias continuas, a precauc¢ao pode ser integrada ao processo
de inovacao a medida que novas informacgdes ¢ dados sobre riscos e impactos se tornam
disponiveis. Isso assegura que a tecnologia evolua de maneira segura e responsavel, com
uma atencao constante as possiveis consequéncias para os direitos humanos.

Sendo assim, a precaugdo e o gerenciamento de riscos podem ser considerados
ferramentas complementares para o desenvolvimento de tecnologias centradas nos
direitos humanos (Mantelero, 2022). Nesse contexto, a Avaliacao de Impacto Algoritmico
desempenha um papel essencial na harmonizagao entre precaugao e inovagao, permitindo
a identificagdo proativa de riscos, inclusive de impactos a longo prazo, e a implementagao
de medidas mitigatorias. Além disso, essa avaliacao leva em conta aspectos sociais e
éticos, contribuindo para um desenvolvimento tecnoldgico mais responsavel e alinhado

com a prote¢do dos direitos humanos.

5.3 TRANSPARENCIA

A medida que sistemas de IA desempenham atividades significativas em
atividades cotidianas, a transparéncia vem assumindo papel de destaque nos debates sobre
a governanga de sistemas de IA, uma vez que a capacidade de explicar o raciocinio e os
resultados obtidos por tais sistemas poderia impulsionar a compreensao e confianga em
seu uso.

Nessa direcao, a doutrina aponta que, por vezes, algoritmos e sistemas complexos
operam de maneira opaca e sem transparéncia, sem que os individuos afetados saibam
como as decisdes sdo tomadas. A ideia de enxergar os algoritmos como “caixas-pretas”,
desenvolvida principalmente por Frank Pasquale (2015), sugere que a opacidade pode
levar a praticas discriminatorias e perpetuacdo de vieses. Assim, ¢ importante
compreender o funcionamento desses sistemas e como seus resultados sdo gerados, a fim
de proteger direitos e prevenir abusos.

De modo geral, a busca pela transparéncia se apoia na ideia de que a compreensao
acerca do funcionamento do sistema de IA ¢é essencial para garantir que os resultados
produzidos por esse sistema sejam justificaveis e alinhados com padrdes éticos, técnicos

e regulatorios. Diante desse contexto, a transparéncia possibilitaria maior clareza para
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determinar responsabilidades e implementar medidas corretivas diante de eventual
funcionamento inadequado.

Conforme apontado anteriormente, a transparéncia €, frequentemente, colocada
como um sindénimo da accountability, ou compreendida como uma “forma” de
accountability. Contudo, Bovens (2007) esclarece que a transparéncia, por si s0, ¢ um
instrumento de accountability, mas ndo se confunde com o conceito em si. Em sintese, o
autor esclarece que dimensdes, como a transparéncia, sdo instrumentais para a
accountability, mas ndo sdo constitutivas da accountability.

Ananny e Crawford (2016) apontam que as preocupagdes com a transparéncia sao
comumente impulsionadas por uma cadeia de légica de entendimento, na qual a
observagao produz percepgoes, as quais criam o conhecimento necessario para governar
e responsabilizar os sistemas. A partir dessa concep¢do, quanto mais fatos forem
revelados, mais a verdade podera ser conhecida por meio de uma logica de acumulagao
de conhecimento. A observagdo ¢ compreendida como um diagnoéstico para a ac¢do, pois
os “observadores” com maior acesso aos “fatos” terdo melhores condi¢des para julgar se
o sistema esta funcionando como se pretende e quais mudangas sdo necessarias.

Assim, a logica subjacente ¢ que quanto mais se conhece sobre o funcionamento
interno de um sistema, maior ¢ a capacidade de governa-lo e responsabiliza-lo. No
entanto, Ananny ¢ Crawford (2016) argumentam que a transparéncia ndo ¢ um estado
final e absoluto em que tudo ¢ claro e visivel. Na realidade, a transparéncia possui
dimensdes sociais complexas, incluindo a preocupagdo com segredos e a percepc¢ao de
que a capacidade de observar algo pode levar a um maior controle e, consequentemente,
a uma sensacao aumentada de seguranga.

Com o avang¢o académico na relagdo entre transparéncia e accountability,
surgiram diversas tipologias para abordar o tema. Por exemplo, Fox (2007) distingue as
praticas de transparéncia como “difusas” quando as informacgdes divulgadas ndo refletem
verdadeiramente o comportamento das organizagdes, € como ‘“claras” quando sdo
fornecidas informagdes confidveis que detalham desempenhos e responsabilidades.

Além disso, ha uma distin¢gdo entre a transparéncia que promove a soft
accountability, na qual as organizagdes prestam contas ao publico por suas acdes, e a hard
accountability, onde a transparéncia serve como um mecanismo para sancionar € exigir
compensagao por danos (Fox, 2007). Acerca desta questao, Selbst (2021) também observa

que uma maior carga de obrigacdes de transparéncia pode gerar resisténcia por parte dos
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agentes do setor privado, incentivando-os a fornecer documentacdo mais vaga para
proteger informacgdes sensiveis dos concorrentes e do escrutinio publico.

E importante ressaltar que diversas outras tipologias podem ser encontradas na
doutrina, por exemplo, transparéncia retrospectiva € em tempo real, transparéncia interna
e externa, transparéncia para cima e para baixo etc. (Fox, 2007). Contudo, o presente
trabalho ndo busca analisar especificamente as diferentes classificagdes de praticas de
transparéncia, mas estudar sua aplicabilidade a Avaliagdo de Impacto Algoritmico e suas
possiveis limitagoes.

Nesse sentido, Ananny e Crawford (2016) entendem que se a transparéncia nao
tiver efeitos significativos, entdo a ideia pode perder seu propdsito. Para verificar se a
transparéncia ¢ significativa em determinado contexto, ¢ importante compreender suas
limitagdes. Em primeiro lugar, verifica-se que a transparéncia pode ser prejudicial se
implementada sem prévia analise e determinacao do motivo pelo qual alguma parte de
um sistema deve ser revelada, o que pode causar exposicao de vulnerabilidade e, até
mesmo, danos a privacidade (Ananny; Crawford, 2016). Além disso, a transparéncia pode
gerar oclusao quando produz quantidades tdo grandes de informagdes que partes
importantes acabam se tornando ocultas em meio a tanto conteido divulgado (Ananny;
Crawford, 2016).

Também ¢é importante notar que a énfase na transparéncia como uma forma de
accountability pode ser excessivamente onerosa para individuos, que terdo que buscar as
informacgdes, interpreta-las e compreendé-las, invocando um modelo neoliberal de
agéncia que, por vezes, ignora a existéncia de assimetrias, as quais fazem com que as
informagdes ndo sejam igualmente visiveis e compreensiveis para todos (Ananny;
Crawford, 2016).

Por fim, Ananny e Crawford (2016) apontam que a transparéncia pode privilegiar
a visdo em detrimento da compreensao, ou seja, ter acesso ao interior de um sistema nao
significa necessariamente compreender seu comportamento ou suas origens. Na verdade,
compreender um sistema complexo exige interagir dinamicamente com eles para entender
como se comportam em relacdo a seus ambientes, o que inclui, por exemplo, analises
sobre o design do sistema e seu contexto de aplicagao.

Nesse contexto, ¢ possivel adotar uma logica de transparéncia “por camadas”, na
qual destinatarios distintos recebem diferentes informagdes. Trata-se do reconhecimento
de que as possiveis partes interessadas tém diferentes niveis de conhecimento, interesse

e capacidade de compreensdo sobre o funcionamento e os resultados dos sistemas de [A.



92

Desse modo, pessoas afetadas por sistemas de IA podem ter contato com informagdes
mais objetivas e relevantes, enquanto autoridades regulatorias, em razao das fungdes de
supervisao e fiscalizacdo, podem receber informagdes mais detalhadas e abrangentes.

De todo modo, a divulgacdo de informacdes decorrentes da AIA deve ser
acompanhada de garantias que auxiliem na mitigacao dos riscos de que a publicizagao de
vulnerabilidades e pontos fracos de determinado sistema de A seja explorada por agentes
mal-intencionados. Nesse sentido, uma das garantias oferecidas pelo ordenamento
juridico brasileiro ¢ a protecdo do segredo comercial e industrial, de modo que as
informacdes sensiveis e estratégicas para o negdcio, fornecidas as autoridades por meio
da ATA, ndo devem ser publicizadas.

Portanto, a transparéncia significativa deve ir além da simples divulgagdo de
informacdes, de modo que € mais importante que as informagdes sobre o funcionamento
de um sistema sejam debatidas — ainda que fora da esfera publica — do que
simplesmente estejam visiveis e publicizadas. Sendo assim, a transparéncia significativa
ndo se trata apenas de divulgar informagdes e documentagdes técnicas sobre os sistemas,
como ¢ o caso das Avaliagdes de Impacto Algoritmico, mas também de discutir as
implicagdes éticas e sociais do funcionamento de determinado sistema de IA, podendo
incluir, ou ndo, a participacao de outras partes interessadas, a depender do forum que ira

avaliar a AIA.

5.4 DESENHO DA AVALIACAO DE IMPACTO ALGORITMICO A PARTIR DO
TRIPE DE ACCOUNTABILITY, PRECAUCAO E TRANSPARENCIA

A partir dos entendimentos apresentados nos subcapitulos anteriores acerca dos
principios de accountability, precaugao e transparéncia, € possivel desenhar a Avaliagao
de Impacto Algoritmico como um instrumento amparado em um tripé formado por tais
principios. O presente trabalho opta por utilizar a representacdo de um tripé porque se
trata de uma estrutura estavel e equilibrada, devido a distribui¢do uniforme do peso em
trés elementos inter-relacionados. Nesse sentido, o termo “tripé” ¢ usado metaforicamente
para representar trés pilares ou elementos fundamentais de um conceito, no caso deste
trabalho, trata-se da Avaliagdo de Impacto Algoritmico.

Em relacdo a accountability, verifica-se que o elemento ¢ importante para que a
AIA seja submetida a um forum de avaliagdo, possibilitando questionamentos sobre

decisdes tomadas e justificativas apresentadas, alteragdes e recomendagdes, bem como
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imposicdo de consequéncias em caso de inadequagdes. A participagdo de um forum
possibilita que os agentes que desenvolvem e implementam sistemas de A sejam — de
fato — submetidos a um processo de prestacdo de contas. Em sintese, a compreensdo da
AIA sob a o6tica de accountability possibilita que o instrumento seja compreendido em
uma perspectiva relacional entre ator e forum, o que enriquece o processo de avaliagao.

Por sua vez, a precaucao ¢ um principio relevante para desenvolvimento da AIA
porque possibilita uma abordagem proativa na identifica¢@o e gestdo de potenciais riscos
associados ao desenvolvimento ou implementacao de sistemas de A, desde o0 momento
inicial de concepgao do sistema ou ideagdo de seu uso. A partia da AIA torna-se possivel
antecipar e gerenciar eventuais impactos negativos de maneira preventiva, o que auxilia
na concretizagdo do principio da precaucao.

A AIA possibilita que o gerenciamento de riscos seja feito de acordo com casos
concretos de desenvolvimento ou aplicacdo de sistemas de IA, evitando vedagdes
abstratas e genéricas que poderiam prejudicar a inovacdo e o desenvolvimento
tecnolédgico. Trata-se, portanto, de uma forma de reconhecer a incerteza e a falta de dados
completos sobre os possiveis impactos gerados por sistemas de IA e, por meio da AIA,
trabalhar para identificar e mitigar riscos preventivamente.

Por fim, verifica-se que a transparéncia ¢ um elemento importante para a AIA,
uma vez que possibilita o acesso a informagdes e documentagdes sobre o funcionamento
do sistema de IA em questdo. Contudo, ¢ importante checar se a transparéncia ¢
verdadeiramente significativa e util perante o forum responsavel pela avaliagdo da AIA,
funcionando como um instrumento para a accountability. A transparéncia ndo deve se
resumir a mera publiciza¢do e divulgagdo de informagdes e documentagdes sobre os
sistemas de IA, contrariamente, deve possibilitar que o forum responsavel pela analise da
AIA tenha capacidade de questionar e avaliar, de forma critica, as decisoes adotadas e
justificativas apresentadas.

A AIA, enquanto instrumento de governanga, ¢ uma ferramenta na qual os agentes
responsaveis pelo uso e desenvolvimento de sistemas de [A devem explorar detalhes do
sistema, enfrentando seus pontos fortes e pontos fracos e identificando os riscos e
impactos.

Caso haja exigéncia no sentido de que a AIA seja integralmente publicizada, é
possivel enxergar dois potenciais impactos. Em primeiro lugar, os agentes, ao elaborarem
a AIA, podem ndo explorar com profundidade todas as circunstancias de riscos que

deveriam constar da AIA com receio de impactos no segredo de negodcio de suas
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atividades e em sua imagem e reputagcdo perante o mercado; e, além disso, hé o risco de
que, ao publicizar os detalhes de funcionamento e os elementos de fragilidade de um
sistema de A, eventuais ataques sejam facilitados, interferindo na seguranca do sistema.

Ao integrar accountability, precaugdo e transparéncia, a Avaliagdo de Impacto
Algoritmico se apresenta como um processo holistico, que busca equilibrar a promogao
de inovagdo tecnoldgica e a responsabilidade e prestagdo de contas. Esse tripé
proporciona uma estrutura robusta para desenvolvimento da AIA, o que, em ultima
medida, busca garantir que o instrumento ndo seja utilizado de forma meramente
simbolica e retorica, mas como uma medida efetiva para prevencao e mitigacao de riscos
decorrentes do desenvolvimento e uso de sistemas de [A.

Por fim, apresenta-se abaixo a representacdo grafica do tripé utilizado para

delinear os contornos juridicos da Avaliagao de Impacto Algoritmico.

Figura 1 — Representacdo visual da compreensdo da Avaliagdao de Impacto Algoritmico a
partir do tripé formado pelos parametros de accountability, precaugao e transparéncia

Avaliagdo de impacto
algoritmico

Accountability Precaucao Transparéncia
Avaliacao da AIA por AIA como um Acesso a informagoes,
parte de um féorum com instrumento prévio de por parte do forum
poderes para identificacdo de riscos e avaliador, para
questionamentos e implementagao de possibilitar avaliagdao e
alteragoes. medidas mitigatorias. debate acerca da AIA.

Fonte: Elaborado pela autora (2024).
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6 AVALIACOES DE IMPACTO ALGORITMICO: ABORDAGEM
CONTEXTUAL A LUZ DA PROTECAO DA PESSOA HUMANA

Conforme examinado anteriormente, as Avaliagdes de impacto desempenham um
papel relevante no desenvolvimento e na implementagao de sistemas de [A, possibilitando
que tais sistemas ndo apenas cumpram com o0s objetivos pretendidos, mas também
observem a promocao de direitos humanos por meio da prévia identificacdo e mitigagdo
de riscos. Nesse sentido, as AIAs sdo instrumentos que carregam o potencial de garantir
o desenvolvimento e a implementacao responsavel de sistemas de A, possibilitando que
desenvolvedores e implantadores identifiquem e abordem questdes éticas, técnicas e

juridicas de maneira abrangente e proativa.

As AlAs, portanto, ndo se limitam a analisar a conformidade técnica e juridica dos
sistemas de TA, mas estendem seu escopo para avaliar os impactos sobre os direitos de
pessoas e grupos afetados. O presente capitulo abordara duas situagdes de aplicacao
concreta da AIA para demonstrar sua relevancia na protecdo dos direitos humanos. A
escolha pela analise de tais situacdes se justifica pela capacidade de fornecer uma anélise
detalhada e contextualizada de como as AIAs podem ser implementadas em diferentes

situagdes, permitindo empreender as nuances e a complexidade envolvidas.

6.1 ANALISE DE SITUACOES DE APLICACAO PRATICA DA AVALIACAO DE
IMPACTO ALGORITMICO

O Canada conta com a Diretiva sobre Tomada de Decisdo Automatizada, que
busca garantir que os sistemas de decisdo automatizados sejam implementados de forma
a reduzir os riscos para a sociedade canadense, além de resultar em decisdes mais
eficientes, precisas, consistentes e interpretaveis, tomadas de acordo com a legislagdo
canadense (Canada, 2019). Trata-se de uma norma aplicavel a qualquer sistema,
ferramenta ou modelo estatistico utilizado para tomar uma decisdo ou realizar uma
avaliacdo no ambito do poder publico.

Um dos objetivos da Diretiva ¢ que as decisdes sejam avaliadas e os eventuais
resultados negativos sejam reduzidos, quando encontrados. Por tal razdo, um dos
requisitos impostos pela norma ¢ a realizagdo de uma Avaliagdo de Impacto Algoritmico,

realizada a partir de ferramenta pré-definida. A ferramenta ¢ um questionario que
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determina o nivel de impacto de um sistema de decisdo automatizado. O questionario ¢
composto de 51 (cinquenta e uma) perguntas sobre riscos e 34 (trinta e quatro) sobre
mitigacdo. As pontuagdes de avaliagdo baseiam-se em diversos fatores, incluindo o
projeto do sistema, o algoritmo, o tipo de decisdao, o impacto e os dados.

Os impactos variam de acordo com critérios de reversibilidade e duracdo prevista,
classificando decisdes automatizadas em categorias distintas. Aquelas com impacto
minimo ou inexistente sdo consideradas reversiveis e de curta duragdo, ao passo que
aquelas com impacto significativo sao tidas como irreversiveis e de longa duragao. Esses
niveis de impacto sao determinantes para as medidas de mitigagao prescritas pela Diretiva
de Tomada de Decisdo Automatizada. Tais medidas incluem requisitos como revisao por
pares, transparéncia, envolvimento direto de seres humanos (human-in-the-loop),
explicabilidade e treinamento.

A ferramenta de Avaliacdo de Impacto Algoritmico foi elaborada com base em
boas praticas de governanga de sistemas de [A e em consulta com as partes interessadas
internas e externas. Sendo assim, o modelo de AIA foi desenvolvido de forma aberta e
esta disponivel ao publico para compartilhamento e reutilizagdo sob uma licenga aberta.
Para além da divulgacao do modelo utilizado, o Governo do Canada disponibiliza
publicamente os resultados das avaliagdes ja conduzidas.

Em razdo da possibilidade de acesso a documentacdo de uma AIA, a presente
pesquisa optou por utilizar o repositorio canadense para fins de realizagdo de uma analise
da aplicacdo pratica do instrumento em situagdes concretas. Em geral, verifica-se que
avaliagdes conduzidas no ambito do setor privado ndo sdo integralmente publicizadas,
por exemplo, em razdo da preservagao de segredos de negocio, o que dificulta a utilizagao
de tais insumos. Desse modo, para fins de realizagdo desta analise, o presente trabalho
utilizara duas AIAs conduzidas no ambito da ferramenta disponibilizada pelo Governo do
Canada.

A primeira delas refere-se ao uso de decisdes automatizadas em projeto de
concessao de beneficio de programa de satide mental para veteranos de guerra do Canada.
A segunda, por sua vez, esta relacionada a projeto de implementagdo de sistema de IA
que busca simplificar a avaliagdo de elegibilidade em solicitagdes de permissdo de
trabalho no Canada (International Experience Canada Work Permit) no ambito do
Departamento de Imigracao, Refugiados e Cidadania.

Passando-se a analise do primeiro caso, de acordo com o Departamento de

Assuntos de Veteranos do Canada, responsavel pelo preenchimento da AIA, atualmente
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os veteranos precisam aguardar a decisdo acerca da solicitacao de beneficios por invalidez
antes de se qualificarem para a cobertura de beneficios de tratamento médico, incluindo
o programa de saude mental. No entanto, o processo decisério pode ser demorado,
atrasando o acesso aos beneficios. Por tal razao, o Departamento, por meio do programa
em analise, busca permitir que os veteranos tenham acesso ao tratamento e suporte de
satide mental imediatamente ap6s a solicitacdo por incapacidade, respeitado o limite de 2
(dois) anos, ou até que a decisdo sobre o direito seja concedida.

Para tanto, o Departamento deseja introduzir automacao no processo de tomada
de decisdo acerca da concessao do beneficio, sinalizando que a principal motivacao para
a automatizacdo ¢ o acumulo de trabalho e casos pendentes. A AIA sinaliza que a
aplicagdo de um sistema de IA poderia gerar beneficios como a otimizacao de processos
e automacao do fluxo de trabalho, bem como a analise de grandes conjuntos de dados
para identificagdo de anomalias, padroes de agrupamento e predigdes de resultados.

No momento de avaliagdo de riscos, foram analisados aspectos relevantes, como
o fato de que o projeto seria realizado em uma area de intenso escrutinio publico — por
exemplo, devido a preocupacdes com a privacidade — e com litigios frequentes. Além
disso, foi sinalizado que o publico afetado ¢ particularmente vulneravel e que as decisdes
sdo muito relevantes, com alto impacto para a saude e bem-estar.

A partir da pontuacdao gerada pela AIA adotada pelo Governo do Canadd, o
impacto ¢ classificado em quatro niveis: nivel 1, correspondente a impacto minimo ou
auséncia de impacto; nivel 2, correspondente a impacto moderado; nivel 3,
correspondente a alto impacto; e nivel 4, correspondente a impacto muito alto. A AIA
envolvendo o programa de acesso aos beneficios de saude mental para veteranos resultou
em um impacto de nivel 2 (moderado), com permissdo para que as decisdes sejam
tomadas sem envolvimento humano direto.

Diante do resultado, foram recomendadas medidas mitigatorias para
implementag¢do do projeto, incluindo a atuacao de especialistas qualificados, a elaboragdo
de aviso sobre o uso do sistema em linguagem simples e disponibilizagdo em todos os
canais em uso (internet, comunicagao pessoal, correspondéncias ou telefone), e a garantia
de que explicagdes significativas e compreensiveis poderiam ser fornecidas em caso de
decisdes negativas do beneficio.

A partir desse caso, ¢ possivel verificar que a AIA conduzida abrange a
documentacao e avaliacao de temas relevantes, como as caracteristicas do sistema ¢ do

algoritmo a ser aplicado, as particularidades do contexto de tomada de decisdo e do



98

publico afetado e os controles adotados para uso de dados. Contudo, no caso de
tecnologias que impactam diretamente os direitos humanos, € necessario que os processos
de avaliagdo tenham como foco o publico afetado, e ndo apenas nos aspectos gerenciais
de desenvolvimento e aplica¢ao do sistema.

Em tais casos, entende-se que a AIA deve ter énfase no publico afetado,
assegurando que suas necessidades e preocupagdes sejam devidamente consideradas. Isso
implica uma andlise mais profunda das possiveis repercussdes que a tecnologia pode ter
sobre os direitos das pessoas afetadas, indo além dos aspectos técnicos e operacionais.
Desse modo, compreende-se que a AIA deve levar em conta como as tecnologias em
analise afetam os direitos humanos em termos praticos, considerando os impactos reais e
potenciais sobre as vidas das pessoas e a sociedade em geral.

Nessa direcao, o segundo caso relevante para a analise em questdo ¢ o de projeto
de implementacgao de sistema de IA que busca simplificar a avaliagao de elegibilidade em
solicitagdes de permissao de trabalho no Canada (International Experience Canada Work
Permit), para auxiliar os tomadores de decisdo do Departamento de Imigragao,
Refugiados e Cidadania do Canada a processar as requisi¢des com mais eficiéncia. O
referido modelo faz a triagem das solicitagdes e agrupa arquivos com caracteristicas
semelhantes, com base nos requisitos legislativos, regulamentares e contratuais de cada
subprograma e pais participante.

O modelo foi projetado para aplicar critérios de triagem predefinidos (os mesmos
que os tomadores de decisdo ja examinariam) e identificar casos “simples" em que a parte
de requisi¢do pode receber uma avaliagao de elegibilidade positiva automatizada. Para
solicitacdes em que a avaliagdo de elegibilidade positiva ¢ automatizada pelo sistema, o
sistema determina apenas que um solicitante ¢ elegivel, antes que a solicitacdo seja
enviada a um tomador de decisdes para fazer a triagem de admissibilidade e tomar a
decisao final. Desse modo, o modelo nunca recusa ou recomenda a recusa de solicitagoes,
e os funciondrios do Departamento de Imigracdao, Refugiados e Cidadania do Canada
tomam a decisdo final de aprovar ou recusar todas as solicitagdes.

No ambito da avaliagdo de impacto, o Departamento argumentou que, para
garantir a justica e a transparéncia, as regras do sistema baseiam-se apenas em elementos
de dados com um vinculo claro com requisitos legislativos, regulamentares e contratuais.
Além disso, como salvaguarda adicional, o Departamento alega que as regras do sistema
passam por um processo de revisdo na medida em que, antes de serem introduzidas e,

posteriormente, em intervalos regulares, sdo revisadas por funciondrios experientes,
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especialistas em direito, politicas e ciéncia de dados para garantir que sejam logicas,
compreensiveis, ndo discriminatorias e alinhadas com os critérios de elegibilidade
estabelecidos.

Nesse sentido, o Departamento argumenta que o monitoramento regular e as
medidas de garantia de qualidade ajudam a garantir que o sistema funcione como
pretendido e que qualquer impacto negativo imprevisto, como existéncia de viés ou
discriminacdo, possa ser identificado antecipadamente e atenuado. Diante das
informacgdes fornecidas, a avaliagdo resultou em um impacto de nivel 2 (considerado
moderado), que abrange as medidas mencionadas anteriormente.

No caso em questdo, ¢ interessante notar que houve, ainda, a determinagdo de
realizacdo de uma andlise adicional baseada em género (Gender-based Analysis Plus —
GBA+), que deve abordar os impactos do projeto (incluindo o sistema, os dados ¢ a
decisdo) sobre o género e/ou outros fatores de identidade (como idade e localizagao), bem
como medidas mitigatérias planejadas ou existentes para lidar com os riscos
identificados, incluindo vieses e potenciais resultados discriminatorios. A partir da GBA+
¢ possivel avaliar impactos de forma contextualizada a um grupo especifico, o que
proporciona melhor identificagdo e compreensao dos riscos associados a implementagao
do sistema de IA.

Desse modo, verifica-se que desenvolvimento de um modelo de Avaliagao de
Impacto Algoritmico, que se baseia em parametros especificos para gerar um calculo de
risco com base nas informagdes fornecidas, apresenta vantagens e desvantagens distintas.
Uma vantagem desse modelo ¢ a objetividade, uma vez que, ao seguir parametros claros
e definidos, 0 modelo evita que o agente responsavel pela avaliagdo apresente conclusdes
amplas e vagas, possibilitando uma anélise mais precisa e fundamentada, o que ¢
especialmente relevante para fins de controle social.

Além disso, modelos de AIA baseados em parametros pré-definidos e especificos
podem ser mais faceis de implementar e padronizar. A uniformidade nos critérios de
avaliacdo pode simplificar o processo de auditoria e revisdo, proporcionando uma
abordagem sistematica e a possibilidade de comparagdo entre diferentes avaliagdes e
sistemas.

Por outro lado, a objetividade também pode ser considerada uma desvantagem. A
rigidez dos parametros pode reduzir a flexibilidade do modelo para se adaptar a novas

informag¢des ou mudancgas no contexto. Além disso, modelos de AIA altamente objetivos
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podem negligenciar a profundidade necessaria para avaliar aspectos qualitativos ou mais
sutis, especialmente aqueles relacionados a direitos humanos e questdes éticas.

Por fim, uma desvantagem significativa ¢ que a objetividade pode limitar a
capacidade do modelo de considerar aspectos contextuais relevantes. Ao se concentrar
estritamente nos parametros estabelecidos pelo modelo, a AIA pode deixar de capturar
nuances e complexidades do mundo real, reduzindo sua eficacia em certas situagdes.
Sendo assim, embora a objetividade e a clareza sejam beneficios importantes para a
avaliacdo de riscos, entende-se que a AIA deve incorporar uma analise aprofundada e

contextualizada, tendo em vista impactos para direitos humanos.

6.2 ABORDAGEM CONTEXTUAL E PROTECAO DE DIREITOS HUMANOS

Para que a AIA possa considerar a protecao de direitos de pessoas pertencentes a
diferentes grupos sociais, entende-se que € necessario adotar uma abordagem contextual
de gerenciamento de riscos. Nessa direcao, Mantelero (2022) esclarece que a avaliagdo
especifica realizada caso a caso ¢ mais eficaz em termos de prevengao e mitigacdo de
riscos do que estratégias pautadas em presungoes de risco, baseadas em uma classificacao
abstrata de setores de alto risco ou usos/finalidades de alto risco.

Mantelero (2022) aponta que setores, usos e finalidades sdo categorias muito
amplas, que, consequentemente, englobam diferentes tipos de aplicacdes de sistemas de
IA — por vezes, sistemas em constante evolugdo — que acarretam uma variedade de
potenciais impactos para direitos e liberdades e ndo podem ser agrupados com base em
limitagdes de risco realizadas de forma prévia e abstrata. Acerca da FRIA, presente no
contexto regulatdrio europeu, Mantelero (2024) esclarece, inclusive, que uma abordagem
como foco apenas no sistema de IA ignora o fato de que esses produtos ou servicos
operam em contextos especificos e que essa dimensdo contextual, especialmente no que
diz respeito ao impacto sobre os individuos, ¢ relevante para a prevengao de riscos.

Nesse sentido, Mantelero (2024) aponta, por exemplo, que ao limitar a avalia¢do
de riscos aqueles que “podem ser razoavelmente mitigados ou eliminados por meio do
desenvolvimento ou do projeto do sistema de IA de alto risco, ou do fornecimento de
informacgdes técnicas adequadas”, o Al Act ndo reconhece que os sistemas de [A sdo
frequentemente sistemas sociotécnicos e, por isso, o design a ser considerado ndo € apenas
o design do sistema de [A, mas também o design resultante da intera¢do e da modificagdo

mutua que esses sistemas geram na sociedade.
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Para ilustrar este cenario, Mantelero (2024) sugere como exemplo o fato de que
ha uma diferenga entre o uso de um sistema de IA para suporte a decisdo de autoridades
publicas competentes no contexto de emergéncias humanitérias € o uso do mesmo sistema
em condi¢des normais, pois o estado de estresse de todas as pessoas envolvidas no
primeiro cenario pode exacerbar a qualidade dos dados, a interacdo deficiente entre
humanos e IA e os vieses. No mesmo sentido, Metcalf, Moss, Watkins, Singh e Elish
(2023) destacam que os danos sdo inerentemente dependentes do contexto, pois afetam
individuos e comunidades devido as particularidades de suas proprias circunstancias.

Por tal razao, ¢ importante que a avaliagdo de danos do “mundo real” faga parte
da estrutura da AIA. A andlise das implicagdes dos sistemas de IA deve levar em
consideragdo os direitos e interesses das partes envolvidas, mas é essencial reconhecer
que diferentes grupos de pessoas sdao afetados de maneiras distintas, mesmo quando
interagem com sistemas de A semelhantes (Negri et al., 2024). A complexidade dos
impactos se deve ao fato de que as experi€ncias e consequéncias para esses grupos variam
amplamente com base no contexto especifico de implementacdo e nas caracteristicas
individuais e sociais de cada grupo. As caracteristicas especificas de cada grupo, como
status socioeconomico, historico de crédito, e contextos sociais e politicos, influenciam
como eles sdo impactados.

Nesse sentido, Brown, Davidovic e Hasan (2021) destacam que a analise
contextual ¢ essencial para compreender que os grupos afetados ndo sdo homogéneos.
Em vez disso, eles sao compostos por individuos que vivenciam diferentes ameagas e
impactos baseados em suas circunstancias particulares. Esses impactos nao sdo apenas
uma fungdo do tipo de interagdo com o sistema de IA, mas também sdo moldados por
fatores sociopoliticos ¢ dindmicas de poder que variam entre os grupos. Nesse processo,
¢ importante reconhecer que o desenvolvimento da AIA pressupde a percepgao de que os
riscos associados aos usos de novas tecnologias podem nio se distribuir de forma linear
entre pessoas € grupos, especialmente no caso de grupos historicamente marginalizados
e vulnerabilizados, que sdo recorrentemente expostos e submetidos a opressdes e
violéncias (Machado; Negri; Giovanini, 2023).

Para além de questdes técnicas, os aspectos sociais, historicos, culturais e
geograficos também influenciam o desenvolvimento e a implementagdo de sistemas de
IA e, por isso, devem ser considerados durante a elaboragdo de uma Avalia¢ao de Impacto

Algoritmico. Nesse ponto, cabe, inclusive, a incorporagdo de uma perspectiva decolonial
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do Sul Global, que considere as especificidades e diferencas culturais e historicas entre
0s paises.

Uma perspectiva decolonial implica a necessidade de se considerar as
desigualdades sociais e econdmicas, uma vez que novas tecnologias podem perpetuar as
injusticas ja existentes, caso nao sejam desenvolvidas e implementadas de forma
responsavel. Essas particularidades contextuais devem ser abordadas pela AIA, exigindo
uma andlise critica dos impactos sociais, considerando as experiéncias historicas
marcadas por colonizagdo, exploragdo e marginalizacdo. Desse modo, uma abordagem
decolonial requer a incorporacao de perspectivas e dinamicas locais € o reconhecimento
de diversidades culturais, geograficas e historicas.

Conforme aponta Nas (2023), a decolonizagdo envolve o reconhecimento de que
o conhecimento ¢ produzido a partir de nossas experiéncias individuais e culturais. A
autora destaca que, para efetivar a decolonizagdo em processos de escolha e decisdo, €
importante compreender que ndo ha categorias universais absolutas. Em vez disso, ¢
necessario explorar e debater os pontos de interse¢do e consenso entre as diversas culturas
que formam a contemporanea cultura globalizada.

Diante desse cendrio, entende-se que ¢ necessario reconhecer que o
desenvolvimento e a implementacdo de sistemas de IA sdo processos profundamente
influenciados por experiéncias individuais e coletivas. Ao invés de adotar uma abordagem
universalista que pressupde uma verdade objetiva e unica, a decolonizacdo convida a
considerar as multiplas perspectivas e saberes que surgem de diferentes contextos
envolvendo o uso de sistemas de IA. Segundo Nas (2023), esse processo implica em
questionar os conhecimentos tidos como universais, incluindo suas teorias, praticas e
métodos. Adicionalmente, a autora destaca que a decolonizagao envolve a promogao de
perspectivas diversas daquelas que sdo predominantemente baseadas na autoridade dos
conhecimentos acumulados.

Na mesma direcao, Arun (2019) aponta que, além de mudar como as decisoes
sobre design, dados e implantacdo de tecnologias na sociedade sdo tomadas, € necessario
fornecer as populagdes do Sul as ferramentas para se envolverem de maneira eficaz com
as questdes que as afetam. Para Arun (2019), os marcos institucionais dos paises do Sul
devem ser levados em conta em analises sobre qual impacto a IA pode ter no Sul,
incluindo ndo apenas aspectos relacionados aos direitos politicos e civis, mas também de

outras questdes sociais e econdmicas, como educacdo e saude.
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O presente trabalho ndo aprofundara em discussdes acerca de perspectivas
decoloniais e debates sobre colonialismo digital porque, dado o tema especifico de
Avaliagdes de Impacto Algoritmico, optou-se por direcionar o foco para outras
abordagens teoricas, as quais melhor se alinham com os objetivos e a estrutura da
investigacdo, com énfase na analise de aspectos normativos. No entanto, compreende-se
que ¢ necessario reconhecer a importancia da abordagem decolonial para o
desenvolvimento de Avaliagdes de Impacto Algoritmico, pois desafia as estruturas de
poder e os padroes de pensamento dominantes que podem estar embutidos em sistemas
de IA.

Por tal razdo, ¢ importante que as AIAs sejam desenvolvidas com aplicacao de
abordagem contextual, o que implica considerar as especificidades de cada comunidade,
ou contexto, e como determinado sistema de IA pode afeta-los de maneiras diferentes.
Assim, ¢ fundamental considerar os interesses coletivos durante a avaliacao de impacto
de sistemas de inteligéncia artificial. Isso se deve ao fato de que muitos modelos de
negocios lidam com dados pessoais para fins de perfilizagdo, classificacdo e
monitoramento do comportamento de grupos, revelando a tensao entre pessoa ¢ mercado
(Negri et al., 2024). Por exemplo, um sistema de [A que automatiza processos de
contratacdo pode, inadvertidamente, perpetuar preconceitos existentes, caso nao sejam
consideradas as disparidades historicas e estruturais no acesso a oportunidades de
emprego.

Um caso que poderia ter sido explorado em uma perspectiva contextual ¢ foi a
suspensdo pela Google da criacdo de imagens de pessoas por meio da IA Gemini. A
controvérsia surgiu quando a ferramenta comegou a gerar imagens de figuras historicas
com diversidade étnica e de género que ndo correspondiam aos dados historicos, como
oficiais nazistas negros ¢ um Papa mulher indiana. Conforme aponta Souza (2024), a
situacdo destaca os desafios de calibragem de algoritmos para atender a demanda por
inclusdo sem perder precisao historica. A empresa justificou que o modelo Gemini falhou
ao tentar aplicar diversidade em contextos inadequados e, a0 mesmo tempo, tornou-se
excessivamente conservador em outras situagoes.

No caso da IA Gemini do Google, ¢ razoavel vislumbrar que a aplicagdo de uma
AIA com perspectiva contextual poderia ter identificado previamente os riscos associados
a representagdo historica de figuras publicas com diversidade étnica e de género,
antecipando potenciais conflitos culturais e evitando a geracao de contetido considerado

inadequado. Ao examinar o impacto do modelo em comunidades especificas,
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especialmente em questdes sensiveis como representagdes histdricas e raciais, a empresa
poderia ter identificado que a introducdo de diversidade em figuras historicamente
reconhecidas por suas caracteristicas étnicas ou culturais poderia ser percebida como uma
distorcao dos fatos. Em sintese, uma abordagem contextual permitiria ndo apenas
identificar riscos juridicos, mas também aqueles relacionados a percepgao publica e as
dinamicas culturais.

Nesse sentido, entende-se que uma abordagem contextual na elaboracdo de
Avaliagdes de Impacto Algoritmico ¢ fundamental para a promogao dos direitos humanos,
na medida em que possibilita identificar e mitigar riscos associados a um determinado
contexto, permitindo compreensao especifica de dinamicas sociais, culturais e historicas
que moldam a realidade de cada comunidade. Referida abordagem contextual pode
auxiliar na identificacao de desigualdades e violagdes ja existentes, de modo que a AIA
assume relevancia como um instrumento para evitar a perpetuagdo ou ampliagao de tais
injustigas.

A titulo de exemplifica¢do, no ambito da Unido Europeia, o Al Act adota, em
determinadas disposi¢des, abordagens contextuais que podem auxiliar na realizacdo de
avaliagdes de impacto para direitos humanos. Nesse sentido, ¢ possivel citar que, ao tratar
das obrigacdes de governanga de dados aplicaveis aos fornecedores de sistemas de [A de
risco elevado, a regulagdo prevé que os conjuntos de dados devem levar em consideragao
as caracteristicas ou os elementos que sdo particulares do enquadramento geografico,
contextual, comportamental ou funcional especifico no qual o sistema de IA se destina a
ser utilizado.

Outro exemplo relevante ¢ que o fornecedor de um sistema de IA de alto risco
deve fornecer instru¢des detalhadas aos responsaveis por sua implantagdo. Essas
informacdes devem incluir as caracteristicas, capacidades e limitagdes de desempenho do
sistema, abrangendo, entre outros aspectos, seu desempenho em relagdo a determinadas
pessoas ou grupos especificos para os quais o sistema foi projetado. Desse modo, ainda
que o Al Act ndo determine explicitamente a ado¢do de uma abordagem contextual para
a avaliacdo de impactos, essa interpretacdo pode ser inferida a partir de dispositivos que
exigem que fornecedores e responsaveis pela implantacdo considerem os fatores que
envolvem ou influenciam determinado sistema de IA, como o ambiente fisico e social em
que o sistema esta inserido.

De toda forma, compreende-se que abordagem de desenvolvimento da Avaliagdo

de Impacto Algoritmico (AIA) proposta neste trabalho pode enfrentar objecdes.
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Primeiramente, uma abordagem contextualizada pode aumentar a complexidade do
processo, exigindo a consideracao de uma vasta gama de varidveis e nuances especificas
de cada situagdo. Essa abordagem pode demandar recursos adicionais, tanto financeiros
quanto humanos, como a realizagdo de pesquisas de campo, entrevistas com pessoas
afetadas e a participagdo direta do publico. Além disso, a aplicacdo universal dos
resultados da AIA pode ser dificultada, uma vez que suas conclusdes sdo fortemente
influenciadas pelo contexto especifico em que foram obtidas, o que poderia limitar a
capacidade de extrapolar esses resultados para outros contextos ou cenarios.

Nesse sentido, embora este trabalho sustente que uma abordagem contextualizada
na elaboragdo de AIA pode contribuir para a promog¢ao de direitos humanos, reconhece-
se que ha complexidades e desafios significativos em sua implementacdo. Diante desse
contexto, entende-se que uma solugdo parcial seria o desenvolvimento de diretrizes gerais
e padroes claros para a elaboragdo da AIA, o que poderia ajudar a garantir a consisténcia
e a qualidade dos resultados, estabelecendo critérios para a selegdo de contextos
relevantes. Assim, buscando auxiliar na constru¢do de uma metodologia para
desenvolvimento da AIA a partir de uma abordagem contextual, retoma-se a ultima
questdo elencada para desenvolvimento do problema de pesquisa apresentado neste
trabalho: como a AIA pode ser realizada considerando aspectos contextuais relacionados
ao desenvolvimento e/ou ao uso de sistemas de [A?

Primeiramente, ¢ essencial mapear o contexto em que o sistema de IA sera
implantado. Isso inclui a analise de fatores como a delimitacdo do publico-alvo, a
identificacdo de pessoas ou grupos que possam ser impactados além desse publico, o
ambiente socioecondmico, aspectos culturais e politicos relevantes, além de fatores
temporais ou momentaneos que possam influenciar os impactos gerados pelo sistema de
IA, como eleicdes, calamidades publicas, entre outros.

Além disso, conforme identificado anteriormente, a AIA deve identificar
desigualdades e violagdes de direitos ja existentes, que podem ser exacerbadas ou
perpetuadas pelos sistemas de IA. Para tanto, deve englobar andlise dos possiveis
impactos do sistema de IA sobre grupos marginalizados e vulneraveis, o que pode ser
realizado por meio de coleta e levantamento de informagdes que reflitam a diversidade
das comunidades afetadas. A abordagem contextual, nesse sentido, enfatiza a importancia
de incluir as vozes e perspectivas dessas comunidades no processo de avaliagdo,

reconhecendo sua expertise em relacdo as suas proprias experiéncias e necessidades.
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Em ultima instancia, a analise deve considerar que grupos marginalizados tendem
a ser mais afetados por novas tecnologias, mas frequentemente sdo menos representados
nos processos estratégicos de tomada de decisdo. A inclusdo dessas vozes no
desenvolvimento da AIA ¢ importante para garantir uma contextualizacdo adequada,
permitindo que a identificagdao e mitigacao de impactos sejam mais eficazes. Em sintese,
o envolvimento direto das pessoas afetadas no processo de andlise enriquece a AlA,
proporcionando uma compreensdo mais detalhada e multifacetada de suas necessidades
e preocupagoes reais.

Desse modo, a contextualizagdo dos processos de identificacdo e mitigacdo de
impactos, levando em conta as nuances culturais, sociais e econdmicas das pessoas
afetadas, torna a AIA mais sensivel e relevante para situagdes especificas. Além disso, a
inclusdo de diferentes perspectivas promove a deteccao de problemas e desafios que
poderiam ser negligenciados em abordagens mais convencionais.

Evidentemente, operacionalizar a inclusdo das vozes e perspectivas das
comunidades afetadas no desenvolvimento de Avaliacdes de Impacto Algoritmico requer
um esfor¢o deliberado e estruturado para garantir que suas contribui¢des sejam
efetivamente consideradas. Para incorporar uma abordagem contextual a AIA, os
responsaveis pelo seu desenvolvimento podem adotar agdes como: realizar entrevistas e
consultas com membros das comunidades afetadas para entender suas preocupagoes,
experiéncias e necessidades em relagdo ao sistema de IA; colaborar com organizacdes
comunitarias e grupos locais para facilitar o envolvimento das pessoas afetadas; e
implementar mecanismos para a coleta de feedback regular, permitindo ajustes continuos
no sistema de IA.

A partir do modelo estruturado entre elementos “ator” e “forum”, apresentado
anteriormente pelo presente trabalho, ¢ possivel compreender a participacao publica
como uma modalidade de féorum externo. Nesse contexto, o ator deve justificar suas
escolhas em um ambiente onde serd interrogado, avaliado e sujeito a sugestdes de
alteragdes no processo apresentado. No entanto, conforme discutido anteriormente, nem
sempre o féorum possui a capacidade de impor consequéncias ao ator. No caso da
participagdo publica, essa caracteristica ¢ particularmente relevante, pois a auséncia de
competéncias institucionais, como a capacidade de impor sanc¢des, limita o impacto direto
que o férum pode ter sobre o ator.

A falta de consequéncias pode dificultar a implementagdo das recomendagdes ou

sugestdes resultantes do forum externo de participagdo publica, uma vez que os atores
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podem nao se sentir obrigados a agir de acordo com as decisdes do publico. Esse cenario
pode criar uma lacuna entre as discussoes realizadas no forum e as agdes concretas
efetivamente executadas pelo agente. Portanto, assim como o desenvolvimento da AIA
deve adotar uma abordagem contextual, a definicdo de um féorum de participagao publica
também deve ser contextualizada, pois a natureza dos foruns pode variar dependendo do
estagio do ciclo de vida do sistema de IA e dos agentes envolvidos.

Desse modo, entende-se que, ao identificar contextualmente a necessidade de
estruturar um forum externo de participacdo publica, ¢ essencial que ele seja
complementado por foruns (internos ou externos) com poder para impor consequéncias.
Por exemplo, um forum externo composto por autoridades competentes, capazes de tomar
decisdes vinculativas, ou um forum interno com atribuicdes organizacionais
significativas, seria necessario para garantir que as recomendagdes e sugestdes sejam
efetivamente implementadas e que os atores sejam responsabilizados por suas agoes.

A abordagem contextual na Avaliagdo de Impacto Algoritmico (AIA) ndo se
restringe apenas a identifica¢do de riscos e desafios especificos enfrentados por pessoas
afetadas, mas busca também promover ativamente seus direitos e interesses. Ao integrar
essa perspectiva, a AIA deve considerar ndo apenas as métricas tradicionais de
desempenho, como precisdo e eficiéncia, mas também os fatores historicos, éticos e
sociais que podem ter contribuido para a vulnerabilizagdo de certos grupos. Em sintese,
a abordagem contextual reconhece que os impactos gerados por sistemas de IA ndo sdo
lineares, podendo variar significativamente dependendo do contexto social, cultural e
econdmico em que s3o aplicados e, até mesmo, perpetuar ou agravar desigualdades ja
existentes.

A participagdo publica, por si sd, também exige uma avaliacdo contextual que
verifique, em primeiro lugar, a necessidade de realizacdo deste processo e,
posteriormente, o poder de influéncia deste forum no processo de desenvolvimento ou
aplicacdo de determinado sistema de [A. Assim, entende-se que a participagdo publica
ndo deve ser vista como um processo automatico, mas como uma ferramenta que podera
ser aplicada em determinados contextos, quando necessario e efetivamente possivel.

Desse modo, a compreensao da AIA a partir de uma abordagem contextual permite

tragar as seguintes premissas acerca deste instrumento:

1) A AIA pode ser elaborada pelo agente responséavel pelo desenvolvimento de um

sistema de IA ou pelo agente responsavel pela implementacao pratica do sistema.
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3)

4)

5)

6)
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Tais avaliagdes ndo sdo excludentes, mas complementares, pois possuem focos
distintos.

A AIA conduzida no processo de desenvolvimento possui énfase na antecipagdo
e identificagdo de potenciais impactos decorrentes da forma como o sistema foi
concebido e programado, ou seja, sao impactos previstos antes mesmo que o
sistema seja implantado em um ambiente.

Por outro lado, a AIA conduzida durante a implementacdo pratica do sistema de
IA considera um contexto real, no qual ja € possivel identificar parametros como
(1) publico afetado e seu respectivo contexto socioecondmico e cultural; (ii)
caracteristicas das pessoas que possuem interacdo com o sistema, incluindo
aspectos relacionados a vulnerabilidades; (iii) desigualdades e disparidades ja
existentes no ambiente de implementagao do sistema de IA etc. Nesse sentido, o
foco principal estd na monitorizacdo continua dos efeitos do algoritmo e na
adaptacao as mudangas no ambiente operacional.

A AIA deve avaliar o impacto de um sistema de IA sobre os direitos humanos das
pessoas afetadas, sendo essencial reconhecer que os impactos dessas iniciativas
podem variar significativamente com base nas caracteristicas individuais e
contextuais das pessoas afetadas. Isso inclui avaliar os impactos sob uma otica
que considere diferentes perspectivas, incluindo género, raga, orientagdo sexual,
deficiéncia e caracteristicas identitarias relevantes.

A avaliagdo de impacto aos direitos humanos, a ser realizada no ambito da AIA,
refere-se exclusivamente aos direitos de pessoas naturais que sdo afetadas pelo
desenvolvimento ou implantagdo de um determinado sistema de IA. Em sintese,
significa dizer que nao se trata de reconhecimento de titularidade de direitos a
entes abstratos e, tampouco, de avaliagdo de interesses associados ao proprio
sistema de IA.

A AIA ndo deve ser confundida com um instrumento de gerenciamento de riscos
corporativos. Embora praticas de accountability e gerenciamento de riscos sejam
comuns nas rotinas de compliance de diversas organizagdes, ¢ importante
distinguir entre esses instrumentos tradicionais e aqueles destinados a lidar com
os riscos associados as novas tecnologias que afetam direitos humanos. Os
instrumentos tradicionais de compliance concentram-se na gestdo de riscos que
impactam diretamente a organizacdo e suas operacdes, buscando proteger a

integridade do negocio e garantir a conformidade com regulamentacdes. Esses
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mecanismos avaliam como as violacdes podem afetar a propria atividade
empresarial. Por outro lado, a AIA se dedica a avaliar e mitigar os impactos
especificos que sistemas de IA podem ter sobre os direitos das pessoas afetadas,
indo além das preocupagdes tradicionais com o risco corporativo. Em vez de se
concentrar exclusivamente nos riscos para a organizagao, entende-se que a AIA
deve priorizar a prote¢do dos direitos humanos e a minimiza¢do dos impactos

adversos que a tecnologia pode ter sobre individuos e comunidades.

Evidentemente, a adocdo de uma abordagem contextual na Avaliagdao de Impacto
Algoritmico ndo ¢ uma solucgdo definitiva ou Unica para todos os desafios associados ao
desenvolvimento e aplicacdo de sistemas de IA. A AIA contextualiza a analise dos
impactos considerando aspectos especificos dos grupos afetados, suas condi¢des
socioecondmicas, culturais e politicas, o que ajuda a identificar e mitigar riscos de forma
mais precisa e eficaz. No entanto, essa abordagem deve ser vista como parte de um quadro
mais amplo de protecao dos direitos humanos.

O problema de pesquisa abordado pelo presente também deve ser analisado em
perspectiva ampla a partir das dinamicas e estruturas de poder que permeiam a sociedade.
Nesse sentido, compreende-se que a AIA deve ser complementada por politicas publicas
e regulamentagdes que abordem dinadmicas sociopoliticas ja existentes. Além disso,
fortalecer mecanismos so6lidos de supervisdo e fiscalizacdo pode ser relevante para
garantir que as praticas de AIA sejam implementadas de forma eficaz e que os direitos
das pessoas afetadas sejam protegidos de maneira consistente.

Em conclusdo, a implementagcdo de uma abordagem contextual no processo de
desenvolvimento da Avaliacdo de Impacto Algoritmico pode representar um avango
significativo na protecdo dos direitos humanos para grupos marginalizados e em situacao
de vulnerabilidade, mas ¢ importante reconhecer suas limitagdes ¢ a necessidade de
complementacdo deste arranjo com outros aspectos, como regulamentagdes robustas e

fortalecimento de mecanismos solidos de supervisdo e fiscalizagao.
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7 CONCLUSAO

O avango da tecnologia trouxe consigo uma proliferacdo significativa de sistemas
de inteligéncia artificial, os quais tém se integrado de forma cada vez mais intrinseca ao
cotidiano das pessoas. Desde assistentes virtuais em smartphones até algoritmos de
recomendacao em plataformas de streaming, a presenga da IA pode ser considerada como
ubiqua. No entanto, a medida que esses sistemas se tornam onipresentes, ¢ imperativo
reconhecer os potenciais riscos € impactos que acompanham seu desenvolvimento e
implementagao, bem como os desafios €ticos e sociais que os acompanham.

Ao mesmo tempo em que o avango tecnoldgico promove beneficios e ganhos em
produtividade e eficacia, ¢ necessario assegurar a existéncia de instrumentos de
identificacdo e mitigacdo de riscos associados as novas tecnologias. Trata-se, em ultima
instancia, do reconhecimento de que o progresso nao esta isento de riscos e desafios
significativos. A busca por um equilibrio entre inovacao e responsabilidade torna-se,
assim, um imperativo para garantir que sistemas de IA continuem a agregar valor a
sociedade em observancia aos direitos humanos e as diretrizes éticas.

Conforme discutido no presente trabalho, a AIA envolve a analise dos possiveis
impactos que um determinado sistema de A pode gerar para as pessoas afetadas por seu
funcionamento. Dessa forma, ao ser desenvolvida sobre o tripé de accountability,
precaucgdo e transparéncia, a AIA pode ser compreendida como um instrumento de
responsabilidade e prestagdo de contas, na medida em que as consideragdes e
justificativas apresentadas sdo avaliadas em forum com poderes para questionamentos e
alteragdes. Além disso, a partir da precaugdo, a AIA ¢, também, um instrumento de
identificacdo de riscos e implementagdo de medidas mitigatérias. Por fim, sob a
perspectiva da transparéncia, a AIA ¢ um instrumento que possibilita o acesso a
informacgdes por parte do forum avaliador e, consequentemente, permite as avaliagdes e
debates acerca do impacto de determinados sistemas de IA.

Apo6s a compreensdo dos contornos juridicos da AIA, resta, entdo, a necessidade
de retornar ao problema de pesquisa deste trabalho: em que medida a Avaliagdo de
Impacto Algoritmico (AIA) pode ser considerada um instrumento eficaz na mitigagao de
riscos para direitos humanos, associados ao desenvolvimento e uso de sistemas de IA em
diferentes contextos sociais, econdmicos e territoriais?

Conforme ¢ possivel extrair da pesquisa realizada, a AIA pode ser considerada um

instrumento para mitigacdo de riscos para os direitos humanos associados ao
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desenvolvimento e uso de sistemas de IA em diversos contextos sociais, econdmicos €
territoriais, porém, sua efetividade deve ser avaliada, principalmente, diante de dois
parametros: (i) contextualizagdo social e econdmica; e (ii) estruturacao de féorum apto a
questionar e avaliar as escolhas e decisdes tomadas.

Em primeiro lugar, a eficacia da AIA enquanto instrumento para mitigacao de
riscos e violagdes a direitos humanos esta diretamente relacionada ao reconhecimento de
que impactos gerados por sistemas de A podem variar significativamente dependendo do
contexto em que sao implementados. Os impactos de sistemas de A ndo sdo homogéneos,
motivo pelo qual as particularidades sociais, econdmicas e culturais de pessoas e grupos
afetados devem ser levadas em consideragdo pela AIA, especialmente diante de grupos
marginalizados e marcados por vulnerabilidades.

O segundo parametro diz respeito a estruturacao da AIA a partir do modelo ator-
forum, no qual € essencial que haja um forum (interno ou externo) com poderes para
questionar e avaliar as escolhas, decisdes e justificativas apresentadas pelo agente
responsavel pelo desenvolvimento ou implementacdo de determinado sistema de [A, bem
como competéncia para impor alteragdes e, em caso de descumprimento das solicitagdes
apresentadas, consequéncias. Caso contrario, a AIA pode se tornar uma formalidade
burocratica sem impacto substancial na mitigacao de riscos para direitos humanos.

Sendo assim, o desenvolvimento da Avaliacdo de Impacto Algoritmico a partir dos
parametros mencionados anteriormente pode representar um avang¢o importante na
protecao dos direitos humanos, especialmente para grupos marginalizados e em situagado
de vulnerabilidade. No entanto, ¢ essencial reconhecer que essa abordagem ndo ¢ uma
solugdo Unica e definitiva para todas as questdes relacionadas a protecdo dos direitos
humanos diante do desenvolvimento e aplicacdo de sistemas de IA. E essencial
considerar, também, as dinamicas e estruturas de poder que permeiam a sociedade em
uma analise mais ampla.

Portanto, a AIA — enquanto instrumento de governanca — deve ser
complementada por outras ferramentas, medidas e controles, como regulamentacdes
robustas e fortalecimento de mecanismos de supervisao e governanga. Regulamentagdes
eficazes podem estabelecer padrdes claros de responsabilidade e transparéncia para os
agentes que desenvolvem ou implementam sistemas de A, enquanto os mecanismos de
supervisdo e governanca podem garantir o cumprimento dessas regulamentagdes ¢ a

prestacdo de contas adequada.
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